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FOREWORD

The term cyber-security and an endless list of words
prefixed with “cyber” bombard our senses daily.
Widely discussed but often poorly understood, the
various terms relate to computers and the realm of
nformation technology, the key enablers of our
nterrelated and nterdependent world of today.
Governments, private and corporate entities, and
individuals are increasingly aware of the challenges and
threats to a wide range of our everyday online activities.
Worldwide reliance on computer networks to store,
access, and exchange nformation has increased
exponentially in recent years. Include the almost
universal dependence on computer-operated or
computer-assisted mfrastructure and industrial
mechanisis, and the magnitude of the relationship of
cyber to our lives becomes readily apparent.

The impact of security breaches runs the gamut from
inconvenience to severe financial losses to national
nsecurity. Hacking is the vernacular term, widely



accepted as the cause of these cyber insecurities, which
range from the irritating but relatively harmless activities
of youthful pranksters to the very damaging,
sophisticated, targeted attacks of state actors and
master criminals.

Previous editions of Hacking Exposed™ have been
widely acclaimed as foundation documents in cyber-
security and are staples in the libraries of IT
professionals, tech gurus, and others mterested in
understanding hackers and their methods. But the
authors know that remaming relevant in the fast-
changing realm of I'T security requires agility, nsight,
and deep understanding about the latest hacking
activities and methods. “Rise and rise agam. . .,” from
the movie Robin Hood, is a most appropriate
exhortation to rally security efforts to meet the relentless
assaults of cyber hackers.

This Seventh Edition of the text provides updates on
enduring issues and adds important new chapters about
Advanced Persistent Threats (APTs), hardware, and
embedded systems. Explaining how hacks occur, what
the perpetrators are doing, and how to defend against



them, the authors cover the horizon of computer
security. Given the popularity of mobile devices and
social media, today’s netizens will find nteresting
reading about the vulnerabilities and nsecurities of these
common platforns.

The prerequisite for dealing with these issues of IT
and computer security is knowledge. First, we must
understand the architectures of the systems we are using
and the strengths and weaknesses of the hardware and
software. Next, we must know the adversaries: who
they are and what they are trying to do. In short, we
need intelligence about the threats and the foes,
acquired through surveillance and analysis, before we
can begin to take effective countermeasures. This
volume provides the essential foundation and empowers
those who really care about cyber-security.

If we get smart and learn about ourselves, our
devices, our networks, and our adversaries, we will find
ourselves on a path to success in defending our cyber
endeavors. What remains is the reality of change: the
emergence of new technologies and techniques and the



constant evolution of threats. Hence, we must “rise and
rise again...” to stay abreast of new developments,
refreshing our intelligence and acquiring visibility and
nsight into attacks.

This new edition of Hacking Exposed™ helps you
to get smart and take effective action. The lambs may
indeed become the lions of cyber-security.

William J. Fallon
Admiral, U.S. Navy (Retired)
Chairman, CounterTack, Inc.

Admiral Wiliam J. Fallon retired from the U.S.
Navy after a distinguished 40 year career of military and
strategic leadership. He has led U.S. and Allied forces
in eight separate commands and played a leadership
role in military and diplomatic matters at the highest
levels of the U.S. government. As head of U.S. Central
Command, Admiral Fallon directed all U.S. military
operations in the Middle East, Central Asia, and Horn
of Affica, focusing on combat efforts in Iraq and
Afghanistan. Chairman of the Board of CounterTack



Inc., a new company in the cyber-security business,
Admiral Fallon is also a partner in Tilwell Petroleum,
LLC, advisor to several other businesses, and a
Distinguished Fellow at the Center for Naval Analyses.
He is a member of the U.S. Secretary of Defense
Science Board and the Board of the American Security
Project.
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INTRODUCTION

“RISE AND RISE AGAIN, UNTIL LAMBS
BECOME LIONS.”

This quote from Russell Crowe’s 2010 movie Robin
Hood, provides no more important sound bite for this
Seventh Edition of Hacking Exposed™ Make no
mistake, today we are the lambs—being offered up for
slaughter every minute of every day. But this cannot
continue. We cannot allow it. The consequences are
too dire. They are catastrophic.

We mplore you to read every word on every page
and take this warning seriously. We must understand
how the bad guys work and employ the
countermeasures written in these pages (and more), or
we will continue to be slaughtered and our future
suprenmely compromised until we do.

‘What This Book Covers

While we have trimmed and expanded all the content in
this book, we need to highlight a few brand new areas



that are of critical importance. First, we have addressed
the growing attacks surrounding APTs, or Advanced
Persistent Threats, and given real-world exanmples of
how they have been successful and the ways to detect
and stop them. Second, we have added a whole new
section exposing the world of embedded hacking,
including techniques used by the bad guys to strip a
circuit board of all its chips, reverse engneer them, and
determmne the Achilles heel in the dizzying world of 1s
and 0s. Third, we’ve added an entire section on
database hacking, discussing the targets and the
techniques used to pilfer your sensitive data. Fourth, we
dedicated an entire chapter to mobile devices, exposing
the embedded world of tablets, smartphones, and
mobility, and how the bad guys are targeting this
exploding new surface area. And finally, something we
should have done from the very first edition in 1999,
we’ve added a dedicated chapter on countermeasures.
Here, we take an expansive role in explaining the world
of what you, the admmistrator or end user, can do to
prevent the bad guys from getting in from the start.



How to Use This Book

The purpose of this book is to expose you to the world
of hackers, how they think and work. But it is also
equally purposed to educate you on the ways to stop
them Use this book as the definitive source for both of
those purposes.

How This Book Is Organized

In the first part “Casing the Establishment,” we discuss
how hackers learn about their targets. They often take
meticulous steps to understand and enumerate their
targets completely, and we expose the truth behind their
techniques. In the second part “System Hacking,” we
jump right in and expose the ultimate goal of any savvy
hacker, the end desktop or server, including the new
chapter on APTs. The third part, “Infrastructure
Hacking” discusses the ways bad guys attack the very
highway that our systems connect to. This section
includes the new material on hacking embedded
systens. The fourth part, “Application and Data
Hacking” discusses both the web/database world as
well as mobile hacking opportunities. This part is also



where we discuss countermeasures that can be used
across the board.

Navigation
Once agam, we have used the popular Hacking

Exposed™ format for the Seventh Edition; every
attack technique is highlighted in the margm like this:

‘- This Is the Attack Icon

Making it easy to identify specific penetration tools and
methodologies. Every attack is countered with practical,
relevant, field-tested workarounds, which have a
special Countermeasure icon.

Q This Is the Countermeasure Icon

Get right to fixing the problem and keeping the
attackers out.

Pay special attention to highlighted user input as bold
in the code listings.

Every attack is accompanied by an updated Risk
Rating derived from three components based on the



authors’ combined experience.

Popularity: The frequency of use in the wild against live targets, with 1 being the
rarest, 10 being widely used

Simplicity: The degree of skill necessary to execute the attack, with 1 being a seasoned
security progranimer, 10 being little or no skill
Impact: The potential damage caused by successful execution of the attack,

with 1 being revelation of trivial information about the target, 10 being
superuser-account compronise or equivalent

Risk Rating:  The overall risk rating (average of the preceding three values)



PART1
CASING THE ESTABLISHMENT

CASE STUDY

As you will discover in the followng chapters,
footprinting, scanning, and enumeration are vital
concepts in casing the establishment. Just like a bank
robber will stake out a bank before making the big
strike, your Internet adversaries will do the same. They
will systematically poke and prod until they find the soft
underbelly of your Internet presence. Oh...and it won’t
take long.

Expecting the bad guys to cut loose a network
scanner like Nmap with all options enabled is so 1999
(which, coincidently, is the year we wrote the original
Hacking Exposed book). These guys are much more
sophisticated today and anonymizing their activities is
paramount to a successful hack. Perhaps taking a bite
out of the onion would be helpful. . ..



TAAAS—It’s All About Anonymity, Stupid

As the Internet has evolved, protecting your anonymity
has become a quest like no other. Many systens have
been developed in an attempt to provide strong
anonymity while, at the same time, providing
practicality. Most have fallen short in comparison to
“The Onion Router,” or Tor for short. Tor is the
second-generation low-latency anonymity network of
onion routers that enables users to comnunicate
anonymously across the Internet. The system was
orignally sponsored by the U.S. Naval Research
Laboratory and became an Electronic Frontier
Foundation (EFF) project in 2004. Onion routing may
sound like the Iron Chef gone wild, but in reality, it is a
very sophisticated technique for pseudonymous or
anonymous commumnication over a network. Volunteers
operate an onion proxy server on their system that
allows users of the Tor network to make anonymous
outgoing connections via TCP. Tor network users must
run an onion proxy on their system, which allows them
to communicate to the Tor network and negotiate a



virtual circuit. Tor employs advanced cryptography in a
layered manner, thus the name “Onion” Router. The
key advantage that Tor has over other anonymity
networks is its application independence and that it
works at the TCP stream level. It is SOCKetS
(SOCKS) proxy aware and commonly works with
nstant messaging, Internet Relay Chat (IRC), and web
browsing. Although not 100 percent foolproof or
stable, Tor is truly an amazing advance in anonymous
communications across the Internet.

While most people enjoy the Tor network for the
comfort of knowing they can surf the Internet
anonymously, Joe Hacker seens to enjoy it for making
your life miserable. Joe knows that the advances in
intrusion detection and anomaly behavior technology
have come a long way. He also knows that if he wants
to keep on doing what he feels is his God-given right—
that is, hacking your system—he needs to remain
anonymous. Let’s take a look at several ways he can
anonymize his activities.

Tor-menting the Good Guys



Joe Hacker is an expert at finding systenms and slicing
and dicing them for fun. Part of his modus operandi
(MO) is using Nmap to scan for open services (like
web servers or Windows file sharing services). Of
course, he is well versed in the ninja technique of using
Tor to hide his identity. Let’s peer into his world and
examine his handiwork firsthand.

His first order of business is to make sure that he is
able to surf anonymously. Not only does he want to suri
anonymously via the Tor network, but he also wants to
ensure that his browser, notorious for leaking
information, doesn’t give up the goods on him He
decides to download and mstall the Tor client, Vidalia
(GUI for TOR), and Privoxy (a web filtering proxy) to
ensure his anonymity. He hits
https//www.torproject.org/ to download a conmplete
bundle of all of this software. One of the components
nstalled by Vidalia is the Torbutton, a quick and easy
way to enable and disable surfing via the Tor network
(torproject.org/torbuttor/). After some quick
configuration, the Tor proxy is installed and listening on
local port 9050; Privoxy is installed and listening on




port 8118; and the Torbutton Firefox extension is
nstalled and ready to go in the bottomrright corner of
the Firefox browser. He goes to Tor’s check website
(check.torproject.org), and it reveals his success:
“Congratulations. You are using Tor.” Locked and
loaded, he begins to hunt for unsuspecting web servers
with default nstallations. Knowing that Google is a great
way to search for all kinds of juicy targets, he types this
in his search box:

ntitle:Test.Page.for.Apache "It worked!" "this Web site!"

Instantly, a list of systems running a default install of
the Apache web server are displayed. He clicks the link
with impunity, knowing that his IP is anonymized and
there is little chance his activities will be traced back to
him He is greeted with the all too familiar, “It Worked!
The Apache Web Server is Installed on this Web Site!”
Game on. Now that he has your web server and
associated domain name, he is going to want to resolve
this information to a specific IP address. Rather than
just using something like the ho st command, which
will give away his location, he uses tor-resolve,



which is included with the Tor package. Joe Hacker
knows 1t is critically important not to use any tools that
will send UDP or ICMP packets directly to the target
system. All lookups must go through the Tor network to
preserve anonymity.

bt ~ # tor-resolve www.example.com
10.10.10.100

NOTE www.exanple.comand 10.10.10.100 are
used as examples and are not real IP
addresses or domain namres.

As part of his methodical footprinting process, he
wants to determine what other juicy services are running
on this system. Of course, he pulls out his trusty version
of Nmap, but he remembers he needs to run his traffic
through Tor to continue his charade. Joe fires up
proxychains (proxychains.sourceforge.net/) on his Linux
box and runs his Nmap scans through the Tor network.
The proxychain client forces any TCP connection made
by any given application, Nmap in this case, to use the
Tor network or a list of other proxy servers. How



ingenious, he thinks. Because he can only proxy TCP
connections via proxychains, he needs to configure
Nmap with very specific options. The —sT option is
used to specify a full connect, rather than a SYN scan.
The - PN option is used to skip host discovery since he
is sure the host is online. The —n option is used to
ensure no Domain Name Server (DNS) requests are
performed outside of the Tor network. The —sV option
is used to performservice and version detection on
each open port, and the —p option is used with a
common set of ports to probe. Since Tor can be very
slow and unreliable in some cases, it would take much
too long to performa full port scan via the Tor network,
so he selects only the juiciest ports to scan:



bt ~ # proxychains nmap -sT -PN -n -sV -p 21,22,53,80,110,139,143,443
10.10.10.100

ProxyChains-3.1 (http://proxychains.sf.net

Starting Nmap 4.60 ( http://mmap.org ) at 2008-07-12 17:08 GMT
|S-chain|-<>-127.0.0.1:9050-<><>-10.10.10.100:21-<><>-0K

1S-chain|-<>-127.0.0.1:8050-<><>-10.10.10.100:22-<--denied
|S=chain|=<>=127.0.0.1:9050=<><>=10.10.10.100:53=<><>=0K
T 7.0.0.1:9050-<><>=10.10 180-<><>=0K
~hain|-<>-127.0.0.1:9050-<><>-10.10 1:443-<><>-0K
IS-chain|=-<> .0.0.1:9050=-<><>=-10.10. :110-<><>=-0K
|S=chain|=<>= 0.0.1:9050=<><>=10.10.1 :143=-<><>=0K
I1S-chain|-<>-127.0.0.1:9050-<><>-10. ):139-<--timeout
IS-chain|-<>-127.0.0.1:9050-<><>-10.10. :21-<><>-0K
|8=chain|=<>=127.0.0.1:9050=-<><>=10.10.1 :53=<><>=0K
I5-chain|-<>-127.0.0.1:9050-<><>=10.10.1 180-<><>-0K
IS-chain|-<>-127.0.0.1:9050-<><>-10.10. :110-<><>-0K
Is ain|-<>-127.0.0.1:9050-<><>-10.10.1 0:143-<><>-0K
IS=chain|=<>=127.0.0.1:9050-<><>=10.10 0:443=-<><>=0K

>=127.0.0.1:9050=<><>=10.10.10.100:53=<><>=0K
Interesting ports on 10.10.10.100:

P STATE SERV VERSION

21/tcp open £ty PurefTPd

22/tcp closed ssh

|S=chain| =<

53/tcp  open domain

80/tcp open http Apache httpd

110/tcp open pop3 Courier pop3d

139/tcp closed netbios-ssn

143/tcp open imap Courier Imapd (released 2005)
443/tcp open http Apache httpd

Service detecticn performed. Please report any incorrect results at
http://nmap.org/submit/ .
Nmap done: 1 IP address (1 host up) scanned in ©€5.825 seconds

Joe Hacker now has a treasure trove of information
from his covert Nmap scan in hand, including open
ports and service information. He is singularly focused



on finding specific vulnerabilities that may be exploitable
remotely. Joe realizes that this system may not be up to
date if the default install page of Apache is still intact.
He decides that he will further his cause by connecting
to the web server and determining the exact version of
Apache. Thus, he needs to connect to the web server
via port 80 to continue the beating. Of course he
realizes that he needs to connect through the Tor
network and ensure the chain of anonymity he has toiled
so hard to create. While he could use proxychains to
Torify the netcat (nc) client, he decides to use one
more tool in his arsenal: socat (www.dest-
unreach.org/socat/), which allows for relayng of
bidirectional transfers and can be used to forward TCP
requests via the Tor SOCKS proxy listening on Joe’s
port 9050. The advantage to using socat is that Joe
Hacker can make a persistent connection to his victim’s
web server and run any number of probes through the
socat relay (for example, Nessus, Nikto, and so on). In
the example, he will probe the port manually rather than
run an automated vulnerability assessment tool. The
following socat command sets up a socat proxy listening




on Joe’s local system (127.0.0.1 port 8080) and
forwards all TCP requests to 10.10.10.100 port 80 via
the SOCKS TOR proxy listening on 127.0.0.1 port
9050:

bt ~ # socat TCP4-LISTEN:8080,fork
SOCKS4a:127.0.0.1:10.10.10.100:80, socksport=9050 &

Joe is now ready to connect directly to the Apache
web server and determine the exact version of Apache
that is running on the target system. This can easily be
accomplished with nc, the Swiss army knife of his
hacking tookkit. Upon connection, he determines the
version of Apache by typng HEAD / HTTP/1.0
and pressing ENTER twice:



bt ~ # ne 127.0.0.1 8080
HEAD / HTTP/1.0

HTTP/1.1 200 OR

Date: Wed, 14 Dec 2011 18:36:23 GMT
Server: Apache/2.2.2 {(Debian)
¥X-Powered-By: PHPF/5.2.17-0.dotdeb.0
X-FIRSTBaseRedirector: LIVE

Vary: accept-Encoding

Connection: close

Content-Type: text/html; charset=UTF-8

A bead of sweat begins to drop from his brow as his
pulse quickens. WOW! Apache 2.2.2 is a fairly old
version of the vulnerable web server, and Joe knows
there are plenty of vulnerabilities that will allow him to
“pwn” (hacker speak for “own’” or “‘compromise”) the
target system. At this point, a full compromise is almost
academic as he begmns the process of vulnerability
mapping to find an easily exploitable vulnerability (that
is, a chunked-encoded HTTP flaw) in Apache 2.2.2 or
earlier.



It happens that fast, and it is that simple. Confused?
Don’t be. As you will discover in the following
chapters, footprinting, scanning, and enumeration are all
valuable and necessary steps an attacker employs to
turn a good day into a bad one in no time flat! We
recommend reading each chapter in order and then
rereading this case study. You should heed our advice:
Assess your own systens first or the bad guys will do it
for you. Also understand that in the new world order of
Internet anonymity, not everything is as it appears.
Nanely, the attacking IP addresses may not really be
those of the attacker. And if you are feeling
beleaguered, don’t despar—hacking countermeasures
are discussed throughout the book. Now what are you
waiting for? Start reading!



CHAPTER1
FOOTPRINTING

Before the real fun for the hacker begins, three essential
steps must be performed. This chapter discusses the
first one: footprinting, the fine art of gathering
mformation. Footprinting is about scoping out your
target of interest, understanding everything there is to
know about that target and how it mnterrelates with
everything around it, often without sending a single
packet to your target. And because the direct target of
your efforts may be tightly shut down, you will want to
understand your target’s related or peripheral entities as
well

Let’s look at how physical theft is carried out. When
thieves decide to rob a bank, they don’t just walk n
and start demanding money (not the high IQ ones,
anyway). Instead, they take great pains to gather
information about the bank—the armored car routes
and delivery times, the security cameras and alarm
triggers, the number of tellers and escape exits, the



money vault access paths and authorized personnel, and
anything else that will help in a successful attack.

The same requirement applies to successful cyber
attackers. They must harvest a wealth of information to
execute a focused and surgical attack (one that won’t
be readily caught). As a result, attackers gather as much
mnformation as possible about all aspects of an
organization’s security posture. In the end, and if done
properly, hackers end up with a unique footprint, or
profile, of their target’s Internet, remote access,
intranet/extranet, and business partner presence. By
following a structured methodology, attackers can
systematically glean mnformation from a multitude of
sources to compile this critical footprint of nearly any
organization.

Sun Tzu had this figured out centuries ago when he
penned the following in The Art of War:

If you know the enemy and know
yourself, you need not fear the result of a
hundred battles. If you know yourself but
not the enemy, for every victory gained



you will also suffer a defeat. If you know
neither the enemy nor yourself, you will
succumb in every battle.

You may be surprised to find out just how nmuch
information is readily and publicly available about your
organization’s security posture to anyone willing to look
for it. All a successful attack requires is motivation and
opportunity. So it is essential for you to know what the
enemy already knows about you!

WHAT IS FOOTPRINTING?

The systematic and methodical footprinting of an
organization enables attackers to create a near
complete profile of an organization’s security posture.
Using a combination of tools and techniques, coupled
with a healthy dose of patience and mind-melding,
attackers can take an unknown entity and reduce it to a
specific range of domain names, network blocks,
subnets, routers, and individual IP addresses of systens
directly connected to the Internet, as well as many other
details pertaining to its security posture. Although there



are many types of footprinting techniques, they are
primarily aimed at discovering information related to the
following environments: Internet, intranet, remote
access, and extranet. Table 1-1 lists these environments
and the critical information an attacker tries to identify.

Table 1-1 Tasty Footprinting Nuggets That Attackers
Can Identify

Technology Identifies

Internet Domain names
Network blocks and subnets
Specific IP addresses of systems reachable via the Internet
TCP and UDP services running on each system identified
System architecture (for example, Sparc vs. x86)
Access control mechanisms and related access control lists
(ACLs)
Intrusion-detection systems (IDSs)
System enumeration (user and group names, system banners,
routing tables, and SNMP information)
DNS hostnames

Intranet Networking protocols in use (for example, IP, IPX, DecNET,
and so on)

Internal domain names

Network blocks



Specific IP addresses of systems reachable via the intranet
TCP and UDP services running on each system identified
System architecture (for example, SPARC vs. x86)
Access control mechanisms and related ACLs
Intrusion-detection systems
System enumeration (user and group names, system banners,
routing tables, and SNMP information)

Remote access  Analog/digital telephone numbers
Remote system type
Authentication mechanisms
VPNs and related protocols (IPSec and PPTP)

Extranet Domain names
Connection origination and destination
Type of connection

Access control mechanism

Why Is Footprinting Necessary?
Footprinting is necessary for one basic reason: it gives
you a picture of what the hacker sees. And if you know
what the hacker sees, you know what potential security
exposures you have in your environment. And when
you know what exposures you have, you know how to
prevent exploitation.

Hackers are very good at one thing: getting inside
your head, and you don’t even know it. They are
systematic and methodical in gathering all pieces of



information related to the technologies used in your
environment. Without a sound methodology for
performing this type of reconnaissance yourself, you are
likely to miss key pieces of information related to a
specific technology or organization—but trust us, the
hacker won’t.

Be forewarned, however, footprinting is often the
most arduous task i trying to determine the security
posture of an entity; and it tends to be the most boring
for freshly mmnted security professionals eager to cut
therr teeth on some test hacking. However, footprinting
is one of the most important steps, and it must be
performed accurately and in a controlled fashion.

INTERNET FOOTPRINTING
Although many footprinting techniques are similar
across technologies (Internet and intranet), this chapter
focuses on footprinting an organization’s connections to
the Internet. Remote access is covered in detail in
Chapter 7.

Providing a step-by-step guide on footprinting is
difficult because it is an activity that may lead you down



many-tentacled paths. However, this chapter delneates
basic steps that should allow you to conplete a
thorough footprinting analysis. Many of these techniques
can be applied to the other technologies mentioned
earlier.

Step 1: Determine the Scope of Your Activities

The first item of business is to determine the scope of
your footprinting activities. Are you going to footprint
the entire organization, or limit your activities to certain
subsidiaries or locations? What about business partner
connections (extranets), or disaster-recovery sites? Are
there other relationships or considerations? In some
cases, it may be a daunting task to determine all the
entities associated with an organization, let alone
properly secure them all. Unfortunately, hackers have
no sympathy for our struggles. They exploit our
weaknesses n whatever forms they manifest
themselves. You do not want hackers to know more
about your security posture than you do, so figure out
every potential crack in your armor!



Step 2: Get Proper Authorization

One thing hackers can usually disregard that you must
pay particular attention to is what we techies
affectionately refer to as layers 8 and 9 of the seven-
layer OSI Model—Politics and Funding. These layers
often find therr way into our work one way or another,
but when it comes to authorization, they can be
particularly tricky. Do you have authorization to
proceed with your activities? For that matter, what
exactly are your activities? Is the authorization from the
right person(s)? Is it in writing? Are the target IP
addresses the right ones? Ask any penetration tester
about the “‘get-out-of-jail-free card,” and you're sure to
get a smile.

Although the very nature of footprinting is to tread
lightly (if at all) in discovering publicly available target
information, it is always a good idea to inform the
powers that be at your organization before taking on a
footprinting exercise.

Step 3: Publicly Available Information
After all these years on the Web, we still regularly find



ourselves experiencing moments of awed reverence at
the sheer vastness of the Internet—and to think it’s still
quite young! Setting awe aside, here we go...

‘- Publicly Available Information

Popularity: g
Simplicity: 9
Impact:

Risk Rating: 7

The amount of information that is readily available
about you, your organization, its employees, and
anything else you can image is nothing short of amazing,

So what are the needles in the proverbial haystack
that we’re looking for?

* Company web pages
* Related organizations
* Location details



* Employee mformation

* Current events

* Privacy and security polices, and technical
details indicating type of security mechanism in
place

* Archived information

« Search engmes and data relationships

* Other mformation of mterest

Company Web Pages

Perusing the target organization’s web page often gets
you off to a good start. Many times, a website provides
excessive amounts of mformation that can aid attackers.
Believe it or not, we have actually seen organizations list
security configuration details and detailed asset
nventory spreadsheets directly on their Internet web
servers.

In addition, try reviewing the HTML source code for
comments. Many itens not listed for public
consumption are buried n HIML comment tags, such
as <, !, and --. Viewng the source code offline may



be faster than viewing it online, so it is often beneficial to
murror the entire site for offline viewing, provided the
website is in a format that is easily downloadable—that
is, HTIML and not Adobe Flash, usually in a
Shockwave Flash (SWF) format. Having a copy of the
targeted site locally may allow you to search for
comments or other items of interest programmatically,
thus making your footprinting activities more efficient. A
couple of tried and true website mirroring tools are

» Wget (gnu.org/software/wget/wget.html) for
UNIX/Linux
* Teleport Pro (tenmax.com) for Windows

Not all files and directories a website contains are
direct links, indexed by Google, or buried mn HTML
comments. Discovery sometimes requires brute-force
techniques to enumerate “hidden” files and directories
on a website. This can be performed in an automated
fashion using a specialized tool such as OWASP’s
DirBuster
(owasp.org/index.php/CategoryOWASP_DirBuster P;




A total of nine different lists of varying size and
comprehensiveness are included with the tool, but other
lists can also be leveraged for enumeration. Once a list
is chosen and a file extension type is specified,
DirBuster attempts to enumerate hidden files and
directories recursively (Figure 1-1). Once enumeration
is complete, DirBuster provides a reporting feature that
allows you to export any directories and/or files
identified along with the request’s associated response
codes. Please keep in mind that this kind of brute-force
enumeration is extremely noisy and attracts attention.
For this reason, DirBuster also includes a proxy feature
to run the traffic through privoxy (a topic we discussed
earlier in the chapter).
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Figure 1-1 Files and directories identified using
DirBuster

Be sure to investigate other sites beyond the main
“http//www’> and “https//www’’ sites as well.
Hostnames such as www1, www2, web, webl, test,
testl, etc., are all great places to start in your
footprinting adventure. But there are others, many
others.

Many organizations have sites to handle remote
access to internal resources via a web browser.
Microsoft’s Outlook Web Access is a very common
example. It acts as a proxy to the internal Microsoft



Exchange servers from the Internet. Typical URLs for
this resource are https:/owa.example.com or
httpsv//outlook.example.com. Similarly, organizations
that make use of mainframes, Systeny36s, or AS/400s
may offer remote access via a web browser via services
like WebConnect by OpenConnect
(openconnect.com), which serves up a Java-based
3270 and 5250 emulator and allows for “green screen”
access to mamnframes and midrange systems such as
AS/400s via the client’s browser.

Virtual Private Networks (VPNs) are very common
in most organizations as well, so looking for sites like
http//vpn.example.com, https://vpn.example.com, or
http//www.example.comy/vpn often reveals websites
designed to help end users connect to their companies’
VPNs. Youmay find VPN vendor and version details
as well as detailed instructions on how to download and
configure the VPN client software. These sites may
even include a phone number to call for assistance if the
hacker—er, I mean, employee—has any trouble getting
connected.




Related Organizations

Be on the lookout for references or links to other
organizations that are somehow related to the target
organization. For example, many targets outsource
much of their web development and design. It’s very
common to find comments from an author in a file you
find on the main web page. For exanple, we found the
company and author of a Cascading Style Sheet (CSS)
file just recently, indicating that the target’s web
development was outsourced. In other words, this
partner company is now a potential target for attack
too.

Even if an organization keeps a close eye on what it
posts about itself, its partners are usually not as
security-minded. They often reveal additional details
that, when combined with your other findings, could
result in a more sensitive aggregate than your sites
revealed on their own. Additionally, this partner



information could be used later in a direct or indirect
attack such as a social engineering attack. Taking the
time to check out all the leads often pays nice dividends
in the end.

Location Details

A physical address can prove very useful to a
determmned attacker. It may lead to dumpster-diving,
surveillance, social engineering, and other nontechnical
attacks. Physical addresses can also lead to
unauthorized access to buildings, wired and wireless
networks, computers, mobile devices, and so on. It is
even possible for attackers to attain detailed satellite
imagery of your location from various sources on the
Internet. Our personal favorite is Google Earth, which
can be found at earth. google.com (see Figure 1-2). It
essentially puts the world (or at least most major metro
areas around the world) in your hands and lets you
zoom in on addresses with amazing clarity and detail via
a well-designed client application.
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Figure 1-2 With Google Earth, someone can footprint
your physical presence with remarkable detail and
clarity.

Using Google Maps (maps.google.com), you can
utilize the Street View (see Figure 1-3) feature, which
actually provides a “drive-by” series of images so you
can familiarize yourself with the building, its
surroundings, the streets, and traffic of the area. All this



helpful information to the average Internet user is a
treasure trove of mformation for the bad guys.
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Figure 1-3 With Google Maps, you can see what the
hacker sees.

Interestingly, as the Google street car drives around
the country, it is not only recording visual data for the
Street View feature; it is also tracking any Wi-Fi
networks and their associated MAC addresses that it
encounters along the way. Services for finding location
mformation based on a MAC address are now



available through Google Locations and Skyhook. For
the curious and the eager, a front-end mterface to
Google Locations’ back-end API can be found at
shodanhq.comvresearch/geomac. Simply supply a
wireless router MAC address and the website queries
Google for any geolocation imformation it has on the
wireless device. At BlackHat 2010, Sammy Kamkar’s
“How I Met Your Grrlfriend” presentation
demonstrated how an attacker could leverage
vulnerable home routers, cross-site scripting, location
services, and Google maps to triangulate the location of
an individual. For the purposes of this chapter, the
details of the attack are too lengthy to describe, but his
presentation on the topic can be found on both
youtube.com and vimeo.com

Employee Information

Contact names and e-mail addresses are particularly
useful data. Most organizations use some derivative of
the employee’s name for their username and e-mail
address (for example, John Smith’s username is jsmith,
johnsmith, john.smith, john_smith, or smithy, and his e-



mail address is jsmith@example.com or something
similar). If we know one of these iters, we can
probably figure out the others. Having a username is
very useful later in the methodology when we try to gain
access to systemresources. All of these items can be
useful in social engineering as well (more on social
engineering later).

Attackers can use phone numbers to look up your
physical address via sites like phonenumber.com,
411.com, and yellowpages.com. They may also use
your phone number to help them target their war-dialing
ranges, or to launch social engineering attacks to gain
additional information and/or access.

Other personal details can be readily found on the
Internet using any number of sites like
blackbookonline.nfo/, which links to several resources,
and peoplesearch.com, which can give hackers
personal details ranging from home phone numbers and
addresses to social security numbers, credit histories,
and crimnal records, among other things.

In addition to these personal tidbits gathered,




numerous publicly available websites can be pilfered for
mnformation on your current or past employees to learn
more information about you and your company’s
weaknesses and flaws. The websites you should
frequent in your footprinting searches nclude social and
information networking sites (Facebook.com,
Myspace.com, Reunion.com, Classmates.com,
Twitter.com), professional networking sites
(Linkedin.com, Plaxo.com), career management sites
(Monster.com, Careerbuilder.com, Dice.com), and
family ancestry sites (Ancestry.com). Even online photo
management sites (Flickr.com, Photobucket.com) can
be used against you and your company.

On the paid-for services side, employee directories
can be purchased through business directory services
such as JigSaw.com (Figure 1-4). These sites are
primarily used by sales teams who pay for prospective
client contact information for the purposes of cold-call
introductions. Members can acquire and export a single
contact or an entire corporate directory with the click of
a button. In addition, most business directory sites also
institute a reward system to incentivize their members to




keep contact records current. When a member receives
a new business card froma sales encounter, they are
encouraged to create a new record for the contact if it
does not exist or update an existing contact if the
information has changed. For every record update a
member submits, the member is awarded points that
they can use to acquire new contacts for free. In this
way, the site’s members are motivated to police the
directory service to ensure the records are kept up to
date. Froman attacker’s standpomt, the centralization
and currency of this mformation is very helpful. For a
nominal fee, directory services can be leveraged to
reliably automate the collection process on basic
employee information such as names, titles, e-mail
addresses, phone numbers, and work locations. Such
data can later be operationalized through social

engineering and phishing attacks.



Figure 1-4 Organizational mformation for Foundstone
obtained through JigSaw’s service

Once employees, contractor, and vendor names are
associated with your company, hackers can then turn to
these websites and look up boundless information about
the people and companies they are associated with.
Given enough mformation, they can build a matrix of
data ponts to provide deductive reasoning that can
reveal much of the target’s configuration and
vulnerabilities. In fact, there are so many websites that
spill mformation about your company’s assets and their



relative security that we could spend an entire chapter
on the topic. Suffice it to say, almost anything about
your company can be revealed from the data housed in
those websites. Data-mining tools, such as Maltego, are
available for sifting through the burgeoning number of
information sources and drawing relationship maps
between the data pomts collected. We examine
Maltego in greater detail in “Archived Information,”
later in the chapter.

Another interesting source of mformation lies in the
myriad of employee resumes available online. With the
IT profession being as vast and diverse as it is, finding a
perfect employee-to-position match can be quite
difficult. One of the best ways to reduce the large
number of false positives is to provide very detailed,
often sensitive information in both the job postings and
in the resumes.

Imagmne that an organization is in need of a seasoned
IT security professional to assume very specific roles
and job functions. This security professional needs to be
proficient with this, that, and the other thing, as well as
able to program this and that—you get the idea. The



company must provide those details in order to get
qualified leads (vendors, versions, specific
responsibilities, level of experience required, etc.). If the
organization is posting for a security professional with,
say, five or more years’ experience working with
CheckPoint firewalls and Snort IDS, what kind of
firewall and IDS do you think they use? Maybe they are
advertising for an intrusion-detection expert to develop
and lead therr IR team. What does this say about their
current incident detection and response capabilities?
Could they be in a bit of disarray? Do they even have
one currently? Ifthe posting doesn’t provide the details,
maybe a phone call will. The same is true for an
interesting resume—impersonate a headhunter and start
asking questions. These kinds of details can help an
attacker paint a detailed picture of a target
organization’s security posture—very important when
planning an attack!

If you do a search on Google for something like
“company resurre firewall,” where company is the
name of the target organization, you will most likely find
a number of resumes from current and/or past



employees of the target that include quite detailed
information about technologies they use and initiatives
they are working on. Job sites like monster.com and
careerbuilder.com contain tens of millions of resumes
and job postings. Searching on organization names may
yield amazing technical details. In order to tap into the
vast sea of resumes on these sites, you have to be a
registered organization and pay access fees. However,
an attacker can pretty easily front a fake company and
pay the fee n order to access the millions of resures.

A slightly different, but real threat to an
organization’s security can come from disgruntled
employees, ex-employees, or sites that distribute
sensitive information about an organization’s internal
dealings. If you ask anyone about disgruntled employee
stories, you are likely to hear some pretty amazing tales
of revenge. It’s not uncommon for people to steal, sell,
and give away company secrets; damage equipment;
destroy data; set logic bombs to go off at
predetermmned times; leave back doors for easy access
later; or perform any number of other dubious acts. This
threat is one of the reasons today’s dismissal




procedures often include security guards, HR
personnel, and a personal escort out of the building.

Attackers might use any of this information to assist
them in their quests—extortion s still alive and well. An
attacker might also be nterested n an employee’s home
computer, which probably has some sort of remote
access to the target organization. A keystroke logger on
an employee’s home machine or laptop may very well
give an attacker a free ride to the organization’s inner
sanctum. Why bang one’s head against the firewalls,
IDSs, IPSs, etc., when the attacker can simply
impersonate a trusted user?

Current Events

Current events are often of significant interest to
attackers. Mergers, acquisitions, scandals, layoffs, rapid
hiring, reorganizations, outsourcing, extensive use of
temporary contractors, and other events may provide
clues, opportunities, and situations that didn’t exist
before. For mnstance, one of the first things to happen
after a merger or acquisition is a blending of the
organizations’ networks. Security is often placed on the



back burner in order to expedite the exchange of data.
How many times have you heard, ‘T know it isn’t the
most secure way to do it, but we need to get this done
ASAP. We'll fix it later’? In reality, “later” often never
comes, thus allowing an attacker to explott this frailty in
the name of availability to access a back-end
connection to the primary target.

The human factor comes into play during these
events, too. Morale is often low during times like these,
and when morale is low, people may be more interested
in updating their resumes than watching the security logs
or applying the latest patch. At best, they are somewhat
distracted. There is usually a great deal of confusion and
change during these times, and most people don’t want
to be perceived as uncooperative or as inhibiting
progress. This provides for increased opportunities for
exploitation by a skilled social engmneer.

The reverse of “bad times” opportunities can also be
true. When a company experiences rapid growth,
oftentimes their processes and procedures lag behind.
Who’s making sure there isn’t an unauthorized guest at
the new- hire orientation? Is that another new employee



walking around the office, or is it an unwanted guest?
Who’s that with the laptop in the conference room? Is
that the normal paper-shredder company? Janitor?

If the company is a publicly traded company,
information about current events is widely available on
the Internet. In fact, publicly traded companies are
required to file certam periodic reports to the Securities
and Exchange Commission (SEC) on a regular basis;
these reports provide a wealth of nformation. Two
reports of particular interest are the 10-Q (quarterly)
and the 10-K (annual) reports, and you can search the
EDGAR database sec.gov (see Figure 1-5) to view
them When you find one of these reports, search for
keywords like “merger,” “acquisition,” “‘acquire,” and
“subsequent event.” With a little patience, you can build
a detailed organizational chart of the entire organization
and its subsidiaries.



Figure 1-5 Publicly traded companies must file regular

reports with the SEC. These reports provide interesting
mformation regarding current events and organizational

structure.

Business mformation and stock trading sites, such as
Yahoo! Finance message boards, can provide similar
data. For example, check out the message board for
any company and you will find a wealth of potential dirt



—er, | mean information—that could be used to get
nside the head of the target company. Comparable
sites exist for major markets around the world. An
attacker can use this information to target weak points
in the organization. Most hackers choose the path of
least resistance—and why not?

Privacy or Security Policies and Technical Details
Indicating the Types of Security Mechanismns in
Place

Any piece of mformation that provides insight into the
target organization’s privacy or security policies or
technical details regarding hardware and software used
to protect the organization can be useful to an attacker
for obvious reasons. Opportunities most likely present
themselves when this information is acquired.

Archived Information

Be aware that there are sites on the Internet where you
can retrieve archived copies of information that may no
longer be available from the original source. These
archives could allow an attacker to gain access to



information that has been deliberately removed for
security reasons. Some examples of this are the
WayBack Machine at archive.org (see Figure 1-6) and
the cached results you see under Google’s cached

results (see Figure 1-7).
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Figure 1-6 A search at http//www.archive.org reveals
many years of archived pages from
httpz//www.yahoo.com




Figure 1-7 The very nature of a search engine can
easily allow anyone access to cached content from sites
that it has crawled. Here, we see a cached version of
https//www.yahoo.com from Google’s archive.

Search Engines and Data Relationships

The search engines available today are truly fantastic.
Within seconds, you can find just about anything you
could ever want to know. Many of today’s popular



search engines provide for advanced searching
capabilities that can help you home in on that tidbit of
information that makes the difference. Some of our
favorite search engines are google.com, bing.com,
yahoo.com, and dogpile.com (which sends your search
to multiple search engines such as Google, Yahoo!,
Microsoft Live Search, and Ask.com). Become familiar
with the advanced searching capabilities of these sites.
So much sensitive nformation is available through these
sites that there have even been books written on how to
“hack” with search engines—for example, Google
Hacking for Penetration Testers Vol. 2, by Johnny
Long (Syngress, 2007).

Here is a simple exanple: If you search Google for
allinurl:tsweb/de fault.htm Google reveals Microsoft
Windows servers with Remote Desktop Web
Connection exposed. This could eventually lead to full
graphical console access to the server via the Remote
Desktop Protocol (RDP) using only Internet Explorer
and the ActiveX RDP client that the target Windows
server offers to the attacker when this feature is
enabled. There are literally hundreds of other searches




that reveal everything from exposed web cameras to
remote admin services to passwords to databases.
While Johnny Long’s origmal website’s charter has
changed to that of charity, Johnny has still retained the
Google Hacking Database (GHDB), which can now be
found at hackersforcharity.org/ghdb/. Despite this
hacking database not being updated frequently, it offers
a fantastic basic listing of many of the best Google
search strings that hackers use to dig up mformation on
the Web.

Of course, just having the database of searches isn’t
good enough, right? A few tools have been released
recently that take this concept to the next level: Athena
2.0 by Steve at snakeoillabs (snakeoillabs.com),
SiteDigger 2.0 (foundstone.com), and Wikto 2.0 by
Roelof and the crew (sensepost.comyresearch/wikto).
They search Google’s cache to look for the plethora of
vulnerabilities, errors, configuration issues, proprietary
information, and interesting security nuggets hiding on
websites around the world. SiteDigger (Figure 1-8)
allows you to target specific domains, uses the GHDB
or the streamlined Foundstone list of searches, allows




you to submit new searches to be added to the
database, allows for raw searches, and—best of all—
has an update feature that downloads the latest GHDB
and/or Foundstone searches right mto the tool so you
never miss a beat.
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Figure 1-8 Foundstone’s SiteDigger searches Google’s
cache using the Google Hacking Database (GHDB) to
look for vulnerable systens.

When pillaging a website’s documents for
mformation, peruse not only document content for
potential information leaks, but also analyze the hidden



metadata contained within documents as well. Tools
such as FOCA, available at
informatica64.con/foca.aspx, are designed to identify
and analyze the metadata stored within a file. FOCA
utilizes some of the same search engine hacking
techniques described earlier to identify common
document extensions such as .pdf, .doc(x), .xls(x), and
.ppt(x). After files have been identified, the tool then
allows the user to select which files to download and/or
analyze (see Figure 1-9). Once analyzed, the tool
categorizes the metadata results into summary
information. FOCA groups and stores the results nto
useful categories such as users, folders, printers,
passwords, e-mails, servers, operating systems, and
software versions. At the time of this writing, FOCA
3.0 was offered in both free and pro versions. The free
version includes all the capabilities we just discussed as
well as many of the other capabilities offered in the pro
version. The major exception between the two versions
is the more advanced vulnerability identification features
found in the pro version.
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Figure 1-9 FOCA leverages search engines to identify
documents with specific extensions and analyzes the
documents’ metadata.

One feature mtegrated into FOCA, and worth
exploring on its own, is the use of the Sentient Hyper-
Optimized Data Access Network (SHODAN).
Described by ZDnet as “the Google for hackers,”
SHODAN (shodanhq.com) is a search engine that is
designed to find Internet- facing systens and devices
using potentially imsecure mechanisis for authentication
and authorization. Searches can range from home
routers to advanced SCADA systems. Attackers can



leverage the power of SHODAN either through its
web-based interface or through an exposed set of APIs
that developers can write against. You must register
with the website to obtain a valid key that provides
access to the API feature. For exanmple (Figure 1-10),
an attacker can run the following query on SHODAN
to identify vulnerable SCADA systens:
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Figure 1-10 SHODAN identifi es vulnerable SCADA
systens.

http://www.shodanhg.com/search?g=simatic+HMI



Usenet discussion forums or newsgroups are a rich
resource of sensitive information, as well. One of the
most common uses of newsgroups among I'T
professionals is to get quick access to help with
problens they can’t easily solve thenselves. Google
provides a nice web interface to Usenet newsgroups,
complete with its now-famous advanced searching
capabilities. For example, a simple search for “pix
firewall config help” yields hundreds of postings from
people requesting help with their Cisco PIX firewall
configurations, as shown in Figure 1-11. Some of these
postings actually include cut-and-pasted copies of their
production configuration, including IP addresses,
ACLs, password hashes, network address translation
(NAT) mappings, and so on. This type of search can be
further refined to home in on postings from e-mail
addresses at specific domains (in other words,
@company.com) or other interesting search strings.
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Figure 1-11 Again, Google’s advanced search options
can help you home in on important information quickly.

Ifthe person in need of help knows to not post
configuration details to a public forum like this, that
person might still fall prey to a social engineering attack.
An attacker could respond with a friendly offer to assist
the weary admin with the issue. If the attacker can
finagle a position of trust, he or she may end up with the



same sensitive information, despite the admin’s the initial
caution.

In an effort to automate some of this process, tools
such as Maltego have been created to data mine and
link relevant pieces of information on a particular
subject. Maltego provides the ability to aggregate and
correlate information and then display those
relationships to the user in an easy-to-understand
graphical representation. The data that can be
uncovered and how each bit of data relates to the next
are extremely useful for footprinting purposes. For
example, Figure 1-12 maps the relationships between
the data ponts that were identified when attempting to
search for the person “Nathan Sportsman”.



Figure 1-12 Maltego displays graphical relationship
mapping for the person “Nathan Sportsman”.

Other Information of Interest

The aforementioned ideas and resources are not meant
to be exhaustive but should serve as a springboard to
launch you down the mformation- gathering path.
Sensitive information could be hiding in any number of
places around the world and may present itself n many



forms. Taking the time to do creative and thorough
searches will most likely prove to be a very beneficial
exercise, both for the attackers and the defenders.

° Public Database Security Countermeasures

Much of the information discussed earlier must be made
publicly available and, therefore, is difficult to remove;
this is especially true for publicly traded companies.
However, it is important to evaluate and classify the
type of information that is publicly dissemmated. The
Site Security Handbook (RFC 2196), found at
fags.org/rfcs/rfc2196.html, is a wonderful resource for
many policy-related issues. Periodically review the
sources mentioned in this section and work to remove
sensitive items wherever you can. The use of aliases that
don’t map back to you or your organization is advisable
as well, especially when using newsgroups, mailing lists,
or other public foruns.

‘- Step 4: WHOIS and DNS Enumeration



Popularity: g
Simplicity: 9
Impact: 3
Risk Rating: 7

While much of the Internet’s appeal stens from its
lack of centralized control, in reality several of its
underlying functions must be centrally managed to
ensure interoperability, prevent IP conflicts, and ensure
universal resolvability across geographical and political
boundaries. All this means someone is managing a vast
amount of mformation. If you understand a little about
how this is actually done, you can effectively tap mto
this wealth of mformation! The Internet has come a long
way since its inception. The particulars of how all this
information is managed, and by whom, is still evolving
as well

So who is managing the Internet today, you ask?
The core functions of the Internet are managed by a
nonprofit organization, the Internet Corporation for



Assigned Names and Numbers (ICANN, icann.org).

ICANN is a technical coordination body for the
Internet. Created in October 1998 by a broad coalition
of'the Internet’s business, technical, academic, and user
communities, [CANN is assuming responsibility for a
set of technical functions previously performed under
U.S. government contract by the Internet Assigned
Numbers Authority (JANA, iana.org) and other groups.
(In practice, IANA still handles much of the Internet’s
day-to-day operations, but these will eventually be
transitioned to ICANN.)

Specifically, ICANN coordmnates the assignment of
the following identifiers that must be globally unique for
the Internet to function:

* Internet domain names
* IP address numbers
* Protocol parameters and port numbers

In addition, ICANN coordinates the stable operation of
the Internet’s root DNS system.



As a nonprofit, private-sector corporation, [CANN
is dedicated to preserving the operational stability of the
Internet; to promoting competition; to achieving broad
representation of global Internet commumities; and to
developing policy through private-sector, bottom-up,
consensus-based means. ICANN welcomes the
participation of any interested Internet user, business, or
organization.

Although ICANN has many parts, three
suborganizations are of particular interest to us at this
point:

* Address Supporting Organization
(ASO),.aso.icann.org

* Generic Names Supporting Organization
(GNSO), gnso.icann.org

* Country Code Domain Name Supporting
Organization (CCNSO), ccnso.icann.org

The ASO reviews and develops recommendations
on IP address policy and advises the ICANN board.
The ASO allocates IP address blocks to various



Regional Internet Registries (RIRs) who manage,
distribute, and register public Internet number resources
within their respective regions. These RIRs then allocate
IPs to organizations, Internet service providers (ISPs),
or, in some cases, National Internet Registries (NIRs)
or Local Internet Registries (LIRs) if particular
governments require it (mostly n communist countries,
dictatorships, etc.):

» APNIC (apnic.net) Asia-Pacific region

 ARIN (arin.net) North and South America,
Sub-Sahara Africa regions

* LACNIC (lacnic.net) Portions of Latin
America and the Caribbean

* RIPE (ripe.net) Europe, parts of Asia, Africa
north of the equator, and the Middle East
regions

* AfriNIC (afrinic.net, currently in observer
status) Eventually both regions of Affica
currently handled by ARIN and RIPE

The GNSO reviews and develops recommendations



on domam-name policy for all generic top-level
domains (gT'LDs) and advises the ICANN board. The
GNSO is not responsible for domain name registration,
but rather is responsible for the generic top-level
domains (for example, .com, .net, .edu, .org, and .info),
which can be found at iana.org/gtld/gtld. htm

The CCNSO reviews and develops
recommendations on domam-name policy for all
country-code top-level domains (ccTLDs) and advises
the ICANN board. Again, ICANN does not handle
domain name registrations. The defnitive list of country-
code top-level domains is found at iana.org/cctld/cctld-
whois.htm.

Here are some other links you may find useful:

* iana.org/assignments/ipv4-address-space
[Pv4 allocation

* iana.org/assignments/ipv6-address-space
IPv6 allocation

* iana.org/ipaddress/ip-addresses.htm IP
address services



* rfc-editor.org/rfc/rfc3330.txt Special-use [P
addresses

* iana.org/assignments/port-numbers
Registered port numbers

* iana.org/assignments/protocol-numbers
Registered protocol numbers

With all of this centralized management in place,
mmning for information should be as simple as querying a
central super-server farm somewhere, right? Not
exactly. Although management is fairly centralized, the
actual data is spread across the globe in numerous
WHOIS servers for technical and political reasons. To
further complicate matters, the WHOIS query syntax,
type of permitted queries, available data, and results
formatting can vary widely from server to server.
Furthermore, many of the registrars are actively
restricting queries to combat spamimers, hackers, and
resource overload,; to top it all off, mformation for .mil
and .gov has been pulled from public view entirely due
to national security concerns.

You may ask, “How do I go about finding the data



I'mafter?” With a few tools, a little know-how, and
some patience, you should be able to mine successfully
for domam- or IP-related registrant details for nearly
any registered entity on the planet!

Domain-Related Searches

It’s important to note that domain-related itens (such as
hackingexposed.com) are registered separately from
IP-related iters (such as IP net-blocks, BGP
autonomous system numbers, etc.). For this reason, we
have two different paths n our methodology for finding
these details. Let’s start with domam-related details,

using keyhole.com as an exanple.
The first order of business is to determine which one

of the many WHOIS servers contains the information
we’re after. The general process flows like this: the
authoritative Registry for a given TLD, “.com’” in this
case, contains information about which Regstrar the
target entity registered its domam with. Then you query
the appropriate Registrar to find the Registrant details
for the particular domain name you’re after. We refer to
these as the “Three Rs” of WHOIS: Regstry, Registrar,



and Regjstrant.

Many places on the Internet offer one-stop shopping
for WHOIS mformation, but it’s important to
understand how to find the nformation yourself for
those times when the auto-magic tools don’t work.
Since the WHOIS information is based on a hierarchy,
the best place to start is the top of the tree—ICANN.
As mentioned, ICANN (IANA) is the authoritative
registry for all of the TLDs and is a great starting point
for all manual WHOIS queries.

NOTE You can perform WHOIS lookups from any
of the command-line WHOIS clients (it
requires outbound TCP/43 access) or via the
ubiquitous web browser. Our experience
shows that the web browser method is usually
more intuitive and is nearly always allowed out
of most security architectures.

If we surfto whois.iana.org, we can search for the
authoritative registry for all of .com This search (Figure
1-13) shows us that the authoritative registry for .comis



Verisign Global Regstry Services at verisign-grs.com. I
we go to that site and click the WHOIS link to the right,
we get the Verisign Whois Search page where we can
search for keyhole.com and find that keyhole.comis
registered through www.markmonitor.com. If we go to
that site and search their “Search Whois” field (Figure
1-14), we can query this registrar’s WHOIS server via
therr web interface to find the registrant details for

keyhole.com—voila!
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Figure 1-13 We start our domain lookup at
whois.iana.org.
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Figure 1-14 We find the registrant details for
keyhole.com at the appropriate registrar’s site.

This registrant detail provides physical addresses,
phone numbers, names, e-mail addresses, DNS server
names, [Ps, and so on. If you follow this process
carefully, you shouldn’t have too much trouble finding
registrant details for any (public) domain name on the
planet. Remenmber, some domamns like .gov and .mil



may not be accessible to the public via WHOIS.

To be thorough, we could have done the same
searches via the command-line WHOIS client with the
following three commands:

[bash]$ whois com -h whois.iana.org

[bash]$ whois kevhole.com -h wh verisign-grs.com

[bash] 8% whois keyhole.com -h whois.omnis.com

Several websites also attempt to automate this
process with varying degrees of success:

* HYPERLINK “http://www.allwhois.com”
allwhois.com

» www.uwhois.com
* nternic.net/whois.html

Last, but not least, several GUIs are available to
assist you in your searches:

* SuperScan mcafee.com/us/downloads/free-
tools/superscan.aspx

» NetScan Tools Pro netscantools.com




Once you’ve homed in on the correct WHOIS
server for your target, you may be able to perform
other searches if the registrar allows it. You may be
able to find all the domains that a particular DN server
hosts, for instance, or any domain name that contains a
certamn string. These types of searches are rapidly being
disallowed by most WHOIS servers, but it is still worth
a look to see what the registrar permits. It may be just
what you're after.

IP-Related Searches

That pretty well takes care of the domain-related
searches, but what about IP-related registrations? As
explained earlier, [P-related issues are handled by the
various RIRs under ICANN’s ASO. Let’s see how we
go about querying this information.

The WHOIS server at ICANN (IANA) does not
currently act as an authoritative registry for all the RIRs
as it does for the TLDs, but each RIR does know
which IP ranges it manages. This allows us siply to
pick any one of them to start our search. If we pick the
wrong one, it will tell us which one we need to go to.



Let’s say that while perusing your security logs (as
I’'msure you do religiously, right?), you run across an
interesting entry with a source IP 0f61.0.0.2. You start
by entering this IP nto the WHOIS search at arm.net
(Figure 1-15), which tells you that this range of IPs is
actually managed by APNIC. You then go to APNIC’s
site at apnic.net to continue your search (Figure 1-16).
Here, you find out that this IP address is actually
managed by the National Internet Backbone of India.
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Figure 1-15 ARIN tells you which RIR you need to
search.



Figure 1-16 It turns out that the IP address is owned
by India’s National Internet Backbone.

This process can be followed to trace back any IP
address in the world to its owner, or at least to a pomnt
of contact that may be willing to provide the remaining
details. As with anything else, cooperation is almost
completely voluntary and will vary as you deal with
different companies and different governments. Always



keep m mind that there are many ways for a hacker to
masquerade his or her true IP. In today’s cyberworld,
it’s more likely to be an illegitimate IP address than a
real one. So the IP that shows up in your logs may be
what we refer to as a laundered 1P address—almost
untraceable.

We can also find out IP ranges and BGP
autonomous system numbers that an organization owns
by searching the RIR WHOIS servers for the
organization’s literal name. For exanmple, if we search
for “Google” at arin.net, we see the IP ranges that
Google owns under its name as well as its AS number,

AS15169 (Figure 1-17).
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Figure 1-17 Here, we see the IP ranges and BGP AS
number that Google owns under its name.

Table 1-2 shows a variety of available tools for
WHOIS lookups.

Table 1-2 WHOIS Searching Techniques and Data
Sources



Mechanism Resources Platform

Web interface  whois.iana.orgarin.net Any platform with a web client
allwhois.com

whois client whois is supplied with UNIX
most versions of UNTX.

Netscan tools  netscantools.com/ Windows XP/7/Vista,/2003 /2008

nstpromain.html

Jwhois gnu.org/software/jwhois/ UNIX/Linux
jwhais.html

The admmistrative contact is an important piece of
mnformation because it may tell you the name of the
person responsible for the Internet connection or
firewall. Our query also returns voice and fax numbers.
This mformation is an enormous help when you're
performng a dial-in penetration review. Just fire up the
war-dialers in the noted range, and you’re off'to a good
start n identifying potential modem numbers. In
addition, an ntruder often poses as the admmnistrative
contact using social engineering on unsuspecting users in
an organization. For instance, an attacker might send
spoofed e-mail messages posing as the administrative
contact to a gullible user. It is amazing how many users
will change their passwords to whatever you like, as
long as it looks like the request is being sent froma



trusted technical support person.

The record creation and modification dates indicate
how accurate the information is. If the record was
created five years ago but hasn’t been updated since, it
is a good bet that some of the information (for example,
administrative contact) may be out of date.

The last piece of mformation provides us with the
authoritative DNS servers, which are the sources or
records for name lookups for that domain or IP. The
first one listed is the primary DNS server; subsequent
DNS servers will be secondary, tertiary, and so on. We
need this information for our DNS interrogation,
discussed later in this chapter. Additionally, we can try
to use the network range listed as a starting pomt for
our network query of the ARIN database.

° Public Database Security Countermeasures
Much of the information contained in the various
databases discussed thus far is geared for public
disclosure. Admmistrative contacts, registered net
blocks, and authoritative nameserver information is



required when an organization registers a domain on the
Internet. However, security considerations should be
employed to make the job of attackers more difficult.

Many times, an administrative contact leaves an
organization and is still able to change the organization’s
domain mformation. Therefore, first ensure that the
information listed in the database is accurate. Update
the administrative, technical, and billing contact
nformation as often as necessary. You can best manage
this by setting up alerts with your domain name
providers such as Verisign. Consider the phone
numbers and addresses listed. These can be used as a
starting pomnt for a dial-in attack or for social
engineering purposes. Consider using a toll-free number
or a number that is not in your organization’s phone
exchange. In addition, we have seen several
organizations list a fictitious administrative contact,
hoping to trip up a would-be social engineer. If any
employee has e-mail or telephone contact with the
fictitious contact, it may tip off the information security
department that there is a potential problem

The best suggestion is to use anonymity features



offered by your domain name provider. For exanple,
both Network Solutions and Godaddy.com offer
private registration features where you can pay them an
additional $9 or $8.99 per year, plus the cost of the
domain, to get your actual address, phone number, e-
mail, etc., not listed. This is the best way to make sure
your company’s sensitive contact information is not
pilferable on the Internet.

Another hazard with domain registration arises from
how some registrars allow updates. For exanple, the
current Network Solutions implementation allows
automated online changes to domain information.
Network Solutions authenticates the domain registrant’s
identity through the Guardian method, which uses three
different types of authentication methods: the FROM
field in an e-mail, a password, and a Pretty Good
Privacy (PGP) key. The weakest authentication method
is the FROM field via e-mail. The security implications
of this authentication mechanism are prodigious.
Essentially, anyone can simply forge an e-mail address
and change the mformation associated with your
domain, better known as domain hijacking. This is



exactly what happened to AOL on October 16, 1998,
as reported by the Washington Post. Someone
impersonated an AOL official and changed AOL’s
domain information so all traffic was directed to
autonete.net.

AOL recovered quickly from this incident, but it
underscores the fragility of an organization’s presence
on the Internet. It is important to choose the most
secure solution available, such as a password or PGP
authentication, to change domain information.
Moreover, the administrative or technical contact is
required to establish the authentication mechanism via
the Contact Form from Network Solutions.

Step 5: DNS Interrogation

After identifying all the associated domains, you can
begin to query the DN'S. DNS is a distributed database
used to map IP addresses to hostnames, and vice
versa. If DNS is configured insecurely, you might
possibly obtain revealing mformation about the
organization.



‘- Zone Transfers

Popularity: 7
Stmplicity: 7
Impact:

3
Risk Rating: b

One of the most serious misconfigurations a system
administrator can make is allowing untrusted Internet
users to performa DNS zone transfer. Although this
technique has become almost obsolete, we include it
here for three reasons:

1. This vulnerability allows for significant
information gathering on a target.

2. It 1s often the springboard to attacks that would
not be present without it.

3. Believe it or not, you can find many DNS
servers that still allow this feature.



A zone transfer allows a secondary master server
to update its zone database from the primary master.
This provides for redundancy when running DN'S,
should the primary name server become unavailable.
Generally, a DNS zone transfer needs to be performed
only by secondary master DNS servers. Many DNS
servers, however, are misconfigured and provide a
copy of the zone to anyone who asks. This isn’t
necessarily bad if the only information provided is
related to systems that are connected to the Internet
and have valid hostnames, although it makes it that
much easier for attackers to find potential targets. The
real problem occurs when an organization does not use
a public/private DNS mechanism to segregate its
external DNS mformation (which is public) from its
mternal, private DNS information. In this case, internal
hostnames and IP addresses are disclosed to the
attacker. Providing internal IP address mformation to an
untrusted user over the Internet is akin to providing a
complete blueprint, or roadmap, of an organization’s
internal network.

Let’s take a look at several methods we can use to



perform zone transfers and the types of information that
we can glean. Although many different tools are
available to perform zone transfers, we are going to limit
the discussion to several common types.

A simple way to performa zone transfer is to use the
nslookup clent that is usually provided with most
UNIX and Windows implementations. We can use
nslookup ininteractive mode, as follows:

[bash] & nslookup
Default Server: nsl.example.com
Address: 10.10.20.2

> 192.168.1.1

Server: nsl.example.com
Address: 10.10.20.2

Name: gate.example.com

Address: 192.168.1.1

> set type=any

> 1ls -d example.com. >\> /tmp/zone out

We first un ns 1 ookup i interactive mode. Once
started, it tells us the default name server that it is using,
which is normally the organization’s DNS server or a



DNS server provided by an ISP. However, our DN'S
server (10.10.20.2) is not authoritative for our target
domain, so it will not have all the DN records we are
looking for. Therefore, we need to manually tell
nslookup which DNS server to query. In our
example, we want to use the primary DNS server for

example.com (192.168.1.1).

Next we set the record type to any, so we can pull
any DNS records available (nan nslookup) fora
complete list.

Finally, we use the 1 s option to list all the
associated records for the domain. The —d switch is
used to list all records for the domain. We append a
period (. ) to the end to signify the fully qualified domain
name—however, you can leave this off most times. In
addition, we redirect our output to the file
/tmp/zone out so we can manipulate it later.

After completing the zone transfer, we can view the
file to see whether there is any interesting information
that will allow us to target specific systems. Let’s review
simulated output for example.com:



bash]% more zone out

acctls ID IN A 192.168.230.3

ID IN HINFO "Gateway2000" "WinWEGRP3"

ID IN MX 0 exampleadmin-smtp

ID IN RP bsmith.rci bsmith.who

ID IN THT "Locatlion:Telephone Room”
ce ID IN CHAME aesop
au ID IN A 192.168.230.4

ID IN HINFC "Aspect"™ "MS-DOS"

ID IN MX 0 andromeda

ID IN RP jeoy.erebus jcoy.who

ID IN THT "Location: Library"
acctZl ID IN A 192168423055

ID IN HINFO "Gateway2000" "WinWKGRP3"

ID IN MX 0 exampleadmin-smtp

ID IN RP bsmith.rci bsmith.who

ID IN TXT "Location:Accounting”

We won’t go through each record in detail, but we
will point out several important types. We see that for
each entry we have an “A” record that denotes the TP
address of the system name located to the right. In
addition, each host has an HINFO record that identifies
the platform or type of operating system running (see
RFC 952). HINFO records are not needed, but they
provide a wealth of mformation to attackers. Because
we saved the results of the zone transfer to an output



file, we can easily manipulate the results with UNIX
programns such as grep, sed, awk, or perl.

Suppose we are experts in SunOS/Solaris. We
could programmatically find out the IP addresses that
have an HINFO record associated with Sparc, SunOS,
or Solaris:

We have 388 potential records that reference the word
“Solaris.”” Obviously, we have plenty of targets.

[bash]l% grep -i solaris zone out |wc -1
388

Suppose we want to find test systems, which happen
to be a favorite choice for attackers. Why? Simple: they
normally don’t have many security features enabled,
often have easily guessed passwords, and
administrators tend not to notice or care who logs in to
them. They’re a perfect home for any interloper. Thus,
we can search for test systens as follows:

[bash]$ grep -I test /tmp/zone out |we -1
96



So we have approximately 96 entries in the zone file
that contain the word “test.” This should equate to a fair
number of actual test systens. These are just a few
simple examples. Most mtruders slice and dice this data
to zero in on specific system types with known
vulnerabilities.

Keep a few points in mind. First, the aforementioned
method queries only one nameserver at a time. This
means you would have to perform the same tasks for all
nameservers that are authoritative for the target domain.
In addition, we queried only the example.com domain.
If there were subdomains, we would have to perform
the same type of query for each subdomain (for
example, greenhouse.example.com). Finally, you may
receive a message stating that you can’t list the domain
or that the query was refused. This usually indicates that
the server has been configured to disallow zone
transfers from unauthorized users. Therefore, you will
not be able to performa zone transfer from this server.
However, if there are multiple DNS servers, you may
be able to find one that will allow zone transfers.

Now that we have shown you the manual method,



we should mention there are plenty of tools that speed
the process, including ho s t, Sam Spade, axf, and
dig. The host command comes with many flavors of
UNIX. Some simple ways of using host are as
follows:

host -1 example.com
and

host -1 -v -t any example.com

If you need just the IP addresses to feed into a shell
script, you can just cut out the IP addresses from the
host command:

host -1 example.com |cut -f 4 -d”" “7 >\> /tmp/ip out

Not all footprinting functions must be performed
through UNIX commands. A number of Windows
products, such as Sam Spade, provide the same
nformation.

The UNIX di g command is a favorite with DNS
admmistrators and is often used to troubleshoot DNS
architectures. It, too, can perform the various DNS



interrogations mentioned in this section. It has too many
command-line options to list here; the man page
explains its features in detail.

Finally, you can use one of the best tools for
performing zone transfers: dnsrecon
(github.convdarkoperator/dnsrecon) by Carlos Perez
This utility recursively transfers zone information. To run
dnsrecon, you type the following:

bash]$ python dnsrecon.py -x -d int

Unfortunately, the majority of DNS servers you
encounter have DNS configured to not allow zone
transfers from any client source IP address. However,
other techniques are at your disposal for enumerating
DNS entries within a domain. Freely available scripts,
such as dnsenum, dnsmap, dnsrecon, and fierce, not
only test for zone transfers, but also leverage DN'S



reverse lookups, WHOIS, ARIN, and DNS brute-
forcing. For exanple, we can use fierce 2.0
(trac.assembla.conyfierce), rewritten by Joshua “Jabra”
Abraham, to enumerate DN'S entries even though zone
transfer attempts fail



bts ~ § ./fierce -dns internallabdomain.cem
Fierce 2.0-r412 ( http://trac.assembla.com/fierce

Starting Fierce Scan at Sun Dec 25 18:19%9:37 2011
Scanning domain internallabdomain.com at Sun Dec 25 18:1%:37 2011 ...

internallabdomain.com — 10.10.10.5

NWameservers for internallabdomain.com:
nsl.internallabdomain.com 10.10.9.1
ns2. internallabdomain.com 10.10.9.2

ARIN leokup "internallabdomain™:

Zone Transfer:

nsl.internallabdomain.com Failed
ns2.internallabdomain.com Failed
Wildcards:

Prefix Bruteforce:

Found Node! (10.10.10.5 / 0.internallabdomain.com)

based on a search of: 0. internallabdomain.com.

Found Node! (10.10.10.11 / av.internallabdomain.com)
based on a search of: av.internallabdomain.com.

Found Node! (10.10.10.€ / webmail.internallabdomain.com)
based on a search of: autodiscover.internallabdomain.com.
Found Nede! (10.10.10.25 / dev.internallabdomain.com)
based on a search of: dev. internallabdomain.com.

Found Nede! (10.10.10.17 / tx.internallabdemain.com



based on a search of: tx.internallabdomain.com.
Found Nede! (10.10.10.1 / vpn.internallabdomain.com)
based on a search of: vpn.internallabdemain.com.

10.10.10.5 0.internallabdomain.com
10.10.10.11 av.internallabdomain.com
10.10.10.6 webmail.internallabdomain.com
10.10.10.25 dev.internallabdomain.com
10.10.10.17 tx.internallabdomain.com
10.10.10.1 ven.internallabdomain. com

MX records:
10 mxl.internallabdomain.com
20 mx2.internallabdomain.com
Whois Lookups:
NetRange 10.10.10.0 - 10.10.10.255
NetHandle NET-10-10-10-0-1
Hostname Lookups:
Found Nede! (71.42.190.65 / webmail.internallabdomain.com)
kased on a search of: webmail.internallabdomain.com.
Found Node! (50.61.241.43 / HYPERLINK "http://www.internallabdomain.com"
www.internallabdomain.com)
based on a search of: www.internallabdomain.com.

webmail. internallabdomain.com 10.10.10.6
www.internallabdomain.com 10.10.10.5
Nearby IPs:

Found Node! (10.10.10.17 / tx.internallabdomain.com

Found Nede! (10.10.10.18 / txl.internallabdomain.com)

Found Nede! (10.10.10.20 / speedtest.internallabdomain.com)
Found Node! (10.10.10.21 / relativity.internallabdomain.com)
Found Node! (10.10.10.22 / docreview.internallabdomain.com)
Found Nede! (10.10.10.1 / vpn.internallabdomain.com)

Would you like to add domains found using Nearby IPs: [Y|N]
]

10.10.10.17 tx.internallabdomain.com 17.10.10.10.in-addr.arpa

10.10.10.18 txl.internallabdomain.com 18.10.10.10.in-addr.arpa

10.10.10.20 speedtest.internallabdomain.com 20.10.10.10.in=-
addr.arpa

10.10.10.21 relativity.internallabdomain.com 21.10.10.10.in-
addr.arpa

10.10.10.22 docreview,internallabdemain.com 22.10.10,10.in-
addr.arpa

10.10.10.1 vpn.internallabdomain.com 1.10.10.10.in-addr.arpa



Ending domain scan at Sun Dec 25 18:19:37 2011
Ending Fierce Scan at Sun Dec 25 18:21:34 2011

Total Scan Time: 117 seconds

‘- Determine Mail Exchange (MX) Records
Determning where mail is handled is a great starting
place to locate the target organization’s firewall
network. Often in a commercial environment, mail is
handled on the same system as the firewall, or at least
on the same network. Therefore, we can use the host
command to help harvest even more nformation:

[bash]$ host example.com

y mail.example.com

by smtp-forward.example.com

° DNS Security Countermeasures

DNS mformation provides a plethora of data to
attackers, so reducing the amount of information
available on the Internet is important. From a host-
configuration perspective, you should restrict zone
transfers to only authorized servers. For modem



versions of BIND, the allow-transfer directive in the
named.conf file can be used to enforce the restriction.
To restrict zone transfers in Microsoft’s DN'S under
Windows 2008, you can specify specific servers in the
Name Servers tab. For other nameservers, you should
consult the documentation to determmne what steps are
necessary to restrict or disable zone transfers.

On the network side, you could configure a firewall
or packet-filtering router to deny all unauthorized
inbound connections to TCP port 53. Because name
lookup requests are UDP and zone transfer requests
are TCP, this effectively thwarts a zone-transfer
attempt. However, this countermeasure is a violation of
the RFC, which states that DNS queries greater than
512 bytes will be sent via TCP. In most cases, DNS
queries will easily fit within 512 bytes. A better solution
would be to mplement cryptographic transaction
signatures (TSIGs) to allow only trusted hosts to
transfer zone mformation. For a great primer on TSIG
security for DNS, see tools.ietf.org/html/rfc2845.

Restricting zone transfers increases the time
necessary for attackers to probe for IP addresses and



hostnames. However, because name lookups are still
allowed, attackers could manually perform reverse
lookups against all IP addresses for a given net block.
Therefore, you should configure external nameservers
to provide information only about systems directly
connected to the Internet. External nameservers should
never be configured to divulge mternal network
information. This may seem like a trivial point, but we
have seen misconfigured nameservers that allowed us to
pull back more than 16,000 mnternal IP addresses and
associated hostnames. Finally, we discourage the use of
HINFO records. As you will see in later chapters, you
can identify the target system’s operating system with
fine precision. However, HINFO records make it that
much easier to cull potentially vulnerable systens
programmatically.

Step 6: Network Reconnaissance

Now that we have identified potential networks, we can
attempt to determine their network topology as well as
potential access paths into the network.



‘- Tracerouting

Popularity: 8
Simplicity: 9
Impact:

Risk Rating: 6

To accomplish this task, we can use the traceroute
(fip//ip.ee.bl.gov/traceroute. tar.gz) program that
comes with most flavors of UNIX and is provided in
Windows. In Windows, it is spelled tracert due to the
8.3 legacy filename issues.

Traceroute is a diagnostic tool orignally written by
Van Jacobson that lets you view the route that an IP
packet follows from one host to the next. Traceroute
uses the time-to-live (TTL) field in the IP packet to
elicit an ICMP TIME EXCEEDED message from each
router. Each router that handles the packet is required
to decrement the TTL field. Thus, the TTL field
effectively becomes a hop counter. We can use the



functionality of traceroute to determine the exact path
that our packets are taking. As mentioned previously,
traceroute may allow you to discover the network
topology employed by the target network, in addition to
identifying access control devices (such as an
application-based firewall or packet-filtering routers)
that may be filtering our traffic.

Let’s look at an example:

[bash]$ traceroute example.com

te to example.com (1%2.168.1.7), 30 hops max, 38

We can see the path of the packets traveling several
hops to the final destination. The packets go through the
various hops without being blocked. We can assume
this is a live host and that the hop before it (10) is the
border router for the organization. Hop 10 could be a



dedicated application-based firewall, or it could be a
simple packet-filtering device—we are not sure yet.
Generally, once you hit a live system on a network, the
system before it is a device performing routing functions
(for example, a router or a firewall).

This is a very simplistic example. In a complex
environment, there may be multiple routing paths—that
is, routing devices with multiple interfaces (for exanple,
a Cisco 7500 series router) or load balancers.
Moreover, each mterface may have different access
control lists (ACLs) applied. In many cases, some
interfaces pass your traceroute requests, whereas
others deny them because of the ACL applied.
Therefore, it is important to map your entire network
using traceroute. After you traceroute to multiple
systems on the network, you can begmn to create a
network diagram that depicts the architecture of the
Internet gateway and the location of devices that are
providing access control functionality. We refer to this
as an access path diagram.

1t is important to note that most flavors of
traceroute in UNIX default to sending User



Datagram Protocol (UDP) packets, with the option
of using Internet Control Messaging Protocol
(ICMP) packets with the — T switch. In Windows,
however, the default behavior is to use ICMP echo
request packets. Therefore, your mileage may vary
using each tool if the site blocks UDP versus ICMP,
and vice versa. Another interesting item in traceroute is
the —g option, which allows the user to specify loose
source routing. Therefore, if you believe the target
gateway accepts source-routed packets (which is a
cardinal sin), you might try to enable this option with the
appropriate hop pomters (see man trace-route
in UNIX for more information).

Several other switches that we need to discuss may
allow us to bypass access control devices during our
probe. The —p n option in traceroute allows us to
specify a starting UDP port number () that will be
incremented by 1 when the probe is launched.
Therefore, we will not be able to use a fixed port
number without some modification to traceroute.
Luckily, Michael Schiffiman, aka route/daemon9,
created a patch



(packetfactory.openwall.net/projects/firewalk/dist/tracer
that adds the — S switch to stop port incrementation for
traceroute version 1.4a5
(fip.cerias.purdue.edu/pub/tools/unix/netutils/traceroute/:
This allows us to force every packet we send to have a
fixed port number, in the hopes that the access control
device will pass ths traffic. A good starting port number
is UDP port 53 (DNS queries). Because many sites
allow mbound DNS queries, there is a high probability
that the access control device will allow our probes

through.

bash]$ traceroute 10.10.10.2

We can see in this example that our traceroute probes,
which, by default, send out UDP packets, were
blocked by the firewall

Now let’s send a probe with a fixed port of UDP



53, DNS queries:

[bash]$ traceroute -S -p53 10.10.10.2

ceroute to (10.10.10.2), 30 hops max, 40 byte packets

ms 37.872 ms

9 ms 39.516 ms 37.226 ms

.14)47.

1.10.2) 50.449 ms 56.213 ms 65.627 ms

2 ms 47.363 ms 45.914 ms

Because our packets are now acceptable to the
access control devices (hop 4), they are happily
passed. Therefore, we can probe systems behind the
access control device just by sending out probes with a
destmation port of UDP 53. Additionally, if you send a
probe to a system that has UDP port 53 listening, you
will not receive a normal ICMP unreachable message
back. Therefore, you will not see a host displayed when
the packet reaches its ultimate destination.

Most of what we have done up to this point with
traceroute has been command- lne oriented. For the
command-line challenged, you can use McAfee’s
NeoTrace Professional (mcafee.com) or Foundstone’s
Trout (foundstone.com) to perform your tracerouting,
NeoTrace provides a graphical depiction of each



network hop and mtegrates this with WHOIS queries.
Trout’s multithreaded approach makes it one of the
fastest traceroute utilities.

Note that because the TTL value used in
tracerouting is in the IP header, we are not limited to
UDP or ICMP packets. Literally, any IP packet could
be sent. This provides for alternate tracerouting
techniques to get our probes through firewalls that are
blocking UDP and ICMP packets. Two tools that
allow for TCP tracerouting to specific ports are the
aptly named tcptraceroute
(michael.toren.net/code/tcptraceroute) and Cain &
Abel (oxid.it). Additional techniques allow you to
determmne specific ACLs that are in place for a given
access control device. Firewall protocol scanning is one
such technique, as well as using a tool called Firewalk
(packetfactory.openwall.net/projects/firewalk/mdex.htm
written by Michael Schiffiman, the same author of the
patched traceroute just used to stop port
incrementation.



° Thwarting Network Reconnaissance
Countermeasures

In this chapter, we touched on only network
reconnaissance techniques. You’ll see more intrusive
techniques i the followng chapters. However, several
countermeasures can be employed to thwart and
identify the network reconnaissance probes discussed
thus far. Many of the commercial network intrusion
detection systens (NIDS) and mtrusion prevention
systens (IPS) detect this type of network
reconnaissance. In addition, one of the best free NIDS
programs—Snort (snort.org) by Marty Roesch—can
detect this activity. Bro-IDS (bro-ids.org), orignally
developed by Vern Paxson, is another open source and
freely available NIDS platform that has been gaining
market traction in recent years. Finally, depending on
your site’s security paradigm, you may be able to
configure your border routers to limit ICMP and UDP
traffic to specific systens, thus mmimizing your
exposure.



SUMMARY

As you have seen, attackers can perform network
reconnaissance or footprint your network m many
different ways. We have purposely limited our
discussion to common tools and techniques. Bear in
mind, however, that new tools are released weekly, if
not daily, so your fluency on this topic depends largely
on your ability to assimilate the fire hose of hacking
techniques that come out. Moreover, we chose a
simplistic example to 1llustrate the concepts of
footprinting. Often you are faced with a daunting task of
trying to identify and footprint tens or hundreds of
domains. Therefore, we prefer to automate as many
tasks as possible via a combination of UNIX shell and
Python or Perl scripts. In addition, many attackers are
well schooled in performing network reconnaissance
activities without ever being discovered, and they are
suitably equipped. Therefore, it is important to
remember to minimize the amount and types of
information leaked by your Internet presence and to

implement vigilant monitoring,



CHAPTER 2
SCANNING

If footprinting is the equivalent of casing a place for
mnformation, then scanning is equivalent to inspecting the
walls for doors and windows as potential entry pomnts.
During footprinting, we obtained a list of TP network
blocks and IP addresses through a wide variety of
techniques ncluding WHOIS and ARIN queries. These
techniques provide the security admmistrator (and
hacker) with valuable mformation about the target
network, including employee names and phone
numbers, [P address ranges, DNS servers, and mail
servers. In this chapter, we will determine what systems
are listening for mbound network traftic (aka “alive”)
and are reachable using a variety of tools and
techniques. We will also look at how you can bypass
firewalls to scan systens supposedly being blocked by
filtering rules. Finally, we will further demonstrate how
some of these activities can be done conpletely

anonymously through passive scanning,



Before we begn, we should discuss the world of
IPv4 versus IPv6. The world is moving to a much larger
IP addressable space called IPv6, which will open up
the once-limited 4.2B IP address range of IPv4 to an

IP address range of 2128 or something like 340
undecillion addresses—basically almost nfinite. As a
result, once networks completely move over to IPvo
and give up backward compatibility to IPv4 addressing,
there will be almost no way to scan a network of that
size actively and gain any visibility into the running ports
and services like you can today with [Pv4. Until that
day happens, most networks will maintain backward
compatibility with [Pv4, and all the techniques we
discuss should still work. Make no mistake, however,
there will be new hacker ways to enumerate IPv6 down
the road, and we will cover them here.

Now let’s begin the next phase of information
gathering: scanning,

DETERMINING IF THE SYSTEM IS ALIVE

Although we may have a list of ranges and some
suspected servers, we don’t actually know if there is a



host allocated for a specific IP and if that host is actually
powered up and online. We can deduce this by
performng a ping sweep of the addresses and address
ranges we gathered during the footprinting phase.

é Network Ping Sweeps

Popularity: 10
Simplicity: g
Impact: 3
Risk Rating: 7

Network pinging is the act of sending certain types
of traffic to a target and analyzing the results (or lack
thereof). Typically, “pinging” refers to utilizing ICMP,
but the term has evolved to include ARP, ICMP, TCP,
and UDP traffic to identify if a host is online.

ARP Host Discovery
The Address Resolution Protocol (ARP) translates a



system’s hardware (MAC) address to the IP address
that has been assigned to it. For every method of host
discovery described here, the system has to send some
sort of ARP request to start traversing the path to reach
its destination. If an attacker is positioned on the same
local network segment as its target, it makes the most
sense to leverage ARP for host discovery, as it takes
the least amount of time and overhead to execute. An
ARP scan sends an ARP request out for every host on
a subnet, and the host is considered “alive” if an ARP
reply is received. This technique is also powerful
because it identifies hosts that are configured with a
local firewall and are filtering higher layer ICMP, TCP,
etc. ..) traffic.

arp-scan Arp-scan by NTA Monitor (nta-
monitor.com/tools/arp-scan/) is a simple ARP pinging
and fingerprinting utility. Its use is extremely
straightforward; note that you must run arp-scan as the
root user; here we do that via sudo:




In the first two colunmns, you can see all of the live hosts
and their MAC addresses. The third colunm outputs the
organization that was assigned the Organizationally
Unique Identifier (OUI) field of the MAC address, if
available.

Network Mapper (Nmap) Nmap by Fyodor
(nmap.org) is, by far, the de facto tool for anything
related to host and service discovery. Nmap is
supported on Linux, Windows, and Mac. As you’ll
learn throughout the next couple chapters, Nmap’s
feature set is extremely robust, and because of that, it



has becone a staple in every hacker’s toolkit.

Nmap supports ARP scanning via the — PR option;
however, in order to limit Nmap to just performng a
host discovery and not port scanning (discussed later),
you nust also specify the —sn option. You can specify
just a single host, but Nmap makes it easy for us to
scan a complete network. As you can see, Nmap
allows us to enter ranges in Classless Inter-Domain
Routing (CIDR) block notation (see RFC 1519 at
ietforg/rfc/rfc1519.1xt). So if the local segment range
we want to target is 192.168.1.1-192.168.1.254, we
can just define 192.168.1.0/24.



user@hax:~$ sudo nmap -sn -PR 192.168.1.0/24

Starting Nmap 5.51 { http://nmap.org ) at 2011-09-24 11:45 PDT
Nmap scan report for 192.168.1.13

Host is up (0.013s latency).

MAC Address: 00:50:C2:2F:BE:09 (Ieee Registration Authority
Nmap scan report for 192.168.1.11

Host is up (0.0012s latency).

MAC Address: 5F:8D:09:12:3D:20 (Unknown)

Nmap scan report for 192.168.1.15

Host is up (0.0014s latency).

MAC Address: 00:40:8E:00:0B:F4 (Unknown)

Mmap scan report for 192.168.1.18

Host is up (0.00065s latency).

MAC Address: 58:8D:09:59:4C:25 (Unknown)

Nmap scan report for 192.168.1.19

Host is up (0.00073s latency).

MAC Address: 58:8D:09:97:18:C0 (Unknown)

Nmap scan report for 192.168.1.34

Host is up.

Nmap scan report for 192.168.1.26

Host is up (0.00079s latency).

MAC Address: 38:60:77:35:FB:5A (Unknown)
Host is up (0.00064s latency).

MAC Address: 00:15:C5:F7:8B:D7 (Dell)
Nmap scan report for 192.168.1.111

Host is up (0.0012s latency).

MAC Address: 00:00:AA:F3:1D:F6 (Xerox)
Mmap scan report for 192.168.1.112

Host is up (0.00092s latency).

MAC Address: 00:00:AR:BE:8B:E3 (Xerox)
Nmap scan report for 192.168.1.113

Host is up (0.00065s latency).

MAC Address: 00:00:AA:D7:EF:23 (Xerox)
Nmap scan report for 192.168.1.122

Host is up (0.0035s latency) -

MAC Address: 58:8D:09:F4:0C:43 (Unknown)
Nmap done: 256 IP addresses (12 hosts up) scanned in 2.52 seconds



Cain Cain (oxid.1t/cain.html) is another good all-around
tool that we’ll mention a lot throughout this book. It
provides a ton of functionality for the Windows-only
crowd that goes way beyond host and service
discovery. To perform an ARP host discovery scan on
Windows, launch Cam, go to Configure, select your
network mterface, enable the sniffer, and then from the
Sniffer tab, right-click and select Scan MAC
Addresses, as shown in Figure 2-1.
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Figure 2-1 Cain performs an ARP scan to identify live
hosts on a local subnet.

T

NOTE In situations where target systens are on
distant network segments, ARP discovery
becomes a bit impractical and other options
such as ICMP or TCP/UDP discovery must
be used.



ICMP Host Discovery

The creators of the Internet Protocol Suite realized that
there are many scenarios where someone would
legitimately need to identify if a system on a network is
alive and reachable. They created the Internet Control
Message Protocol (ICMP) as a general mechanism to
support this. ICMP provides a variety of message types
to help diagnose the status of a host and its network
path. The following table provides a list of common
ICMP message types; for more information about the
protocol, see RFC 792.

Message Type Description

0 Echo Reply

3 Destination Unreachable
4 Source Quench

5 Redirect

8§ Echo Request

11 Time Exceeded

12 Parameter Problem

13 Timestamp

14 Timestamp Reply

15 Information Request
16 Information Reply

17 Address Mask Request

18 Address Mask Reply



Although the term “ping” can be used in a number of
different contexts, it traditionally refers to the process of
sending ICMP ECHO REQUEST (type 8) packets to
a target system in an attempt to elicit an ICMP
ECHO_REPLY (type 0), which indicates the target
system s alive.

Two other notable ICMP message types are [CMP
TIMESTAMP, which can be used to identify the
system time of the target, and ICMP ADDRESS
MASK, which can be used to identify its local subnet
mask. More mnformation about using these two ICMP
types to gather mformation on a target system is
covered in the next chapter where we discuss
enumeration. In this chapter, we’re only concerned with
using these messages to identify if the target host is alive
by eliciting any response from it.

Using OS Utilities

Most operating systems come with a utility named
“ping” to send ICMP ECHO REQUEST packets to a
single host. Some operating systems offer built-in
utilities that support other message types as well. On



Linux systens, the following command sends two (-c
2) ICMP ECHO REQUEST messages to host
192.168.1.1:

® @ NN

.120/0.149/0.029 ms

OS utilities are useful for troubleshooting basic
connectivity problens on individual hosts; however, in

most scenarios, using tools with more robust
functionality is preferred.

Network Discovery Tools

Network discovery tools give the user greater control
over the methods of identifying live hosts on a network.
They offer a variety of options to perform host
discovery and are flexible enough to scan both
individual hosts and entire ranges of hosts.

Nmap The seemingly obvious option for performng a



basic ICMP ping sweep with Nmap is to use the —sn
option (which means “no port scan”; this option
replaces the older —s P option). However, the —sn
option not only sends an ICMP ECHO REQUEST
packet; when executed as the root user, it also
performs an ARP ping, sends an ICMP TIMESTAMP
message, and performs some TCP pinging (discussed
later on) to TCP ports 80 and 443. When executed as
a non-root uset, it just performs TCP pinging. That’s
why understanding what tools like Nmap do is really
important. Ifthe target network is being monitored by
an Intrusion Detection System (IDS), you may
mnadvertently trigger an alert because of all of the extra
traffic being generated. Here is the purest way to have
Nmap send an ICMP ECHO REQUEST:

user@hax:~5 sudo nmap -sn -PE --send-ip 192.168.1.1

Nmap done: 1 IEF

While running in the context of root (Nmap will



perform a more thorough scan if run as root because it
will have greater control over the system), we tell Nmap
to target a specific host (192.168.1.1), skip port
scanning (- sn), send an ICMP ECHO REQUEST
packet (- PE), and skip any ARP resolution (- -
send-1ip; this is applicable because we’re on the
same network segment as the destmnation host). Had we
run Nmap against a host on a different segment, or on
the Internet, we could safely ignore the --send-ip
option. To performan ICMP ECHO REQUEST ping
sweep on an entire range of hosts, just change the
target:



user@hax:~$ sudo nmap -sn -PE --send-ip 192.168.1.0/24
Starting Nmap 5.51 ( http://mmap.org } at 2011-09-24 10:28 PDT
Nmap scan report for 192.168.1.13

Host is up (0.013s latency).

MAC Address: 00:50:C2:2F:BE:09 (Ieee Registration Authority
Nmap scan report for 192.168.1.11

Host is up (0.0012s latency).

MAC Address: 5F:8D:09:12:3D:20 (Unkncwn)

Nmap scan report for 192.168.1.15

Host is up (0.0014s latency).

MAC Address: (00:40:8E:00:0B:F4 (Unkncwn)

Nmap scan report for 192.168.1.18

Host is up (0.00065s latency).

MAC Address: 58:8D:09:59:4C:25 (Unknown)

Nmap scan report for 192.168.1.19

Host is up (0.00073s latency).

MAC Address: 58:8D:09:97:18:C0 (Unknown}

Nmap scan report for 192.168.1.34

Host is up.

Nmap scan report for 192.168.1.26

Host is up (0.00079s latency).

MAC Address: 38:60:77:35:FB:5A (Unknown)
Host is up (0.00064s5 latency).

MAC Address: 00:15:C5:F7:8B:D7 (Dell)
Nmap scan report for 192.168.1.111

Host is up (0.0012s latency).

MAC Address: 00:00:RAA:F3:1D:F6 (Xerox)
Nmap scan report for 192.168.1.112

Host is up (0.00092s latency).

MAC Address: 00:00:AA:BE:8B:E3 (Xerox)
Nmap scan report for 192.168.1.113

Host is up (0.00065s latency).

MAC Address: 00:00:ARA:D7:EF:25 (Xerox)
Nmap scan report for 192.168.1.122

Host is up (0.0035s latency).

MAC Address: 58:8D:09:F4:0C:43 (Unknown)
Nmap done: 2536 IP addresses (12 hosts up) scanned in 4.25 seconds



Note that this scan took nearly twice as long as the
ARP discovery scan used in the previous section.

Nmap also supports ICMP address mask (- PM)
and TIMESTAMP options (- PP). These additional
message types can be used in the scenario in which a
host is configured to ignore ICMP ECHO messages but
may not ignore other ICMP message types. It all
depends on the target’s ICMP mmplementation and how
it responds to these packet types. How the different
operating systems respond or don’t respond to the
various ICMP types also aids in remote OS detection.

hping3 and nping Hping3 (hping.org) is an extremely
robust packet-crafting tool that allows you to define any

combination of flags on any combination of packet
types. A tool like this has nearly limitless use cases, but
in this section, we focus on using it for host discovery
and port scanning. The bad news is that hping3 hasn’t
been really mamtained or updated since 2005. The
good news is that Luis Martin Garcia and Fyodor
decided to bring its functionality back to life in a tool



shipped with Nmap called nping.

Nping done: 1 IP address pinged in 2.0

Nping must be run as root (thus the sudo). The
above command tells nping to send two (-c  2) ICMP
messages (--1icmp) of type TIMESTAMP (--
icmp-type time)tohost 192.168.1.1. Youcan
see the responses in the output, indicating the host is
responding to TIMESTAMP messages and thus must
be alive.

Nping even supports spoofing the source MAC
addresses, source IPs, and anything else you can think
of' in a packet—a capability that can prove extremely



useful when tryng to mask your identity on a network.

SuperScan For the Windows-inclined who need
another option besides Nmap, we like the tried-and-
true freeware product SuperScan from Foundstone,
shown in Figure 2-2. It is one of the fastest ping sweep
utilities available. SuperScan sends out multiple ICMP
ECHO REQUEST packets (in addition to three other
types of ICMP) i parallel and simply waits and listens
for responses. SuperScan also allows you to resolve
hostnames and view the output in an HTML file.
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Figure 2-2 SuperScan from Foundstone is one of the
fastest and most flexible ping sweep utilities available for
Windows.

TCP/UDP Host Discovery

System admmistrators and network engineers often
debate as to the threat of permitting ICMP on network



devices and systers. Although ICMP can provide
valuable nformation to an attacker, it is also extremely
useful for troubleshooting purposes. The real world is
comprised of a mixture of networks that permit [CMP
on internal and Internet-facing segments, networks that
just permit ICMP mternally, and networks that don’t
permit ICMP at all. For the networks that limit ICMP,
the next approach an attacker can take to identify live
hosts is to use TCP and/or UDP packets.

Servers usually provide some sort of network
functionality; because of that, at least one open port is
always available for clients to connect to. Even
firewalled servers have allowances so they can perform
their function. An attacker can leverage this trait to
identify whether or not the host is alive. For instance, if
a web server is blocking ICMP requests, but must have
TCP port 80 open to accept HT TP traffic, an attacker
can probe port 80, and if a response is provided, the
host is considered alive. The downside to this approach
is that not all servers are web servers with TCP port 80
open. So the attacker has to blindly probe a number of
different ports, taking guesses at what services are



available on the target network. This takes time to do
and can be very noisy, posing more risk to an attacker.

Desktops, on the other hand, often do not accept
inbound connections, and modern desktop operating
systems commonly have local firewalls enabled by
default, making them difficult to target for attack. That
being said, desktop systens are far from impenetrable
and many users enable things like remote desktop and
file sharing, which can be leveraged to aid n discovery.
In corporate environments, it’s commonplace for
desktop administrators to disable the local firewall
completely so they can manage their users’ systens; this
makes life much easier for an attacker because, in these
cases, ICMP is often allowed.

Nmap As mentioned previously, Nmap’s —sn option
enables a hybrid-type of attack where it attempts ARP,
ICMP, and TCP host discovery. If our target host does
not have TCP port 80 open, or Nmap’s packets are
otherwise dropped on the way to the target (e.g., by a
firewall), Nmap considers the host down. At this point,
we can either give up (not an option) or probe further.



We can blindly attempt to query Nmap’s default port
list (which is comprised of 1,000 common ports) by
telling Nmap to ignore its host discovery options and
just do a port scan (described in more detail in the next
section of this chapter).

Although this may seem like a great idea at first, it
doesn’t scale well when scanning a huge range of hosts.
A more eflicient route when dealing with an entire range
of hosts is to pick a popular port and probe directly for
that port. The following command ignores Nmap’s host
discovery options (- Pn) and only outputs the hosts that
have port 22 open(-sS -p 22 --open)onthe
192.168.1.0/24 segment. We’ll go into more detail on
the direct port probing options (-sS -p 22 --



open) in the next section.

userfhax:~% sudo nmap -Pn -85 -p 22 --open 192.168.1.0/24

.0rg ) at 2011-09-24 15:42 PDT

D 015
PORT  STATE SERVICE

22/tcp open ssh

Nmap dene: 256 IP addresses (14 hosts up) scanned in 2.83 seconds

It is worth tryng a few iterations of this type of scan
with common ports such as SMTP (25), POP (110),
AUTH (113), IMAP (143), or other ports that may be
unique to the site. Although this scan still takes more
time than an [CMP scan, it may be significantly shorter
than using all 1,000 of Nmap’s default common ports.

SuperScan SuperScan (see Figure 2-3) has the
capabilities to perform this scan as well. As discussed



earlier, SuperScan perforns both host and service
discovery using ICMP and TCP/UDP, respectively.
Using the TCP/UDP port scan options, you can
determme whether a host is alive or not—without using
ICMP at all. Smply select the checkbox for each
protocol you wish to use and the type of technique you
desire, and you are off to the races.
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Figure 2-3 By using SuperScan from Foundstone, you
can discover hosts hidden behind traditional firewalls.

nping As expected, you can also use nping to perform
TCP/UDP host discovery. Since nping is so versatile,
its output is more verbose by default, which may be
more information than you really need. You can cut



output down with the — g option (not shown here), but
even then, its output is not as simple to comprehend as
Nmap or SuperScan.

Let’s take a look at the third and fifth lines in the
above output. On the third line (which starts with
“SENT”), notice the “S” (which stands for SYN)
between the destination host and port
(192.168.1.23:22)and the time-to-live value
(tt1=64). This character defines the TCP flags (we
told nping to set it usingthe —-flags syn option),
which were set on the packet when we sent it to our
target. On the fifth line (which starts with “RCVD”), the



*“s” has been replaced by “’sA”, which means
SYN/ACK. This line is the response from our target.
The SYN/ACK ndicates that the port is open. All of
these flags are defined n more detail in upcomng
sections.

Q Ping Sweeps Countermeasures

Although ping sweeps may seem like an annoyance, it is
important to detect this activity when it happens.
Depending on your security paradigm, you may also
want to block ping sweeps. We explore both options
next.

Detection As mentioned, network mapping via ping
sweeps is a proven method for performng network
reconnaissance before an actual attack ensues.
Therefore, detecting ping sweep activity is critical to
understanding when an attack may occur and to
identifying the attacker. The primary method for
detecting ping sweep attacks mnvolves using network-
based IDS prograns such as Snort (snort.org).



From a host-based perspective, several UNIX
utilities detect and log such attacks. If you begin to see
a pattern of ICMP ECHO packets froma particular
system or network, it may indicate that someone is
performng network reconnaissance on your site. Pay
close attention to this activity, as a full-scale attack may
be imminent.

Many commercial network and desktop firewall
tools (from Cisco, Check Pomt, Microsoft, McAfee,
Symantec, and IBM/ISS) can detect ICMP, TCP, and
UDP ping sweeps. However, just because the
technologies exist to detect this behavior does not mean
that someone will be watching when it occurs. Over the
years, we have been unable to deny the mescapable
truth about monitoring fnctions: without eyeballs to
watch the screens, understanding of what is being
witnessed, and the wherewithal to react properly and
swiftly, the best firewall tools and network mtrusion
detections tools are conpletely useless.

Table 2-1 lists additional UNIX ping-detection tools
that can enhance your monitoring capabilities.



Table 2-1 UNIX Host-Based Ping-Detection Tools

Program Resource

scanlogd openwall.com/scanlogd

Courtney  packetstormsecurity.org/UNIX/audit/courtney-1.3.tar.Z

ippl pltplp.net/ippl

Protolog packetstormsecurity.org/UNIX/loggers/protolog-1.0.8.tar.gz

Prevention Although detecting ping sweep activity is
critical, a dose of prevention will go even further. We
recommend that you carefully evaluate the type of
ICMP traffic that you allow mto your networks or into
specific systems. There are many different types of
ICMP traffic—ECHO and ECHO_REPLY are only
two such types. Most routers do not require all types of
ICMP traffic to all systems directly connected to the
Internet. Although almost any firewall can filter ICMP
packets, organizational needs may dictate that the
firewall pass some ICMP traffic. Ifa true need exists,
you should carefully consider which types of ICMP
traffic you allow to pass. A mmnimalist approach may be
to allow only ICMP ECHO REPLY,



HOST UNREACHABLE, and TIME EXCEEDED
packets nto the DMZ network and only to specific
hosts. In addition, if ICMP traffic can be limited with
access control lists (ACLs) to your ISP’s specific IP
addresses, you are better off. This allows your ISP to
check for connectivity, while making it more difficult to
perform ICMP sweeps against systems connected
directly to the Internet.

ICMP is a powerful protocol for diagnosing network
problens, but it is also easily abused. Allowing
unrestricted [CMP traffic into your border gateway may
allow attackers to mount a denial of service attack,
bringing down a system or affecting its availability. Even
worse, if attackers actually manage to compromise one
of your systens, they may be able to back-door the
operating system and covertly tunnel data within an
ICMP ECHO packet using a program such as loki2.
For more information on loki2, check out Phrack
Magazine (phrack.org).

Another mteresting concept is pingd, which was
developed by Tom Ptacek and ported to Linux by



Mike Schiffiman. Pingd is a userland daemon that
handles all ICMP ECHO and ICMP ECHO REPLY
traffic at the host level. This feat is accomplished by
removing support of ICMP ECHO processing from the
kernel and implementing a userland daemon with a raw
ICMP socket to handle these packets. Essentially, it
provides an access control mechanism for ping at the
system level. Pingd is available for Linux at
packetstormsecurity.org/UNIX/misc/pingd-0.5.1.tgz

DETERMINING WHICH SERVICES ARE
RUNNING OR LISTENING

Thus far we have identified systens that are alive by
using a variety of different ping sweeps. Now we are
ready to begmn probing each of those systers to identify
which ports and services are available to attack.

‘- Port Scanning



Popularity: 10
Simplicity: 10
Impact: 7
Risk Rating: 9

Port scanning 1s the process of sending packets to
TCP and UDP ports on the target systemto determine
what services are running or are in a LISTENING
state. Identifying listening ports is critical to determmning
the services running and, consequently, the
vulnerabilities present on your remote system
Additionally, you can determine the type and version of
operating system and applications in use. Active
services that are listening are akin to the doors and
windows of your house. They are ways into the
domicile. Depending on the type of path in (a window
or door), an unauthorized user can gain access to
systens that are misconfigured or running a version of
software known to have security vulnerabilities. In this
section, we will focus on several popular port-scanning



tools and techniques that provide you with a wealth of
information and give you a window mto the system’s
vulnerabilities. The port-scanning techniques that follow
differ from those previously mentioned, when we were
trying simply to identify systems that are alive. For the
following steps, we assumme that the systens are alive,
and we are now trying to determine all the listening
ports or potential access points on our target.

We want to acconmplish several objectives when
port-scanning the target system(s). These include but
are not limited to the followng;

* Identifying both the TCP and UDP services
running on the target system

* Identifying the type of operating system of the
target system

» Identifying specific applications or versions of
a particular service

Scan Types
Before we jump mto the requisite port-scanning tools
themselves, we must discuss the various port-scanning



techniques available. One of the pioneers of
implementing various port-scanning techniques is
Fyodor. He has incorporated numerous scanning
techniques into his Nmap tool. Many of the scan types
we discuss are the direct work of Fyodor hinself:

* TCP connect scan This type of scan
connects to the target port and completes a
full three-way handshake (SYN, SYN/ACK,
and ACK), as the TCP RFC (Request for
Comments) states. Because it performs the full
three-way handshake, it takes longer than
some of the other scan types available and is
more likely to be logged on the target system
The full TCP connect scan is available without
any increased privilege levels, so if you're
forced to run a scan as a non-root user, this is
the way to go. Figure 2-4 provides a diagram
of the TCP three-way handshake.



Client

Figure 2-4 (1) Sendinga SYN packet, (2) receiving a
SYN/ACK packet, and (3) sending an ACK packet

* TCP SYN scan This technique is called /alf-
open scanning because a full TCP connection
is not made. Instead, only a SYN packet is
sent to the target port. Ifa SYN/ACK is
received from the target port, we can deduce
that it is n the LISTENING state. If an
RST/ACK is received, it usually indicates that
the port is not listening. This technique has the
advantage of being stealthier than a full TCP
connect, and it may not be logged by the
target system. However, one of the downsides
of this technique is that this form of scanning
can produce a denial of service condition on
the target by opening a large number of hal-



open connections. But unless you are scanning
the same system with a high number of these
connections, this technique is relatively safe.

* TCP FIN scan This technique sends a FIN
packet to the target port. Based on RFC 793
(tetforg/rfc/rfc0793.txt), the target system
should send back an RST for all closed ports.
This technique usually only works on UNIX-
based TCP/IP stacks.

* TCP Xmas Tree scan This technique sends a
FIN, URG, and PUSH packet to the target
port. Based on RFC 793, the target system
should send back an RST for all closed ports.

* TCP Null scan This technique turns off all
flags. Based on RFC 793, the target system
should send back an RST for all closed ports.

* TCP ACK scan This technique is used to
map out firewall rulesets. It can help determine
if the firewall is a simple packet filter allowing
only established connections (connections with
the ACK bit set) or a stateful firewall



performng advance packet filtering.

* TCP Windows scan This technique may
detect open as well as filtered/nonfiltered ports
on some systens (for example, AIX and
FreeBSD) due to an anomaly in the way the
TCP windows size is reported.

TCP RPC scan This technique is specific to
UNIX systens and is used to detect and
identify Remote Procedure Call (RPC) ports
and their associated program and version
number.

 UDP scan This technique sends a UDP
packet to the target port. If the target port
responds with an “ICMP port unreachable”
message, the port is closed. Conversely, if you
don’t receive an “ICMP port unreachable”
message, you can deduce the port is open.
Because UDP is known as a connectionless
protocol, the accuracy of this technique is
highly dependent on many factors related to
the utilization and filtering of the target



network. In addition, UDP scanning is a very
slow process if you are trying to scan a device
that employs heavy packet filtering, If you plan
on doing UDP scans over the Internet, be
prepared for unreliable results.

Certain [P implementations have the unfortunate
distinction of sending back reset (RST) packets for all
ports scanned, regardless of whether or not they are
listening. Therefore, your results may vary when
performng these scans; however, SYN and connect()
scans should work against all hosts.

Identifying TCP and UDP Services Running

Nowadays many tools incorporate both host discovery
and port-scanning functionality. These tools often first
attempt to identify if the host is alive using the host
discovery methods mentioned previously and only
performa port scan if it is alive. Although many port
scanners are available for both the UNIX and Windows
environments, we’ll imit our discussion to some of the
more popular and time-proven port scanners.



Nmap

As always, we start off with Nmap. Fyodor (and
contributors) implemented all of the popular scans listed
in the previous section, plus some other semiobscure
ones such as the SCTP INIT scan and the TCP
Maimon (see Nmap’s man page for more information),
which makes Nmap one of the most feature-rich port-
scanning tools out there. Like most of the other tools in
this section, Nmap does intelligent port scanning by first
performmng host discovery and by then port-scanning
only the hosts that have been identified as being alive.
Let’s explore some of its most useful features, the
simplest of which is the TCP SYN port scan:



user@hax:~$ sudo nmap -s5 192.168.1.231

Starting Nmap 5.51 ( http://nmap.org ) at 2011-09-26 08:20 PDT
Nmap scan report for 192.168.1.231
Host is up (0.00071s latency).

i : 994 d ports
VICE
http
139/tcp open netbios-ssn
445/tcp open microsoft-ds

STATE S

80/tcp open

515/tcp open p

MAC Address: 08:00:

{Fuji-xerox CO.)

Nmap done: 1 IP address (1 host up) scanned in €.77 seccnds

Nmap has some other features we should explore as
well. Notice that in the next example we use the —o
option to save our output to a separate file. Using the —
oN option saves the results in human-readable format:

user@hax:~$ sudo nmap -sF 152.168.1.0/24 -oN outfile

If you want to save your results to a tab-delimited
file so you can programmatically parse the results later,
use the —oG option. (Note that this option is slowly
being phased out in favor of the XML output defined by
—-oX.) Because we have the potential to receive a lot of



mformation from this scan, saving this information to
either format is a good idea. In some cases, you may
want to combine the —oN option and the —oG option
to save the output into both formats. If you wanted to
save all formats, you can define —oA.

Suppose that after footprinting an organization, we
discover that they are using a simple packet-filtering
device as their primary firewall. We could use Nmap’s
— £ option to fragment the packets. Essentially, this
option splits up the TCP headers over several packets,
which may make it harder for access control devices or
intrusion detection systems (IDS) to detect the scan. In
most cases, modern packet-filtering devices and
application-based firewalls will queue all IP fragments
before evaluating them. Older access control devices or
devices that require the highest level of performance
may not defragment the packets before passing them
along,

Depending on the sophistication of the target
network and hosts, the scans performed thus far may
have easily been detected. Nmap does offer additional
decoy capabilities designed to overwhelm a target site



with superfluous mformation through the use of the —D
option. The basic premise behind this option is to launch
decoy scans at the same time that a real scan is
launched. You simply spoofthe source address of
legitimate servers and intermix these bogus scans with
the real port scan. The target system then responds to
the spoofed addresses as well as to your real port scan.
Moreover, the target site has the burden of trying to
track down all the scans to determme which are
legitimate and which are bogus. Remember, the decoy
address should be alive; otherwise, your scans may
SYN-flood the target system and cause a denial of
service condition. The following example uses the —D
option:

user@hax:~% sudo nmap -s5 1%2.168.1.1 -D 10.1.1.1

In the preceding exanmple, Nmap provides the decoy-



scan capabilities, making it more difficult to discern
legitimate port scans from bogus ones.

The final scanning technique discussed is F7P
bounce scanning. The FTP bounce attack was thrust
mnto the spotlight by Hobbit in his posting to Bugtraq in
1995, where he outlines some of the mherent flaws in
the FTP protocol (see RFC 959 at
ietforg/rfc/rfc0959.txt). Although dreadfully old school,
arcane, and virtually unusable on the Internet today, the
FTP bounce attack demonstrates an msidious method
of laundering connections through an FTP server by
abusing the support for “proxy” FTP connections. The
technique, while outdated, is important to understand if
you wish to truly understand the scope a hacker will
take to get to his or her target.

As Hobbit points out in the aforementioned post,
FTP bounce attacks “can be used to post virtually
untraceable mail and news, hammer on servers at
various sites, fill up disks, try to hop firewalls, and
generally be annoying and hard to track down at the
same time.”” Moreover, you can bounce port scans off
the FTP server to hide your identity, or better yet,



bypass access control mechanisms.

Of course, Nmap supports this type of scan with the
—b option; however, a few conditions must be present.
First, the FTP server must have a writable and readable
directory such as /mcoming. Second, the FTP server
nust allow Nmap to feed bogus port information to it
via the PORT command. Although this technique is very
effective in bypassing access control devices as well as
hiding one’s identity, the process can be very slow.
Additionally, many new versions of the FTP server do
not allow this type of nefarious activity to take place.

SuperScan

SuperScan from Foundstone is a great Windows-
based, GUI alternative for Nmap. As you can see in
Figures 2-5 and 2-6, the tool allows for ping scanning,
TCP and UDP port scanning, and includes numerous
techniques for doing themall.
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Figure 2-5 SuperScan has numerous host discovery
techniques that become powerful allies in the digital
battlefield.
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Figure 2-6 The SuperScan tool provides a number of
different assessment tools, many of which are discussed
n other chapters.

SuperScan allows you to choose from four different
ICMP host-discovery techniques, including traditional
ECHO REQUESTS and the less familiar



TIMESTAMP REQUESTS, ADDRESS MASK
REQUESTS, and INFORMATION REQUESTS.
Each of these techniques can deliver various findings
that can add to the definitive live host List. Additionally,
the tool allows you to choose the ports to be scanned,
the techniques for UDP scanning (including Data,
Data+ICMP, and static source port scanning), and the
techniques for TCP scanning (including SYN, Connect,
and static source port scanning).

The UDP Data scanning technique sends a data
packet to the UDP port and, based on the response,
determmes whether the port is open or closed. This
method is not incredibly accurate and requires that the
product recognize a valid nudge string. So if the UDP
port is an esoteric service, you may not be able to
detect its being open. Using the Data+ICMP technique
takes the Data technique to the next level of accuracy,
including a greatly enhanced traditional UDP scanning
technique that sends multiple UDP packets to a
presumed closed port. Then, based on the system’s
ability to respond with ICMP packets, this technique
creates a window in which to scan the target port.



Data+ICMP s incredibly accurate and will find all ports
that are open, but it can take some time to complete.
So be sure to plan for this added scanning time when
selecting this option.

ScanLine

ScanLine is a Windows-based tool from Foundstone
(foundstone.com) that runs solely from the command
line. Like netcat, it is just a single executable, which
makes it easy to load onto a compromised host and
pivot to target internal systens that may be inaccessible
from your mitial attack system. Take a look at this
example:



wn

C:N 281 =t 21,22,23,25 - 53,137,138 1%2.168.0.1
ScanLine (TM) 1.01

dstone, Inc., 2002

Copyright (c} F
http://foundstone.com

Scan of 1 IP started at Fri Nowv 22 23:09:34 2002

192.168.0.1

Besponded in 0 ms.

1 hop away

Responds with ICMP unreachable: No
TCP ports: 21 23

UDP ports:

Scan finished at Fri Wowv 22 23:09:46 2002

1 IP and 7 ports scanned in 0 hours 0 mins 12.07 secs

A conyplete breakdown of ScanLine’s functionality
can be seen in the help file dump:



ScanLine (TM) 1.01
Copyright (c) Foundstone, Inc. 2002
http://foundstone.com

sl [-?bhijnprsTUvz]
[-cdgmg ]
[=flLoQ <file>]
[-tu [, = 1]
IP(,IP-1IP)

-? - Shows this help text

-b - Get port banners

-c - Timeout for TCP and UDP attempts (ms). Default is 4000
-d - Delay between scans (ms). Default is 0

-f - Read IPs from file. Use "stdin" for stdin

-g - Bind to given local port

=h = Hide results for systems with no open ports

=i = For pinging use ICMP Timestamp Requests in additien to Echo Reguests
-j = Don't output "—---- ..." separator between IPs

-1 - Read TCP ports from file

-L - Read UDP ports from file

=m = Bind to given local interface IP

=n = No port scanning = only pinging (unless you use =-p)

-0 - Qutput file (overwrite)

-0 - Cutput file (append})

-p - Do not ping hosts before scanning

-g - Timeout for pings (ms). Default is 2000

-r - Resolve IP addresses to hostnames

-3 - Cutput in comma separated format (csv)

-t - TCP port(s) to scan (a comma separated list of ports/ranges)
=T - Use internal list of TCP ports

-u - UDP port(s}) to scan (a comma separated list of ports/ranges)
-U - Use internal list of UDF ports

-v - Verbose mode

-z - Randomize IP and port scan order

Example: sl -bht 80,100-200,443 10.0.0.1-200
This example would scan TCP ports 80, 100, 101...200 and 443 on all IP

addresses from 10.0.0.1 to 10.0.1.200 inclusive, grabbing banners
from those ports and hiding hosts that had no open ports.



netcat

Despite the “old school” nature of this raw tool, netcat
(or nc) is an excellent utility that deserves an honorable
mention. Written by Hobbit, this Windows/Linux utility
can perform so many tasks that everyone in the industry
calls it the Swiss Army knife of security. Most of its
functionality has been brought up to date n a utility that
is shipped with Nmap called “ncat,” written by Fyodor,
Chris Gibson, Kris Katterjohn, and Mixter; however,
they decided to leave out the port-scanning capabilities
(I guess they figured they already have a port scanner
that does a good job) in their version.

Netcat’s basic TCP and UDP port-scanning
capabilities are useful in some scenarios when you need
to minimize your footprint on a compromised system
You can upload the single file to the system and use that
as a pivoting point to scan other networks you may not
be able to directly access. The —v and —vv options
provide verbose and very verbose output, respectively.
The -z option provides zero mode 1/O and is used for
port scanning, and the —w2 option provides a timeout
value for each connection. By default, netcat uses TCP



ports. Therefore, we must specify the —u option for
UDP scanning, as in the second example shown next:

[root] ne -v -z =-w2 192.168.1.1 1-140

[192.168.1.1] 139 (?) open
[192.168.1.1] 135 (?) open
[192.168.1.1] 110 (peop-3) open
[192.168.1.1] 106 (?) open
[162.168.1.1] 81 (?} open
[192.168.1.1] 80 ({(http) open
[192.168.1.1]1 79 {(finger) open
[162.168.1.1] 53 {(domain) open
[192.168.1.1]1 42 (?) open
[192.168.1.1]1 25 {(smtp) open
[192.168.1.1]1 21 (ftp) open

[root] ne -u -v -z -w2 192.168.1.1 1-140
[192.168.1.1] 135 (ntportmap) open
[192.168.1.1] 123 (ntp) open
[192.168.1.1] 53 (domain) open
[192.168.1.1] 42 (name) open



Q Port Scanning Countermeasures

Port scanning is as fundamental a weapon in the
hacker’s arsenal as momand apple pie. Unfortunately,
preventing port scanning is downright painful. But here
are some techniques you can use.

Detection Port scanning is often used by attackers to
determmne the TCP and UDP ports listening on remote
systers. Detecting port-scanning activity is of
paramount importance if you are mterested in providing
an early warning system of attacks. The primary method
for detecting port scans is to use a network-based IDS
programsuch as Snort.

Snort (snort.org) is a great free IDS, primarily
because signatures are frequently available from public
authors. As you may have guessed by now, this
programis one of our favorites, and it makes for a great
NIDS. (Note that 1.x versions of Snort do not handle
packet fragmentation well.) Here is a sample listing of a
port scan attempt:



Froma UNIX host-based perspective, the scanlogd
utility (openwall.convscanlogd) from Solar Designer is a
TCP port scan detection tool that detects and logs such
attacks. Remember, if you begin to see a pattern of port
scans froma particular system or network, it may
indicate that someone is performng network
reconnaissance on your site. You should pay close
attention to such activity because a full-scale attack may
be imminent. Finally, you should keep in mind that there
are cons to actively retaliating against or blocking port
scan attempts. The primary issue is that an attacker
could spoofan IP address of an mnocent party, so your
system would retaliate against them. A great paper by
Solar Designer can be found at
openwall.convscanlogd/P53-13.gz. It provides
additional tips on designing and attacking port scan
detection systemns.

Most firewalls can and should be configured to




detect port scan attempts. Some do a better job than
others in detecting stealth scans. For example, many
firewalls have specific options to detect SYN scans
while completely ignoring FIN scans. The most difficult
part in detecting port scans is sifting through the
volumes of log files. We also recommend configuring
your alerts to fire in real time via e-mail. Use threshold
logging where possible, so someone doesn’t try to
performa denial of service attack by filling up your e-
mail. Threshold logging groups alerts rather than sends
an alert for each instance of a potential probe.

From the Windows perspective, one utility, called
Attacker by Foundstone (foundstone.com), can be
used to detect simple port scans. This free tool allows
you to listen for particular ports and alerts you when
port scans hit those ports. Although this technique is not
foolproof, it can definitely show the hacker ankle biters
who run full port scans and don’t even try to hide their

attacking signatures.

Prevention Although preventing someone from
launching a port scan probe against your systems is



difficult, you can minimize your exposure by disabling all
unnecessary services. In the UNIX environment, you
can accomplish this by commenting out unnecessary
services in /etc/metd.confand disabling services from
launching in your startup scripts. Again, this is discussed
in more detail in Chapter 5 on UNIX.

For Windows, you should also disable all
unnecessary services. Unfortunately, this is more
difficult because of the way Windows operates, as TCP
ports 139 and 445 provide much of the native
Windows functionality. However, you can disable some
services from within the Control Panel | Services menu.
Detailed Windows risks and countermeasures are
discussed in Chapter 4. For other operating systens or
devices, consult the user’s manual to determine how to
reduce the number of listening ports to only those
required for operation.

DETECTING THE OPERATING SYSTEM

As we have demonstrated thus far, a wealth of tools
and many different types of port-scanning techniques
are available for discovering open ports on a target



system. If'you recall, this was our first objective—port
scanning to identify listening TCP and UDP ports on the
target system. And with this information, we can
determine if the listening port has potential
vulnerabilities, right? Well, not yet. We first need to
discover more information about the target system
Now our objective is to determine the type of operating

system running,

‘- Active Operating System Detection

Popularity: 10
Simplicity: 8
Impact: -+

Risk Rating: 7

Specific operating system information will be useful
during our vulnerability-mapping phase, discussed in
subsequent chapters. Remember, we are trying to be as
accurate as possible n determming the associated



vulnerabilities of our target system(s). We don’t want to
be crying wolf and telling the IT department to fix
something that isn’t actually vulnerable, or worse, not
there. Therefore, we need to identify the target
operating systemto as granular a level as possible.

There are a number of techniques for performing this
work. We can perform simple banner-grabbing
techniques, as discussed in Chapter 3, which grab
mformation from such services as FTP, telnet, SMTP,
HTTP, POP, and others. Banner grabbing is the
simplest way to detect an operating system and the
associated version number of the service running. And
then there is a much more accurate technique: the stack
fingerprinting technique. Today, we have available some
good tools designed to help us with this task. One of
the most accurate tools at our disposal is the
omnipowerful Nmap, which provides stack

fingerprinting capabilities.

Making Guesses from Available Ports

Regardless of the tool used, we are trying to identify
open ports that provide telltale signs of the operating



system. For exanple, when ports 445, 139, and 135
are open, a high probability exists that the target
operating systemis Windows. Pretty much all
Windows-based systens listen on ports 135, 139, and
445. This differs from Windows 95/98, which only
listen on port 139. Some services are operating system
specific. A perfect example of this is TCP port 3389,
which is used for the Remote Desktop Protocol (RDP),
a common attribute of Windows systens. To know for
sure, we have to probe the specific port (covered in the
next chapter), but the majority of systems run essential
services like RDP on their default ports.

For UNIX systems, a good indicator is TCP port 22
(SSH); however, keep n mind that Windows uses SSH
and many network devices also use it for management.
Many older UNIX servers have services such as
portmapper (TCP/111), Berkeley R services
(TCP/512-514), NFS (TCP/2049), and high-number
ports (3277x and above) listening. The existence of
such ports normally indicates that this system is running
UNIX. Moreover, if we had to guess the flavor of
UNIX, we would guess Solaris. We know in advance



that Solaris normally runs its RPC services in the range
of 3277x.

By performing a simple TCP and UDP port scan,
we can make quick assumptions about the exposure of
the systens we are targeting. For example, if port 445
or 139 or 135 is open on a Windows server, it may be
exposed to a great deal of risk due to the numerous
remote vulnerabilities present on the services running on
those ports. Chapter 4 discusses the inherent
vulnerabilities with Windows and how ports 445, 139,
and 135 can be used to compromise the security of
systens that do not take adequate security measures to
protect access to these ports. In our example, the
UNIX system appears to be at risk as well because the
services listening provide a great deal of functionality
and have been known to have many security-related
vulnerabilities. For example, Remote Procedure Call
(RPC) services and the Network File System (NFS)
service are two major ways in which an attacker may
be able to compromise the security of a UNIX server
(see Chapter 5). Conversely, it is virtually impossible to
compromise the security of a remote service if it is not



listening, Remember—the greater the number of
services running, the greater the likelihood of a system
compromise. The more you become familiar with
common port assignments, the better your ability will be
to take the results of a port scan and quickly identify the
low-hanging fruit that compromises a network.

Active Stack Fingerprinting

Before we jump mto using Nmap, it is important to
explain exactly what stack fingerprinting is. Stack
fingerprinting is an extremely powerful technology that
allows you to ascertain quickly each host’s operating
system with a high degree of probability. Essentially,
there are many nuances between one vendor’s IP stack
implementation and another’s. Vendors often mterpret
specific RFC guidance differently when writing their
TCP/IP stack. Therefore, by probing for these
differences, we can begin to make an educated guess as
to the exact operating system in use. For maximum
reliability, stack fingerprinting generally requires at least
one listening port. Nmap makes an educated guess
about the operating system in use if no ports are open.



However, the accuracy of such a guess is fairly low.
The definitive paper on the subject was written by
Fyodor, first published n Phrack Magazine, and can
be found at insecure.org/mmap/nmapfingerprinting-
article.html.

Let’s examine the types of probes that can be sent
that help to distinguish one operating system from
another:

* FIN probe A FIN packet is sent to an open
port. As mentioned previously, RFC 793
states that the correct behavior is not to
respond. However, many stack
implementations (such as Windows
7/200X/Vista) respond with a FIN/ACK.

* Bogus flag probe An undefined TCP flag is
set in the TCP header ofa SYN packet.
Some operating systers, such as Linux,
respond with the flag set in their response
packet.

» Initial Sequence Number (ISN) sampling
The basic premise is to find a pattern in the



mnitial sequence chosen by the TCP
implementation when responding to a
connection request.

“Don’t fragment bit” monitoring Some
operating systens set the “Don’t fragment bit”
to enhance performance. This bit can be
monitored to determme what types of
operating systens exhibit this behavior.

TCP initial window size Initial window size
on returned packets is tracked. For some
stack implementations, this size is unique and
can greatly add to the accuracy of the
fingerprint mechanism

ACK value IP stacks differ in the sequence
value they use for the ACK field, so some
implementations return the sequence number
you sent, and others return a sequence number
+ 1.

ICMP error message quenching Operating
systems may follow RFC 1812
(tetforg/rfc/rfc1812.txt) and limit the rate at



which error messages are sent. By sending
UDP packets to some random high-numbered
port, you can count the number of unreachable
messages received within a given amount of
time. This type of probe is also helpful in
determming if UDP ports are open.

* ICMP message quoting Operating systems
differ in the amount of information that is
quoted when ICMP errors are encountered.
By examming the quoted message, you may
be able to make some assumptions about the
target operating system.

* ICMP error message—echoing integrity
Some stack implementations nay alter the IP
headers when sending back ICMP error
messages. By examining the types of
alterations that are made to the headers, you
may be able to make some assumptions about
the target operating system

* Type of service (TOS) For “ICMP PORT
UNREACHABLE” messages, the TOS is



examined. Most stack implementations use 0,
but this can vary.

* Fragmentation handling As pomted out by
Thomas Ptacek and Tim Newsham i their
landmark paper “Insertion, Evasion, and
Denial of Service: Eluding Network Intrusion
Detection,” different stacks handle overlapping
fragments differently
(cs.unc.edw~fabian/course_papers/PtacekNew
Some stacks overwrite the old data with the
new data, and vice versa, when the fragments
are reassembled. By noting how probe
packets are reassembled, you can make some
assumptions about the target operating system

TCP options TCP options are defined by
RFC 793 and more recently by RFC 1323
(tetforg/rfc/rfc1323.txt). The more advanced
options provided by RFC 1323 tend to be
implemented in the most current stack
implementations. By sending a packet with
nultiple options set—such as no operation,
maximum segnment size, window scale factor,



and timestamps—you can make some
assumptions about the target operating system

Nmap employs the techniques mentioned earlier
(except for the fragmentation handling and ICMP error
message queung) by using the —0 option. Let’s take a
look at our target network:

scanned in 3.64 second

By using Nmap’s stack fingerprint option, we can
easily ascertain the target operating system with



precision. The accuracy of the determmnation is largely
dependent on at least one open port on the target. But
even if no ports are open on the target system, Nmap
can still make an educated guess about its operating
system:

So even with no ports open, Nmap correctly guessed
the target operating system as Linux (lucky guess).

One of the best features of Nmap is that its signature
listing is kept in a file called Nmap-os-fingerprints. Each
time a new version of Nmap is released, this file is
updated with additional signatures. At this writing,
hundreds of signatures are listed.

Although Nmap’s TCP detection seems to be the



most accurate as of this writing, the technology is not
flawless and often provides only broad guesses that, at
times, seem less than helpful.

° Operating System Detection

Countermeasures

Take the following steps to help mitigate your OS
detection risk.

Detection You can use many of the aforementioned
port-scanning detection tools to watch for operating
system detection. Although they don’t specifically
indicate that an Nmap operating system detection scan
is taking place, they can detect a scan with specific
options set, such as the SYN flag.

Prevention We wish there were an easy fix to
operating system detection, but it is not an easy
problemto solve. It is possible to hack up the operating
source code or alter an operating system parameter to
change one of the unique stack fingerprint
characteristics. However, doing this may adversely



affect the functionality of the operating system. For
example, FreeBSD supports the
TCP_DROP_SYNFIN kernel option, which is used to
ignore a SYN-+FIN packet used by Nmap when
performing stack fingerprinting. Enabling this option may
help in thwarting OS detection, but it breaks support for
RFC 1644, “TCP Extensions for Transactions.”

We believe only robust, secure proxies or firewalls
should be subject to Internet scans. As the old adage
says, “security through obscurity” is not your first line of
defense. Even if attackers know the operating system,
they should have a difficult time obtamning access to the
target system

‘- Passive Operating System Identification
Popularity: 5
Simplicity: b
Impact: 4

Risk Rating: 5



We have demonstrated how effective active stack
fingerprinting can be using tools such as Nmap. It is
important to remember that the aforementioned stack-
detection techniques are active by their very nature. We
sent packets to each system to determine specific
idiosyncrasies of the network stack, which allowed us
to guess the operating system in use. Because we had
to send packets to the target system, it was relatively
easy for a network-based IDS system to determine that
an OS identification probe was launched. Therefore,
active stack fingerprinting is not one of the most stealthy
techniques an attacker will employ.

Passive Stack Fingerprinting

Passive stack fingerprinting is similar in concept to
active stack fingerprinting. Instead of sending packets to
the target system, however, an attacker passively
monitors network traffic to determine the operating
system in use. Thus, by monitoring network traffic
between various systens, we can determine the
operating systems on a network. This technique,
however, is exclusively dependent on being in a central



location on the network and on a port that allows
packet capture (for example, on a mirrored port).

Lance Spitzner has performed a great deal of
research in the area of passive stack fingerprinting and
has written a whitepaper that describes his findings at
project. honeynet.org. In addition, Marshall Beddoe
and Chris Abad developed siphon, a passive port-
mapping, OS identification, and network topology tool.
You can download the tool at
packetstormsecurity.org/UNIX/utilities/siphon-
v.666.tar.gz.

With that little background, let’s look at how passive
stack fingerprinting works.

Passive Signatures

Various traffic characteristics can be used to identify an
operating system. We limit our discussion to several
attributes associated with a TCP/IP session:

 TTL What does the operating system set as
the time-to-live on the outbound packet?

* Window size What does the operating system



set as the window size?

* DF Does the operating system set the “Don’t
fragment bit’™?

By passively analyzing each attribute and comparing
the results to a known database of attributes, you can

determme the remote operating system. Although this
method is not guaranteed to produce the correct
answer every time, the attributes can be combined to
generate fairly reliable results. This technique is exactly
what siphon uses.

Let’s look at an example of how this works. If we
telnet from the system shadow (192.168.1.10) to
quake (192.168.1.11), we can passively identify the
operating system using siphon:

[shadow]# telnet 1%2.168.1.11

Using our favorite sniffer, Snort, we can review a
partial packet trace of our telnet connection:



06/04-11:23:48.297976 192.168.1.11:23 -> 192.168.1.10:2295
TCP TTL:255 TOS:0x0 ID:583934 DF

**g**wpx Seq: O0xD3B709A4 Ack: O0xBEO09B2B7 Win: 0x2798

TCP Cptions => NOP NOP TS: 9688775 9682347 NOP WS: O MSS: 1460

Looking at our three TCP/IP attributes, we find the
following:

* TTL =255

* Window size = 0x2798

* Don’t fragment bit (DF) = Yes
Now, let’s review the siphon fingerprint database file
osprints.conf:

[shadow]# grep -i solaris osprints.conf
# Window:TTL:DF:Operating System DF = 1 for ON, 0 for OFF.

2328:255:1:Eelaris 2.6 =:2:7
2238:255:1:S8claris 2.6 - 2.7
2400:255:1:80laris 2.6 - 2.7
2798:255:1:8¢0laris 2.6 - 2.7
FE88:255:1:5¢laris 2.6 — 2.7
87C0:255:1:So0laris 2.6 - 2.7
FAFQ:255:¢ olaris 206 =27
FFFF:255:1:80laris 2.6 - 2.7

We can see the fourth entry has the exact attributes
of our Snort trace: a window size 0f2798, a TTL of



255, and the DF bit set (equal to 1). Therefore, we
should be able to accurately guess the target OS using
siphon:

[crush]4 siphon -wv -i x10 -o fingerprint.out

Running on: 'crush' running FreeBSD 4.0-RELEASE on afn) 1386

o} g Device: x10

192.168.1.11 23 255 ON Solaris 2.6 - 2.7

As you can see, we are able to guess the target OS,
which happens to be Solaris 2.6, with relative ease. It is
important to remember that we are able to make an
educated guess without sending a single packet to
192.168.1.11—all this analysis is done by simply
capturing packets on the network.

Passive fingerprinting can be used by an attacker to
map out a potential victim just by surfing to the victim’s
website and analyzing a network trace or by using a
tool such as siphon. Although this technique is effective,
it does have some limitations. First, applications that
build their own packets (for example, Nmap) do not
use the same signature as the operating system
Therefore, your results may not be accurate. Second,



you must be in a position to capture these packets
(which can be difficult on a switch without enabling port
murroring). Third, a remote host can easily change the
connection attributes. But this latter issue plagues even
active detection techniques.

° Passive Operating System Detection
Countermeasures

See the prevention countermeasure in “Operating
System Detection Countermeasures,” earlier in the
chapter.

PROCESSING AND STORING SCAN DATA

Mapping a target network can result in a large amount
of data, which can become quite cumbersome
depending on how you perform your scans and store
that data. In large networks, the more efficient you are
in managing your scan results directly corresponds to
the speed at which you’re able to compromise a large
number of systens. Because of this, managing your data
appropriately is important.



Managing Scan Data with Metas ploit

Metasploit (metasploit.com) started out as a general
exploit framework used to modularize exploits and
payloads. Over the past couple of years its functionality
has exploded way beyond that to forma vast platform
of tools, payloads, and exploits, with attack
management functionality. We won’t go into great detail
about how to leverage all of Metasploit’s functionality
here, but we will look at ways to execute our scans and
mnput data into Metasploit for further processing.

Metasploit’s installation sets up a PostgreSQL
server for managing data to allow you to make specific
queries to the database for scan data. To leverage the
database functionality, you have to first tell Metasploit
how to connect to the database and which database to
use. To do this from within Metasploit
(msfconsole)type:

msf > db_connect postgres:<password>@localhost:<port>/msf3

The password (<password>) and port (Kport>)
are defined within the /opt/framework-



4.0.0/properties.ini configuration file. Metasploit has
what it calls auxiliary modules that can perform some
basic host and service discovery scans, but these often
take more time to run than Nmap, so we’ll stick with
using Nmap to handle all of those tasks. The

db nmap command within Metasploit allows you to
run basic Nmap scans and import the data directly mto
the database:

msf db_nmap 192.168.1.0/24

You can specify Nmap’s command options to
db nmap, and it will pass that data to the Nmap
instance that runs in the background. One caveat is that
if you're logged in as a non-root user, you won’t be
able to use db_nmap for scans that require elevated



privileges. But that shouldn’t be a problem because you
can also execute any shell commands directly through
Metasploit. Here Nmap runs an OS scan of our local
subnet and outputs the results to an XML file.

0/24 -oX subnet 192.168.1.0-08
68.1.0/24 -oX subnet_192.168.1.0-0§
Starting Nmap 5.51 //nmap.org ) at 2011-09-26 11:00 PDT
Nmap scan repcrt for 192.168.1.12

Host is up (0.0033s la
Not shown: 897 filtered ports
PORT STATE SERVICE

80/tcp cpe http

< Qutput st ened for brevity >
0S5 details
Network Dis

msf >

Now we mport the results of Nmap’s output into
the database with the db import command:

msf > db import subnet 192.168.1.0-05

[*] Importing 'Nmap XML' data

[*] Import: Parsing with 'Nokogiri v1.4.3.1'
[*] Importing host 192.168.1.12

< Output shortened for brevity >

*] Importing host 192.168.1.25
[*] Successfully imported /home/elec/subnet_192.168.1.0-08
msf >



With the scan results loaded nto Metasploit, we can
performa variety of queries. The host s command
lists all hosts in the database. You can select specific
columns with the —c option. Here, we show all hosts

and their operating systems:

sf > hosts -c address,os_name
Hosts

address _nam
182.168.1.12 Microsoft Windows
192.168.1.15% Linux
192.168.1.16 Microsoft Windows
182.168.1.17 Microsoft Windows
192.168.1.18 Microsoft Windows
192.168.1.19 Apple i0S
1982.168.1.22 Microsoft Windows
192.168.1.24 Microsoft Windows
192.168.1.25 Linux



The services command can be used to show all
available open ports and services on the identified
hosts. You can also filter this data with some basic
options. For stance, if you want to see all hosts with
SSH available, use the following:

rvices -= ssh

host port proto name state info
10 L2082 22 tcp ssh cpen

Filtering can be extremely useful when targeting a large
network. For mstance, if you know of a particular
vulnerability that affects all Windows 2008 systens, you
can filter the hosts that are running Windows 2008 to
create a target list. Later, you can target those specific
hosts to make your attack much more efficient.

SUMMARY

We have covered the requisite tools and techniques to
perform ping sweeps; TCP, UDP, and ICMP port
scanning; and operating system detection. By using ping



sweep tools, you can identify systems that are alive and
pinpoint potential targets. By using a myriad of TCP
and UDP scanning tools and techniques, you can
identify potential services that are listening and make
some assumptions about the level of exposure
associated with each system. Finally, we demonstrated
how attackers could use operating system detection
software to determme with fine precision the specific
operating system used by the target system. As we
continue, you will see that the information collected thus
far is critical to mounting a focused attack.



CHAPTER 3
ENUMERATION

Now that an attacker has successfully identified live
hosts and running services using the techniques
discussed in Chapter 2, he will typically turn next to
probing the identified services more fully for known
weaknesses, a process we call enumeration. It is also
worth noting that, as an attacker progresses through
later stages of the attack and obtains connectivity to
hosts and segments he previously did not have access
to, he will often return to this phase to find ways to
greatly expand his foothold and work toward specific
targets.

The key difference between the previously discussed
information- gathering techniques and enumeration is in
the level of intrusiveness. Enumeration nvolves active
connections to systems and directed queries. As such,
they may (should!) be logged or otherwise noticed. We
will show you what to look for and how to block them,
if possible.



Much of the information garnered through
enumeration may appear harmless at first glance.
However, the information that leaks from the following
holes can be your undoing, as we illustrate throughout
this chapter. In general, the information attackers seek
via enumeration includes user account names (to mform
subsequent password-guessing attacks), oft-
misconfigured shared resources (for exanple,
unsecured file shares), and older software versions with
known security vulnerabilities (such as web servers with
remote buffer overflows). Once a service is
enumerated, it’s usually only a matter of time before the
intruder compromses the system in question to some
degree, ifnot completely. By closing these easily fixed
loopholes, you eliminate the attacker’s first foothold.

Enumeration techniques tend to be platformr-specific
and are, therefore, heavily dependent on information
gathered m Chapter 2 (port scans and OS detection).
In fact, port scanning and enumeration functionality are
often bundled mto the same tool, as you saw in Chapter
2 with prograns such as SuperScan, which can scan a
network for open ports and simultaneously grab



banners fromany it discovers listening. This chapter will
begin with a brief discussion of banner grabbing, the
most generic of enumeration techniques, and then delve
into more platformespecific mechanisms that may
require more specialized tools.

We will discuss services in nurreric order, according
to the port on which they traditionally listen, whether
TCP or UDP—or exanple, we discuss TCP 21 (FTP)
first, TCP 23 (telnet) next, TCP 25 (SMTP) after that,
and so on. This chapter does not exhaustively cover
every conceivable enumeration technique against all
65,535 TCP and UDP ports; we focus only on those
services that have traditionally given up the lion’s share
of mformation about target systens, based on our
experiences as professional security testers. We hope
this more clearly illustrates how enumeration is designed
to help provide a more concise understanding of the
target, along the way to advancing the attacker’s main
agenda of unauthorized system access.

NOTE Throughout this chapter, we use the phrase
“NT Family” to refer to all systens based on



Microsoft’s “New Technology” (NT)
platform, including Window NT 3.x—4. x,
Windows 2000, Windows XP, Windows
2003, Windows Vista, Windows 7, and
Windows Server 2008. Where necessary, we
differentiate between desktop and server
versions. In contrast, we refer to the legacy
Microsoft DOS/Windows 1.x/3.x/9x/Me
lineage as the “DOS Family.”

SERVICE FINGERPRINTING

The bulk of this chapter focuses on manual techniques
for enumerating specific services, such as SMTP, DNS,
and SNMP. But before we jump nto a discussion of
those manual techniques, we need to point out
automated techniques for evaluating entire networks for
the same mformation—quickly and efficiently—using a
process called service fingerprinting. Given the power
and scale of these techniques, they are most likely to be
used by modem attackers, unless extreme stealth is
required, in which case manual hunt-and-peck will be

employed.



In Chapter 2, we discussed how to scan for open
ports across one or more networks. Service
fingerprinting goes one step further, revealing the actual
services (and deeper information such as their
revision/patch level) associated with each port. Service
fingerprinting is more thorough and provides more
valuable mformation than scanning, but it is also more
time consuming and noticeable because it generates
considerably more traffic.

‘- Nmap Version Scanning

Popularity: 9
Simplicity: 8
Impact: g
Risk Rating: 7

Chapter 2 mtroduced you to the powerful and free
network scanning tool Nmap (nmap.org) and its
scanning and operating system identification capabilities.
As you may have noticed in the prior discussion, by



default, Nmap lists service names along with ports. This
service information is obtained froma file named nmap-
services, which is simply a text file mapping services
with their commonly associated ports. Nmap utilized
with the -sv switch goes a step further and interrogates
the ports, soliciting feedback and matching what it
receives with known protocols and specific protocol
version information using a different file called nmap-
service-probe, which contains mformation on known
service responses. With this additional insight, you can
identify “hidden” services, such as an exploitable
OpenSSH 3.7 service running on TCP port 1417 (as
opposed to the default SSH port 22), without
overlooking it as an otherwise less-interesting Timbuktu
server (normally found on port 1417). The following
example Nmap output demonstrates this scenario. First,
here’s an Nmap SYN scan misidentifying the service:

[reots] nmap -sS target.com -p 1417

Starting Nmap 4.68 ( http://nmap.org ) at 2011-10-25 19:29 PDT

Interesting



Now, here’s an Nmap version scan getting it right:
[rooti] nmap -sV target.com -p 1417

Starting Nmap 4.68 ( http://nmap.org ) at 2011-10-25 19:25 PDT

1 performed. Please repert any incorrect results at

Nmap done: 1 IP address (1 host up) scanned in 0.981 seconds

& Amap Version Scanning

Popularity: 9
Simplicity:

8
Impact: 3
Risk Rating: 7

Amap (the.org/thc-amap/) is a dedicated service
fingerprinting tool, the first of its kind, predating the
Nmap version scanning functionality discussed above
by years. At the time of this writing, largely due to its
vast preexisting user and developer base, Nmap has
since gone on to become the premier version scanning



tool. But when fingerprinting services, sometimes getting
a second opinion is helpful. Amap utilizes its own
network service pattern-matching techniques to
fingerprint network services, and although Nmap’s
functionality is typically more accurate and up-to-date,
occasionally Amap catches something Nmap has
difficulty with.

VULNERABILITY SCANNERS

When stealth isn’t required, whether because the
attacker knows the target doesn’t have eftective
monitoring capabilities or she is simply moving quickly
enough not to be concerned about detection, employing
the battering-ram approach of directing an automated
vulnerability scanner against a target or entire network
can be an effective and time-efficient means of gathering
vulnerability information.

Typically, automated vulnerability scanners contain
and regularly update vast databases of known
vulnerability signatures for essentially anything listening
on a network port, including operating systens,
services, and web applications. They can even detect



vulnerabilities in client-side software given sufficient
credentials, an approach that may be useful i later
stages of the attack when the attacker may be
nterested in expanding her foothold further by
compromising additional privileged user accounts.

Numerous vulnerability scanning tools are available
commercially at the time of this writing, from companies
including McAfee, Qualys, Rapid7, nCircle, and
Tenable. On the open source front, the Open
Vulnerability Assessment System (OpenVAS,
openvas.org) is an alternative for those looking for free
tools. We describe one of the more popular tools next
to demonstrate the capability of modern scanners to
perform enhanced enumeration.

‘- Nessus Scanning



Popularity: 9
Simplicity: 8
Impact: 6
Risk Rating: 8

Nessus, by Tenable Network Security
(nessus.org/products/nessus), has long been the gold
standard of vulnerability scanners. Its easy-to-use
graphical mterface, frequently updated database of
vulnerabilities, support for all major platforns (the
Nessus client component has even been ported to
iPhone and Android!), and optimized performance
make it well suited for exhaustively scanning a target or
network of targets in short order. Users can also
develop custom plug-ins using the interpreted Nessus
Attack Scripting Language (NASL) to extend its
capabilities to meet most any imaginable scanning need.
Figure 3-1 shows the Nessus web console.
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Figure 3-1 The Nessus 4.4.1 web console. Notice
that, at the time of this writing, it has 46,060 plug-ins,
aka unique vulnerability checks! By the time you read
this, it will have many more.

NOTE Be sure you are in compliance with Nessus’s
licensing model, particularly if you plan to use
recent versions of it in a corporate setting,
Nessus was free and open source until version
3 when it changed to a proprietary closed-



source model. Because of this, some users
have preferred to stay with Nessus 2 or the
open source, community-driven alternative
that forked out of Nessus 2, OpenVAS
(openvas.org). But recent improvements to
Nessus’s scanning engine and plug-ins make
the newer releases compelling and most likely
worthy of the mvestment. As of this writing,
home users could use the Nessus 4
HomeFeed for free, but corporate users must
purchase the ProfessionalFeed.

° Nessus Scanning Countermeasures

To prevent your system’s vulnerabilities from being
enumerated by tools like Nessus, you should, of course,
implement effective patch and configuration
management processes to try to prevent such
vulnerabilities from being introduced in the first place.
But also regularly scan your own systems with such
tools, so you can detect and remediate the ones that get
through, hopefully before an attacker has the



opportunity.

In addition, due to the sheer popularity of automated
vulnerability scanners, Intrusion Detection and
Prevention System (IDS/IPS) vendors have tuned their
detection signatures to alert on the behavior of tools like
Nessus. In the case of IPS, products can block or
simply slow scans down to a crawl, frustrating the
attacker, which may cause him to move on to the next,
softer target if he is simply an opportunistic individual.

‘- Nmap NSE Scripting

|

Popularity:
Simplicity: b
Impact: 5
Risk Rating: 6

As if Nmap wasn’t powerful enough, it also has the
ability to conduct all of the enumeration activities
covered m this chapter and so much more via the Nmap

Scripting Engine (NSE).



Nmap’s NSE is an mnterface that allows users to
extend Nmap’s capabilities via their own custom scripts
written in the Lua mterpreted programming language to
send, receive, and report on arbitrary data. This feature
clearly creates some overlap between Nmap and tools
like Nessus. But as stated on nmap.org, this
functionality was not introduced so Nmap could
compete head-to-head with Nessus (why remvent the
wheel after all?) but rather so it could be utilized to
check for specific issues, typically when a scalpel is
preferred to a battering ram

Nmap comes bundled with a library of useful NSE
scripts (invoked by adding either --script to runa
specific script or —sC to run a set of default scripts)
capable of performing activities such as network
discovery, version detection, backdoor detection, and
even exploitation of vulnerabilities. The following
demonstrates an SMB wulnerability checker Nmap
NSE script, which comes bundled with current versions
of Nmap (note this script even has an option to enable
unsafe, i.e., potentially disruptive, tests):



[root$] nmap -Pn --script smb-check-vulns --script-args=unsafe=1 192.168.1.3

11-11-26 18:57 BST

BASIC BANNER GRABBING

The most findamental of enumeration techniques is
banner grabbing, which was mentioned briefly in
Chapter 2. Banner grabbing can be simply defined as
connecting to remote services and observing the output,
and it can be surprisingly informative to remote
attackers. At the very least, they may identify the make
and model of the running service, which in many cases
is enough to set the vulnerability research process in
motion.

As also noted m Chapter 2, many port-scanning



tools can perform banner grabbing in parallel with their
main function of identifying open ports (the harbinger of
an exploitable remote service). This section briefly
catalogs the most common manual techniques for
banner grabbing, of which no self-respecting hacker
should be ignorant (no matter how automated port
scanners become).

‘- The Basics of Banner Grabbing: telnet and
netcat

Popularity: 5
Simplicity: 9
Impact: 1

(%) |

Risk Rating:

The tried-and-true manual mechanism for
enumerating banners and application info has
traditionally been based on telnet (a remote
communications tool built into most operating systens).
Using telnet to grab banners is as easy as opening a



telnet connection to a known port on the target server,
pressing ENTER a few times, if necessary, and seeing
what comes back:

C:\>telnet www.example.com B0

HTTP/1.1 400 Bad Reguest

: Microsoft-IIS/5.0

Tue, 15 Jul 2008 21:33:04 GMT
Content-Type: text/html

Content-Length: 87

d><title>Error</title>

dy>The parameter is incorrect. </body>

This is a generic technique that works with many
common applications that respond on a standard port,
such as HTTP port 80, SMTP port 25, or FTP port
21.

For a slightly more surgical probing tool, rely on
netcat, the “TCP/IP Swiss Army knife.” Netcat was
written by Hobbit and ported to the Windows NT
Family by Weld Pond while he was with the LOpht
security research group. As you will see throughout this



book, netcat belongs in the permanent System
Admunistrators Hall of Fame for its elegant flexibility.
When employed by the enemy, it is simply devastating.
Here, we examine one of its more simplistic uses,
connecting to a remote TCP/IP port and enumerating
the service banner:

C:\»nc -v www.example.com 80

www.example.com [10.21%.100.1] B0 (http) open

A bit of mput here usually generates some sort of'a

response. In this case, pressing ENTER causes the
following:

HTTP/1.1 400 Bad Reguest

Server: Microsoft-IIS/5.0

Date: Tue, 15 Jul 2008 00:55:22 GMT
Content-Type: text/html

Content-Length: 87

itle>Error</title>

he parameter is incorrect. </body>

Ore tip from the netcat readme file discusses how to
redirect the contents of a file nto netcat to nudge



remote systens for even more information. For
example, create a text file called nudge.txt containing
the single line GET / HTTP/ 1.0, followed by two
carriage returns, and then the followng;

rocotflne -nvv -o banners.txt 10.219.100.1 80 < nudge.txt
{unknown) [10.21%.100.1] 80 (http) open

HTTP/1.1 200 OK

Example, Technology ">

'Welcom

o Example's Web site. ">

TIP The netcat -n argument is recommended when
specifying numeric IP addresses as a target.

Know any good exploits for Microsoft IIS 5.0? You



get the point. Depending on the service being probed,

the nudge file can contain various possibilities, such as
HEAD/HTTP/1.0 <cr><cr>, QUIT <cr>, HELP

<cr>, ECHO <cr>, Or evenjusta couple carriage
returns (<cr>).

This mformation can significantly focus an intruder’s
effort to compromise a system. Now that the vendor
and version of the server software are known, attackers
can concentrate on platform-specific techniques and
known exploit routines until they get one right. Time is
shifting in their favor and against the admmnistrator of this
machine. You’ll hear more about netcat throughout this
book.

Q Banner-Grabbing Countermeasures

As we’ve already noted, the best defense against
banner grabbing is to shut down unnecessary services.
Alternatively, restrict access to services using network
access control. Perhaps the widest avenue of entry nto
any environment is running vulnerable software services,
so this access should be restricted to combat more than



just banner grabbing,

Next, for those services that are business critical and
can’t simply be turned off, you need to research the
correct way to disable the presentation of the vendor
and version in banners. Audit yourself regularly with
automated tools and manual spot checks (e.g., with
netcat) to make sure you aren’t giving away
mappropriate information to attackers.

ENUMERATING COMMON NETWORK
SERVICES

Let’s use some of these basic enumeration techniques,
and much more, to enumerate services commonly
turned up by real-world port scans.

‘- FTP Enumeration, TCP 21



Popularity: 1
Simplicity: 10
Impact: 1
Risk Rating: 4

Although File Transfer Protocol (FTP) is becoming
less common on the Internet, connecting to and
examining the content of FTP repositories remains one
of the simplest and potentially lucrative enumeration
techniques. We’ve seen many public web servers that
used FTP for uploading web content, providing an easy
vector for uploading malicious executables (see Chapter
10 on web hacking for more details). Typically, the
availability of easily accessible file-sharing services
quickly becomes widespread knowledge, and public
FTP sites end up hosting sensitive and potentially
embarrassing content. Even worse, many such sites are
configured for anonymous access.

Connecting to FTP is simple, using the client that is
typically built into most modern operating systems. The



next example shows the Windows command-line FTP
client. Note that we use “anonymous” and a spurious e-
mail address (not shown in the following output) to
authenticate to this anonymous service:



C:h\>ftp ftp.example.com
Co: ~ted to ftp.example.com.
220 (vsFTPd 2.0.1}

User (ftp.example.com: (nonej): anonymous

331 Please specify the password.

Pazsword:

230 Login successful.

ftp> 1s

200 PORT command successful. Consider using PASV.
150 Here comes the directery listing.

GO

DROP

hosz

hml

LINK

lib

lost+found

pub

226 Directory send OK.

ftp: 52 bytes received in 0.00Seconds 52000.00Kbytes/sec.
ftp>

Of course, graphical FTP clients are also available.
Most modern web browsers implement FTP and permit
browsing of sites via the familiar file-and-folder
metaphor. An excellent open source graphical FTP
client is FileZilla from filezlla-project.org/. For a list of
anonymous FTP sites, see fip-sites.org. Although this
site hasn’t been recently updated, it does contain many



sites that are still available.

And, of course, the banner enumerated by FTP can
indicate the presence of FTP server software with
severe vulnerabilities. Washington University’s FTP
server (wu-ftp), for exanple, was once very popular
with attackers due to its history of remotely exploitable
buffer overflows that permit complete compromise of
the system

Q FTP Enumeration Countermeasures

FTP is one of those “‘oldie-but-not-so-goodie-
anymore” services that should just be turned off.
Always use Secure FTP (SFTP, which utilizes SSH
encryption) or FTP Secure (FTPS, which utilizes SSL)
protected by strong passwords or certificate-based
authentication. Be especially skeptical of anonymous
FTP, and don’t allow unrestricted uploading of files
under any circunrstances. And public content is often
better served via HTTP rather than file-sharing
protocols altogether.



‘-ﬂ; Enumerating Telnet, TCP 23

Popularity: 4
Simplicity: g
Impact: B
Risk Rating: 5

Telnet was one of the most crucial services in use for
many years. In the early days of the Internet, telnet was
so valuable because it provided one of the most
essential services: remote access. Telnet’s major
downfall is that it transmits data in cleartext. This
means that anyone with a sniffer can potentially view the
entire conversation between the client and server,
including the username and password used to log in.
With security becoming more of a necessity, this service
was later replaced by a more secure, encrypted means
of remote administration called secure shell, or SSH.
Even though telnet’s nsecurities are widely known, this
service s still commonly available.



System Enumeration via Telnet Banners Froman
attacker’s standpoint, telnet can be an easy way to
obtain host mformation because telnet usually displays a
system banner prior to login. This banner often contains
the host’s operating system and version. With
networking equipment such as routers and switches,
you may not receive such an explicitly detailed banner.
Many times the system displays a unique prompt from
which you can easily deduce what type of device it is
through prior knowledge or a simple Google search.
For mstance, with Cisco equipment, you’ll receive one
of two prompts:

User Access Verification.
Fazsword

i

ser Access Verification
Ssername:

If'you receive either banner, you can pretty safely
assurre that the host you're connecting to is a Cisco



device. The difference between the two prompts is that
the Username prompt on Cisco telnet servers usually
indicates that the device is using TACACS+ or some
sort of authentication, authorization, and accounting
(AAA) for authentication, which means some set of
lockout mechanisims are most likely in place. This
information can aid an attacker in choosing an attack
plan when brute forcing. In the case that only a
password is requested, the attacker can very likely
launch a bruteforce attack without being locked out
and, m many cases, go unnoticed by the owner of the
device.

Account Enumeration via Telnet As you’re learning
in this chapter, services, daemons, and all other types of
client-facing applications can provide valuable
information if you just know how to ask for it and what
response to look for. One perfect example of this is
account enumeration, which is the process of attempting
to log in with a particular username and observing the
error messages returned by the server. One instance of
account enumeration via telnet was demonstrated by



Shalom Carmel at Black Hat Europe during his
presentation “AS/400 for Pentesters.” Shalom showed
that the AS/400 allows for username enumeration
during telnet authentication (and POP3). For instance, if
an attacker attempts to log in with a valid username but
an mvalid password, the systemresponds with
“CPF1107 — Password not correct for user profile.” If
an attacker attempts to log in with an invalid username,
the system responds “CPF 1120 — User X does not
exit.”” By harvesting the responses from the server for
particular usernames, the attacker can begmn to build a
list of valid accounts for brute forcing. Shalom also
provided a list of other common but useful AS/400
error messages provided during authentication, as
shown in Table 3-1.

Table 3-1 Common Error Messages



Error Message

CPF1107 Password not correct for user profile

CPF1109 Not authorized to subsystem

CPF1110 Not authorized to work station

CPF1116 Next not valid sign-on attempt varies off device
CPF1118 No password associated with user X

CPF1120 User X does not exist

CPF1133 Value X is not a valid name

CPF1392 Next not valid sign-on disables user profile
CPF1394 User profile X cannot sign in

° Telnet Enumeration Countermeasures

Generally speaking, the insecure nature of telnet should
be cause enough to discontinue its use and seek
alternate means of remote management. Secure shell
(SSH) is a widely deployed alternative that should be
used as a replacement in all possible cases. In situations
where telnet must be used, mitigating controls to restrict
access to the service on a host/segment basis should be
deployed. Banner information can be modified in most
cases, so be sure to consult your vendor for more
information. In regards to the specific AS/400 telnet
enumeration issue, these error messages can be
modified to be generalized using the CHMSGD




command, and it is recommended you require users to
reconnect between failed login attempts.

‘- Enumerating SMTP, TCP 25
Popularity: 5
Simplicity: g
Impact: 1

Risk Rating: 5

One of the most classic enumeration techniques
takes advantage of the lingua franca of Internet mail
delivery, the Simple Mail Transfer Protocol (SMTP),
which typically runs on TCP port 25. SMTP provides
two built-in commands that allow for the enumeration of
users: VRFY, which confirms names of valid users, and
EXPN, which reveals the actual delivery addresses of
aliases and mailing lists. Although most companies give
out e-mail addresses quite freely these days, allowing
this activity on your mail server raises the possibility of
forged e-mail and, more importantly, can provide



intruders with the names of local user accounts on the
server. We use telnet in the next example to illustrate
SMTP enumeration, but you can use netcat as well:

[root$] telnet 10.219.100.1 25
ing 10.219.100.1...
10.219,:100.1;

cter is '*]'.

vrfy root
250 root <root@mail.example.com>
expn test

250 test <test@mail.example.com>

eXpn non-existent

1 non-existent.. User unknown

221 mail.example.com closing connection

A tool called vrfy.pl can speed up this process. An
attacker can use vrfy.pl to specify the target SMTP
server and a list of usernammes to test. vrfy.pl then runs
through the usernane file and reports back on which
users the server has identified as valid.

° SMTP Enumeration Countermeasures

This is another one of those oldie-but-goodie services
that should just be turned off. Versions of the popular

.example.com ESMTP Sendmail Tue, 15 Jul 2008 11:41:57



SMTP server software sendmail (sendmail.org) greater
than 8 offer syntax that can be embedded in the mail.cf
file to disable these commands or require authentication.
Microsoft’s Exchange Server prevents nonprivileged
users fromusing ExpN and VRFY, by default, in more
recent versions. Other SMTP server implementations
should offer similar functionality. If they don’t, consider
switching vendors!

¢ DNS, TCP/UDP 53
Popularity: 5
Simplicity: g

Impact: i,

Risk Rating: 5

As you saw in Chapter 1, one of the primary
sources of footprinting information is the Domain Name
System (DNS), the Internet standard protocol for
matching host IP addresses with human-friendly names
such as “foundstone.com.”” DN'S normally operates on



UDP port 53 but may also run on TCP port 53 for
extended features such as zone transfers.

DNS Enumeration with Zone Transfers One ofthe
oldest enumeration techniques is the DNS zone transfer,
which can be implemented against misconfigured DNS
servers via TCP port 53. Zone transfers dump the
entire contents of a given domain’s zone files,
enumerating information such as hostname-to-1P
address mappings as well as Host Information Record
(HINFO) data (see Chapter 1).

Ifthe target server is running Microsoft DNS
services to support Active Directory (AD), there’s a
good chance an attacker can gather even more
information. Because the AD namespace is based on
DNS, Microsoft’s DNS server implementation
advertises domain services such as AD and Kerberos
using the DN'S SRV record (RFC 2052), which allows
servers to be located by service type (for example,
LDAP, FTP, or WWW) and protocol (for exanple,
TCP). Therefore, a simple zone transfer (ns1ookup,
1s -d <domainname>) can enumerate a lot of



interesting network information, as shown in the
following sample zone transfer run agamnst the domain
“example2.org” (edited for brevity and line-wrapped
for legibility):

C: % >nslockup
Default Serv

> ls -d example2.crg

8.234.110]]

SRV priority=0, weight=1

Per RFC 2052, the format for SRV records is as
follows:

Service.Proto.Name TTL Class SRV Priority Weight Port Target

Some very simple observations an attacker could
take from this file would be the location of the domain’s
Global Catalog service (_gc. tcp), domain controllers
using Kerberos authentication (_kerberos. tcp),



LDAP servers (_1dap. tcp), and their associated
port numbers. (Only TCP incarations are shown here.)

Alternatively, from within Linux (or other UNIX
variants), we can use the dig command to produce
similar results:

5 dig @192.168.234.110 example2.org axfr

3.2 <<>> @192.168.234.110 exampleZ.org axfr

ions: printcmd
€6400 IN SOR

86400 IN A

86400 IN NS

86400

BIND Enumeration The Berkeley Internet Name
Domain (BIND) server is a popular DNS server for
UNIX variants. In addition to being susceptible to DN'S
zone transfers, BIND comes with a record within the
“CHOAS? class, version.bind, which contains the
version of the BIND installation loaded on the target



server. To request this record, the attacker can use the
dig command:

% dig #10.219.100.1 version.bind txt chaos

DNS Cache Snooping DNS servers mamntain a cache
for a variety of reasons, one of which is to resolve
frequently used hostnames quickly. For requests to
resolve hostnames not within the target DNS server’s
domain, the DNS server queries its local cache or uses
recursion to resolve the request by querying another
DNS server. Attackers can abuse this functionality by
requesting the DN'S server to query only its cache and,



by doing so, deduce if the DNS server’s clients have or
have not visited a particular site. In the case that the
DNS server hasn’t processed a request for a particular
host, the server responds with the “Answer” flag set to
0 (output has been condensed):

ig @10.21%.100.1 www.foundstone.c

#10.219.100.1 om A +norecurse

found)

:; global options: printemd

Once the DNS server has processed a request for
the particular hostname, the “Answer” flag is then set to
I:



flags: gr ra; QUERY: 1, ANSWER: 1, ACU

;¢ QUESTION SECTION:

7. foundston com. IN by

SIZE revd: 52

Automated DNS Enumeration Various DNS tools
exist that will automate the preceding enumeration
techniques and perform a number of different tasks that
may give you additional information about a domain and
the hosts within it. dnsenum
(code.google.com/p/dnsenun), written by Filip
Waeytens and tixxDZ, does a variety of different tasks,
such as Google scrapping for additional names and
subdomains, brute forcing subdomains, performing
reverse lookups, listing domain network ranges, and
performmng WHOIS queries on the ranges identified.



The power of dnsenum comes from the correlation it
performs across each task to gather as much
information for a particular domain as possible. The tool
can be run on a domain nane; it then deduces the DNS
servers associated with it. It can also be run against a
target server for a particular domain.

Another powerful automated DNS reconnaissance
tool is Fierce.pl (ha.ckers.org/fierce/), a Perl script
written by Robert “RSnake’ Hansen that uses a number
of techniques to locate IP addresses and hostnames
owned by a target, including attempting zone transfers,
dictionary list, and brute-force reverse lookup
enumeration.

Also, web resources exist that not only speed up
and simplify the process but also give the attacker the
advantage of not having to send a single packet to the
target from the source IP address. Rather, the attacker
stays hidden behind the public resource. The site
CentralOps.net hosts a number of free reconnaissance
tools, including WHOIS enumeration, zone transferring,
and even service scanning,



° DNS Enumeration Countermeasures

As always, if DNS is not required, the best
countermeasure is simply to disable the service.
However, you will very likely need an Internet-facing
DNS server on your perimeter to maintain business
operations. In addition to thwarting the specific
techniques just described, maintaining two DNS servers
is important: one for external, Internet-facing queries
and one for internal queries. With this countermeasure,
if a vulnerability or misconfiguration is identified within
your public-facing DNS server, nternal addressing and
critical targets are not exposed.

Blocking DNS Zone Transfers The easy solution for
this problem is to restrict zone transfers to authorized
machines only (usually, these are backup DNS servers).
The Windows DNS implementation allows for easy
restriction of zone transfer, as shown in the following
illustration. This screen is available when the Properties
option for a forward lookup zone (in this case,
labfarce.org) is selected from within the “Computer



Management” Microsoft Management Console (MMC)
snap-in, under \Services and Applications\DNS\

[server_name]\Forward Lookup Zones\[zone name] |
Properties.



labfarce.org Properties EHE

General ] Start of Authority [SD4A) ] MName Servers ]
WwINS Zone Transfers I Security I

& zone transfer sends a copy of the zone to requesting servers.
[V Allow zone transfers:

" Toany server
" Orily to servers listed on the Name Servers tab

& Oriy to the following servers

|IE address:

192.168.234.25 |

To specify secondary servers to be notified of zone updates, click

Notify.
Motify... |

(1] 4 | Cancel | Apply ‘

You could disallow zone transfers entirely by simply
unchecking the Allow Zone Transfers box, but it is



probably more realistic to assume that backup DNS
servers will need to be kept up to date, so we have
shown a less restrictive option here.

NOTE Past versions of Windows (up to and including
Windows 2000) came configured, by default,
to allow zone transfers to any server.
However, thanks in part to the depiction of
this issue in past editions of Hacking
Exposed, Microsoft released its later server
versions with a default DNS server setting that
blocks zone transfers to unauthorized systemns.
Hats off to Redmond!

Blocking BIND version.bind Requests An excellent
BIND hardening guide by Rob Thomas is available at
cymru.conyDocuments/secure-bind-template. html. This
guide includes a number of different methods to secure
BIND, including how to change or disable queries for
version.bind.

Disabling DNS Cache-Snooping Luis Grangeia has



written a paper
(rootsecure.net/content/downloads/pdf/dns_cache snoc
that further describes DNS cache snooping and
provides methods to protect against it.

¢ Enumerating TFTP, TCP/UDP 69

Popularity: 1
Simplicity: 3

Impact:
Risk Rating: 3

Trivial File Transfer Protocol (TFTP) is a UDP-
based protocol for unauthenticated “quick and dirty” file
transfers commonly run on UDP port 69. The premise
of TFTP is that m order to pull a file froma server, you
have to know the file name. This can be a double-
edged sword for an attacker because the results are not
always guaranteed. For instance, if the file has been
renamed by even a single character, the attacker’s
request will fail.



Copying Files via a Linux TFTP Server Although it
barely qualifies as an enumeration trick due to the
severity of the information gathered, the granddaddy of
all UNIX/Linux enumeration tricks is getting
the/etc/passwd file, which we’ll discuss at length in
Chapter 5. However, it’s worth mentioning here that
one way to grab the passwd file is via TFTP. It’s trivial
to grab a poorly secured/etc/passwd file via TFTP, as
shown next:
[root$]tftp 192.168.202.34

tftp> connect 192.168.202.34

tftp> get /etc/passwd /tmp/passwd.cracklater

tftp> quit

Besides the fact that our attackers now have the
passwd file to view all valid user accounts on the server,
if this were an older system, they could potentially gain
access to the encrypted password hashes for each user.
On newer systens, they might find it worthwhile to
attempt to transfer the/etc/shadow file as well.

Accessing Router/Switch Configurations via TFTP
Network devices such as routers, switches, and VPN



concentrators commonly provide the functionality to
configure the device as a TFTP server. In some cases,
attackers can leverage this functionality to their
advantage in order to obtamn the device’s configuration
file. Files an attacker may look for on network devices
include

running-confi
f

° TFTP Enumeration Countermeasures

TFTP is an inherently insecure protocol—the protocol
runs n cleartext on the wire, it offers no authentication
mechanism, and it can leave misconfigured file-system
ACLs wide open to abuse. For these reasons, don’t
run TFTP—and if you do, wrap it to restrict access
(using a tool such as TCP Wrappers), limit access to
the/tftpboot directory, and make sure it’s blocked at the
border firewall.



é Finger, TCP/UDP 79

Popularity: 7
Simplicity: 10
Impact: 1

Risk Rating: 6

Perhaps the oldest trick in the book when it comes
to enumerating users is the UNIX/Linux finger utility.
Finger was a convenient way of giving out user
information automatically back m the days of a nuch
smaller and friendlier Internet. We discuss it here
primarily to describe the attack signature because many
scripted attack tools still try it and many unwitting
system admins leave finger running with minmmal security
configurations. Again, the following assumes that a valid
host running the finger service (port 79) has been
identified m previous scans:



[rootf]finger -1 @target.example.com

[target.example.com]

Login: root Name: root

Directory: /root Shell: /bin/bash

On since Sun Mar 28 11:01 (PST) on ttyl 11 minutes idle
(messages off)

On since Sun Mar 28 11:01 (PST) on ttyp0 from :0.0

3 minutes 6 seconds idle

No mail.

plan:

John Smith

Security Guru

Telnet password is my birthdate.

[root$]finger 0@192.168.202.34

92.1€68.202.34)

Line User Host (s) Idle Leocation
* 2 vty O idle 0 192.168.202.14
Sel Sync FPP 00:00:02

As you can see, most of the nfo displayed by finger
is fairly mnocuous. (It is derived from the
appropriate/etc/passwd fields if they exist.) Perhaps the
most dangerous information contained in the finger
output is the names of logged-on users and idle times,
giving attackers an idea of who’s watching (root?) and
how attentive they are. Some of the additional
information could be used in a “social engneering”
attack (hacker slang for trying to con access from



people using “social” skills). As noted i this exanple,
users who place a .plan or .project file in their home
directories can deal potential wildcards of mformation
to simple probes. (The contents of such files are
displayed in the output from finger probes, as shown
earlier.)

Q Finger Countermeasures

Detecting and plugging this information leak is easy—
don’t run finger (comment it out in inetd. conf and
killall —-HUP inetd)and block port 79 at the
firewall. If you must (and we mean must) give access to
finger, use TCP Wrappers (see Chapter 5) to restrict
and log host access, or use a modified finger daemon
that presents limited mformation.

¢ Enumerating HTTP, TCP 80



Popularity: 5
Simplicity: g
Impact: 1

Risk Rating: 5

Enumerating the make and model of a web server is
one of the easiest and most time-honored techniques of
the hacking community. Whenever a new web server
explott is released mto the wild (for exanple, the old
ida/idq buffer overflow that served as the basis for the
Code Red and Nimda worns), the underground turns
to simple, automated enumeration tools to check entire
swaths of the Internet for potentially vulnerable
software. Don’t think you won’t get caught.

We demonstrated elementary HTTP banner
grabbing at the beginning of this chapter in the section
titled “The Basics of Banner Grabbing: telnet and
netcat.” In that section, we showed you how to connect
to a web server on the standard HTTP port (TCP 80)
using netcat and how to hit a few carriage returns to
extract the banner. Usually the HTTP HEAD method is



a clean way to elicit banner nfo. You can type this
command right into netcat once you’ve connected to
the target server, as shown here (commands to be
entered are listed in bold; you'll need to hit two or more
carriage returns after the line containing the HEAD
command):

C:\»nc -v www.example.com 80

www.example.com [10.219.100.1] BO (http) oper
HEAD / HTTP/1.1

We demonstrated the HTTP HEAD request in the
previous example, which is uncommon nowadays, with
the notable exception of worns. Therefore, some
intrusion detection systems might trigger froma HEAD
request.

Also, if you encounter a website that uses SSL,
don’t fret, because netcat can’t negotiate SSL
connections. Simply redirect it through one of the many



available SSL proxy tools, such as sslproxy, or just use
openss1 to performthe task:

5 openssl s_client -quiet -connect www.example.com:443

HEAD / HTITP/1.1
host: www.example.com

ARDQDAAQ=BEMJCIICCJIBGGKCLLOIBBOHA; path=/

By default, openss1 is extrenely verbose, so
specify the -quiet switch to limit its output. You may
notice that we’ve also specified host :
www . example . com after our HEAD/HTTP/1. 1 nudge.
We did this because servers have the ability to host
multiple websites, so in some cases you may have to set
the HTTP host header to the hostname of the web page
you're visiting to elicit a 200 OK (or “request
succeeded” code) from the web server. For this
particular example, the web server will provide its
versioning information for just about any HTTP request,




but when you start getting into more advanced
techniques, the HTTP host header may save some
heartache.

We should pomt out here that much juicy information
can also be found in the content of web pages. One of
our favorite automated tools for crawling entire sites
and reporting on matches to a set of known
vulnerabilities is Grendel-Scan by David Byrme
(grendel-scan.conYdownload.htm). Figure 3-2 shows
Grendel-Scan’s Information Leakage section,
containing features such as the ability to suck down all
of the comments in a website so an attacker may search
these comments for juicy information such as the phrase
“password” or the ability to parse a website’s robots.txt
file and pay particular attention to its entries—
potentially nteresting web content identified for one
reason or another by its author as not appropriate for
search engine indexing,



Grendel-Scan v1.0 - Scan Configuration

* Experimental test modult

Figure 3-2 Grendel-Scan’s Comment Lister features
make parsing entire sites for comments easy, allowing
attackers to search for juicy nformation such as
passwords.

Crawling HTML for juicy information edges mto the
territory of web hacking, which we cover in Chapter 10
of this book.

TIP For an expanded and more n-depth examination




of web hacking methodologies, tools, and
techniques, check out Hacking Exposed Web
Applications, Third Edition (McGraw-Hill
Professional, 2010; webhackingexposed.com).

Q HTTP Enumeration Countermeasures

The best way to deter this sort of activity is to change
the banner on your web servers. Steps to do this vary
depending on the web server vendor, but we’ll illustrate
using one of the most common examples—Microsoft’s
Internet Information Services (IIS). In the past, IIS was
frequently targeted, due primarily to the easy availability
of canned exploits for debilitating vulnerabilities such as
Code Red and Nimda. Changing the IIS banner can go
a long way toward dropping you off the radar screen of
some really nasty miscreants.

IIS 7 admmnistrators can create a custom .Net
module to accomplish this objective, using the example
code provided here (some manual lne breaks have
been added due to page size constraints):



Unfortunately, directly changing the IIS banner in
prior IIS versions mvolves hex-editing the DLL that
contains the IIS banner,
Yosystenroot?o\system32\metsrv\w3sve.dll. This can be
a delicate maneuver, made more difficult on Windows
2000 and later by the fact that this DLL is protected by
Windows System File Protection (SFP) and is
automatically replaced by a clean copy unless SFP is
disabled.

Another way to change the IIS banner on older



versions of IIS is by mstalling an ISAPI filter designed
to set the banner using the SetHeader function call.
Microsoft has posted a Knowledge Base (KB) article
detailing how this can be done, with sample source
code, at support.microsoft.com’kb/294735/en-us.
Alternatively, you can download and deploy
Microsoft’s URLScan, part of the IIS Lockdown Tool
(see microsoft.com/technet/security/tools/locktool.mspx
for the IIS Lockdown Tool, applicable to IIS versions
prior to 6.0, and
microsoft.convtechnet/security/tools/urlscan.mspx for
URLScan, which is applicable to IIS versions up to
6.0). URLScan is an ISAPI filter that can be
programmed to block many popular IIS attacks before
they reach the web server, and it also allows you to
configure a custom banner to fool unwary attackers and
automated worns. Deployment and usage of URLScan
is fully discussed n Hacking Exposed Web
Applications, Third Edition (McGraw-Hill
Professional, 2010).

NOTE 1IS Lockdown cannot be mstalled on



Windows Server 2003/11S 6.0 or newer
because all the default configuration settings in
11S6.0 (and later) meet or exceed the security
configuration settings made by the IIS
Lockdown Tool. However, you can install
and run URLScan on IIS 6.0 because it
provides flexible configuration for advanced
administrators above and beyond the default
IIS 6.0 security settings. See

technet. microsoft.com/en-
us/security/cc242650.aspx#EXE.

‘- Enumerating Microsoft RPC Endpoint

Mapper (MSRPC), TCP 135
Popularity: 7
Simplicity: 8
Impact: 1
Risk Rating: 5

Certain Microsoft Windows systens run a Remote



Procedure Call (RPC) endpoint mapper (or
portmapper) service on TCP 135. Querying this service
can yield mformation about applications and services
available on the target machine, as well as other
mformation potentially helpful to the attacker. The
epdump tool from the Windows Resource Kit (RK, or
Reskit) queries the MSRPC endpoint mapper and
shows services bound to IP addresses and port
numbers (albett in a very crude form). Here’s an
example of how it works against a target system running
TCP 135 (edited for brevity):

tep: 105.10.10.126[1051]

0&688B7b0 v2.0

*n_ip tep:192.168.10.2[1051]

annot '

ne more entries

The important thing to note about this output is that
we see two numbers that look like IP addresses:



105.10.10.126 and 192.168.10.2. These are IP
addresses to which MSRPC applications are bound.
More interesting, the second of these is an RFC 1918
address, indicating that this machine likely has two
physical nterfaces (meaning it is dual-homed) and one
of those faces is an internal network. This can raise the
interest of curious hackers who seek such bridges
between outside and mnside networks as key points of
attack.

Examining this output further, we note that
ncacn_ip tcp corresponds to dynamically allocated
TCP ports, further enumerating available services on
this system (ncadg_ip udp in the output would
correspond to allocated UDP ports). For a detailed and
comprehensive explanation of these and other mnternals
of the Windows network services, see Jean-Baptiste
Marchand’s excellent article at
hsc.fi/ressources/articles/win net srv.

TIP Another good MSRPC enumeration tool (and so
much more) is Winfingerprint, which can be found
at sourceforge.net/projects/winfingerprint.



MSRPC Enumeration with Linux For the Linux side
of the house, we have rpcdump.py by Javier Koen of
CORE security
(oss.coresecurity.comyimpacket/rpcdump.py).
rpedump.py is a little more flexible as it permits queries
over different ports/protocols besides TCP 135. Usage
is shown here:

4 rpedump.py
Usage: /usr/bin/rpcdump.py sername | :password] @] jdress> [protoce

vailable protocols: ['80/HTTP', '445/swB', '135/TCP', '139/SMB', '135/UDP’
i password are only required for certain transports, eg. SME.

Q MSRPC Enumeration Countermeasures

The best method for preventing unauthorized MSRPC
enumeration is to restrict access to TCP port 135. One
area where this becomes problematic is providing mail
services via Microsoft Exchange Server to clients on the
Internet. In order for Outlook MAPI clients to connect
to the Exchange Server, they must first contact the
endpomt mapper. Therefore, to provide
Outlook/Exchange connectivity to remote users over
the Internet, you would have to expose the Exchange
Server to the Internet via TCP port 135 (and a variety



of others). The most common solution to this problem is
to require users to first establish a secure tunnel (that is,
using a VPN solution) between their system and the
nternal network. This way the Exchange Server is not
exposed, and data between the client and server is
properly encrypted. Of course, the other alternative is
to use Microsoft’s Outlook Web Access (OWA) to
support remote Outlook users. OWA is a web front-
end to an Exchange mailbox, and it works over
HTTPS. We recommend using strong authentication if
you decide to implement OWA (for exanple, digital
certificates or two-factor authentication mechanisms). In
Windows Server 2003/Exchange 2003 (and later),
Microsoft implemented RPC over HTTP, which is our
favorite option for accessing Exchange over the Internet
while preserving the rich look and feel of the full
Outlook client (see
support.microsoft.convdefault.aspx?kbid=833401 and
technet. microsoft.conven-us/library/aa998950.aspx).

If you can’t restrict access to MSRPC, you should
restrict access to your individual RPC applications. We
recommend reading the article titled “Writing a Secure




RPC Client or Server” at msdn.microsoft.conven-
us/library/aa379441.aspx for more mformation on this
topic.

‘- NetBIOS Name Service Enumeration, UDP
137

Popularity: 7
Simplicity: 5
Impact: 8

Risk Rating: 5

The NetBIOS Name Service (NBNS) has
traditionally served as the distributed naming system for
Microsoft Windows—based networks. Begnning with
Windows 2000, NBNS is no longer a necessity, having
been largely replaced by the Internet-based naming
standard, DNS. However, as of this writing, NBNS is
still enabled by default in all Windows distributions;
therefore, it is generally simple for attackers connected
to the local network segment (or via a router that



permits the tunneling of NBNS over TCP/IP) to
“enumerate the Windows wire,”” as we sometimes call
NBNS enumeration.

NBNS enumeration is so easy because the tools and
techniques for peering along the NetBIOS wire are
readily available—most are built into the OS itself! In
fact, NBNS enumeration techniques usually poll NBNS
on all machines across the network and are often so
transparent that it hardly appears one is even connecting
to a specific service on UDP 137. We discuss the
native Windows tools first and then move mto some
third-party tools. We save the discussion of
countermeasures until the very end because fixing all this
is rather simple and can be handled in one fell swoop.

Enumerating Windows Workgroups and Domains
with net view The net view command is a great
example of a built-in enumeration tool. It is an
extraordmarily simple Windows NT Family command-
line utility that lists domains available on the network
and then lays bare all machines in a domaimn. Here’s
how to enumerate domains on the network using



net view:

C:\>net view /domain

BA I_DOMAIN
TATAGGLIA DOMAIN
BRRZZT

The command completed successfully.

The next command lists computers in a particular
domain:

C:\>net view /domain:corleone

Make him an offer he can't refuse

ing personal
bing badda boom

'm smart
AM\CONNIE Doen't forget the cannoli

Agam, net view requires access to NBNS across all
networks that are to be enumerated, which means it
typically only works against the local network segment.
IfNBNS is routed over TCP/IP, net view can
enumerate Windows workgroups, domains, and hosts
across an entire enterprise, laying bare the structure of
the entire organization with a single unauthenticated



query from any system plugged into a network jack
lucky enough to get a DHCP address.

TIP Remember that we can use information from ping
sweeps (see Chapter 2) to substitute [P
addresses for NetBIOS names of individual
machines. IP addresses and NetBIOS names are
mostly interchangeable; for exanple,
\192.168.202.5 is equivalent to
\SERVER NAME. For convenience, attackers
often add the appropriate entries to their
Yosystenroot?o\system32\drivers\etc\LMHOSTS
file, appended with the #PRE syntax, and then run
nbtstat —R at a command line to reload the name
table cache. They are then free to use the
NetBIOS nane in future attacks, and the name
will be mapped transparently to the IP address
specified n LMHOSTS.

Enumerating Windows Domain Controllers To dig
a little deeper into the Windows network structure, we
need to use a tool from the Reskit



(microsoft.convdownloads/details.aspx?
Familyld=49AE8576-9BB9-4126-9761-
BA8011FABF38&displaylang=en). In the next
example, you’ll see how the Reskit tool called n1test
identifies the domain controllers in the domain we just
enumerated using net view (domain controllers are
the keepers of Windows network authentication
credentials and are, therefore, primary targets of
malicious hackers):

C:\>nltest /declist:corleone
List of DCs 1in Domain corleone
\AWITO (PDC)
\YMICHAEL
WANSONNY

The command completed successfully

Netdom from the Reskit is another useful tool for
enumerating key information about Windows domains
on a wire, including domam membership and the
identities of backup domain controllers (BDCs).

Enumerating Network Services with netviewx The



netviewx tool by Jesper Lauritsen (see
ibt.ku.dk/jesper/NTtools) works a lot like the net
view command, but it adds the twist of listing servers
with specific services. We often use netviewx to
probe for the Remote Access Service (RAS) to get an
idea of the number of dial-m servers that exist on a
network, as shown in the following example (the —-D
syntax specifies the domain to enumerate, whereas the
-T syntax specifies the type of machine or service to
look for):

“:\>netviewx -D CORLEONE ~-T dialin_ server

Make him an offer he can't refuse "

The services running on this system are listed
between the percent sign (%) characters. netviewx is
also a good tool for choosing nondomain controller
targets that may be poorly secured.

Dumping the NetBIOS Name Table with nbtstat
and nbtscan nbtstat connects to discrete machines
rather than enumerating the entire network. It calls up
the NetBIOS name table froma remote system. The
namme table contains great information, as shown in the



following example:

C:\>nbtstat -A 192.168.202.33

NetBIOS Remo Machine Name Table

As illustrated, nbtstat extracts the system name
(SERVRY), the domam it’s in (9DOMAN), any logged-on
users (ADMINISTRATOR), any services running (INet
services), and the network mterface hardware Media
Access Control (MAC) address. These entities can be
identified by their NetBIOS service code (the two-digit
number to the right of the name). These codes are
partially listed in Table 3-2.

Table 3-2 Common NetBIOS Service Codes



NetBIOS Code Resource

computer name>[00]  Workstation Service

donmain name=[00] Domain name
computer name=[03]  Messenger Service (for messages sent to this computer)
username=[03] Messenger Service (for messages sent to this user)

compueter name>[20]  Server Service
domain name>[1D)] Master Browser
domain name>[1E] Browser Service Elections

domain name>[1B] Domain Master Browser

The two main drawbacks to nbtstat are its
restriction to operating on a single host at a time and its
rather inscrutable output. Both of those issues are
addressed by the free tool nbtscan, from Alla
Bezroutchko, available at
netcat.net/software/nbtscan.html. nbtscan will
“nbtstat” an entire network with blistering speed and
format the output nicely:

C:\>nbtscan 192.168.234.0/24

00-cD-4£-8
00-80-¢
00-al-cc-57-8¢c-Ba




Coincidentally, nbtscan is a quick way to flush out
hosts running Windows on a network. Try running it
agaist your favorite Class C—sized network, and you’ll
see what we mean.

Linux NetBIOS Enumeration Tools Although we’ve
described a number of different Windows-based
NetBIOS enumeration tools, an equal amount are
available for Lnux. One tool in particular is NMBscan
by Grégoire Barbier (nmbscan.g76r.ew/). NMBscan
provides the ability to enumerate NetBIOS by
specifying different levels of verbosity:

nmbscan-1.2.4 # ./nmbscan
bscan version 1.2.4 - Sat Jul 19 17:41:03 GMT 2008
usage :

. /nmk

am

can -1

-L show licence agreement (GPL)

./nmbsc

aster browsers

fer browsers, and servers

/nmbscan {-h|-n} hostl [host2 [...]]

h show information on hosts, known by ip name/address

-n show information on hosts, known by nmb name



We like to specify just the —a option to obtain a
complete view of the NetBIOS network around us:

nmbscan-1.2.4 # ./nmbscan -a
nmbscan version 1.2.4 - Sat Jul 19 17:44:22 GMT 2008
domain EXAMPLE
master-browser SLIPDIPDADOOKEN 10.219.1.201 -
server SHARUCAN
ip-address 10.219.1.20
mac-address 01:18:F3:E9:04:7D
ip-address 192.168.252.1
ip-address 192.168.126.1
server-software Windows Vista (TM) Ultimate 6.0
operating-system Windows Vista (TM) Ultimate 6000
server PIZZZAKICK
server HADUCAN

ip-address 10.219.1.207
mac-address 00:0C:29:05:20:47
server-software Windows Server 2003 5.2
operating-system Windows Server 2003 3790 Service Pack 2
server GNA
server SLIPDIPDADOOUKEMN
ip-address 10.215.1.201
mac-address 00:DE:AD:BE:EF:00
ip-address 152.168.175.1
ip-address 192.168.152.1
server-software Windows 2000 LAN Manager
operating-system Windows 5.1
domain -
master-browser - 192.168.175.1 -
domain -
master-browser - 192.168.152.1 -



° Stopping NetBIOS Name Services
Enumeration

All the preceding techniques operate over the NetBIOS
Naming Service, UDP 137. Ifaccess to UDP 137 is
restricted, either on individual hosts or by blocking the
protocol at network routers, none of these activities will
be successful. To prevent user data from appearing in
NetBIOS name table dumps, disable the Alerter and
Messenger Services on individual hosts. The startup
behavior for these services can be configured through
the Services Control Panel. On Windows 2000 and
later, the Alerter and Messenger Services are disabled
by default, plus you can disable NetBIOS over TCP/IP
under the settings for individual network adapters.
However, we’ve experienced unreliable success in
blocking NBNS enumeration using the NetBIOS over
TCP/IP setting, so we wouldn’t rely on it (and, as you
will see later in this chapter, there are many other
misconceptions about this feature as well). Fmnally, be
aware that if you block UDP 137 from traversing
routers, you will disable Windows name resolution



across those routers, breaking any applications that rely
on NBNS.

‘T'; NetBIOS Session Enumeration, TCP
139/445

Popularity: 8

Simplicity: 10

Impact: 8

Risk Rating: 9

Windows NT and its progeny have achieved a well-
deserved reputation for giving away free information to
remote pilferers. This reputation is almost singularly due
to the vulnerability that we are going to discuss next—
the Windows null session/anonymous connection
attack.

Null Sessions: The Holy Grail of Enumeration If
you’ve ever accessed a file or printed to a printer
associated with a Windows machine across a network,



chances are good that you've used Microsoft’s Server
Message Block (SMB) protocol, which forns the basis
of Windows File and Print Sharing (the Linux
implementation of SMB is called Samba). SMB is
accessible via APIs that can return rich mformation
about Windows—even to unauthenticated users. The
quality of the mformation that can be gathered via this
mechanism makes SMB one of the biggest Achilles’
heels for Windows if not adequately protected.

To demonstrate the devastation that can arise from
leaving SMB unprotected, let’s perform some widely
known hacking techniques that exploit the protocol. The
first step in enumerating SMB is to connect to the
service using the so-called “‘null session”” command,
shown next:

C:i\>net use “\\192.168.202.33\IPC% "" Su:""

You might notice the similarity between this
command and the standard net use syntax for mounting
a network drive—in fact, they are nearly identical. The
preceding syntax connects to the hidden nterprocess
communications “share” (IPCS$) at IP address



192.168.202.33 as the built-in anonymous user (/u: ‘)
with a null (*°’) password. If successful, the attacker
now has an open channel over which to attempt the
various techniques outlined in this section to pillage as
much nformation as possible from the target, including
network information, shares, users, groups, Registry
keys, and so on. Regardless of whether you’ve heard it
called the “Red Button” vulnerability, null session
connections, or anonymous logon, it can be the single
most devastating network foothold sought by mtruders,
as we will vividly demonstrate next.

NOTE SMB enumreration is feasible over both TCP
139 (NetBIOS Session) and TCP 445 (SMB
over raw TCP/IP, also called ‘“Direct Host”).
Both ports provide access to the same service
(SMB), just over different transports.

Enumerating File Shares Some of the favorite targets
of mtruders are mis-ACL’d Windows file shares. With
a null session established, we can enumerate the names
of file shares quite easily using a number of techniques.



For exanmple, the built-m Windows net view command
can be used to enumerate shares on remote systems:

C:\>net view \\vito
Shared resources at “\\15%2.1¢8.7.45

VIT(
Shar Type Used as Comment
Disk Logon server share
Test Disk Public access
The command completed successfully.

Two other good share-enumeration tools from the
Windows Server 2003 Resource Kit are srvcheck
and srvinfo (using the —s switch)
(microsoft.comvdownloads/details.aspx?
familyid=9D467A69-57FF-4AE7-96EE-
B18C4790CFFD&displaylang=en). srvcheck
displays shares and authorized users, including hidden
shares, but it requires privileged access to the remote
systemto enumerate users and hidden shares.
srvinfo’s -s parameter lists shares along with a lot
of other potentially revealing information.

One of the best tools for enumerating Windows file
shares (and a whole lot more) is DumpSec (formerly



DumpAcl), shown in Figure 3-3. It is available for free
from SomarSoft (somarsoft.com). Few tools deserve
therr place in the NT security administrator’s toolbox
more than DumpSec. It audits everything from file-
system permissions to services available on remote
systens. Basic user information can be obtained even
over an innocuous null connection, and it can be run

from the command line, making for easy automation and

scripting. In Figure 3-3, we show DumpSec being used
to dump share information from a remote computer.

€ Somarsolt DumpSec (fomerly DumpAcl) - WSERVER [C1o]=]
Ele Edt Jeach Bepot Yiew Help
Share and path Account Own Permission
HETLOGON ==>access denied B
ADMING ==raccess denied
IPCE ==»access denied
mspelnt ==»access denied
c$ ==»access denied
L] ==access denied
E$ a=3access dended |
General ==>access denied
18HPropr ==>access denied s
00001

Figure 3-3 DumpSec reveals shares over a null session
with the target computer.



Opening null connections and using the preceding
tools manually is great for directed attacks, but most
hackers commonly employ a NetBIOS scanner to
check entire networks rapidly for exposed shares. Two
tools that perform these tasks are SysInternals’s
(acquired by Microsoft) ShareEnum
(technet.microsoft.com/en-
us/sysinternals/bb897442.aspx) and SoftPerfect’s
Network Scanner
(softperfect.com/products/networkscanner/).
ShareEnum has fewer configurable options, but, by
defautlt, it provides a good amount of information and
has nice comparison features that may be useful for
comparing results over time. SoftPerfect’s Network
Scanner is a bit more diverse but requires some minimal
configuration beyond the default (see Figure 3-4).



Figure 3-4 SoftPerfect’s Network Scanner
automatically scans subnets for open file shares.

Unlike older tools such as Legion, or the NetBIOS
Auditing Tool (NAT), these newer tools target the
“security professional” rather than the “hacker,” so
unfortunately you are not likely to find password brute-
forcing functionality included. Regardless, you can
always use the older tools to do your dirty work, or use
one of the brute-forcing tools mentioned later on i this
book.

Legion can chew through a Class C IP network and
reveal all available shares in its graphical interface.
Version 2.1 includes a *“brute-force tool” that tries to



connect to a given share by using a list of passwords
supplied by the user. For more on brute-force cracking
of Windows, see Chapter 4. Another popular Windows
share scanner is the NetBIOS Auditing Tool (NAT),
based on code written by Andrew Tridgell. (NAT is
available through the Hacking Exposed website,
hackingexposed.com.) Neon Surge and Chameleon of
the now-defunct Rhino9 Security Team wrote a
graphical mterface for NAT for the command-line
challenged, as shown in Figure 3-5. NAT not only finds
shares but also attempts forced entry utilizing user-
defined username and password lists.

\apps\NeBIOS\NAT \nat. exe [-[E1=]
G

& with nana: =GHESERVER

€ with mane: SHASERUER

o 5 1 the same drectons a il s
a1 s, To chack. tha progrest
wndow

D
1
)
1
1
}
“1
ot -
1
1
1
1
1
1
I
1
I
1

PécoriSuage sraf Chameleon of Rhrod




Figure 3-5 The NetBIOS Auditing Tool (NAT) with
graphical mterface and command-lne output

Registry Enumeration Another good mechanism for
enumerating NT Family application information involves
dumping the contents of the Windows Registry from the
target. Most any application that is correctly mstalled on
a given NT system leaves some sort of footprint in the
Registry; it’s just a question of knowing where to look.
Additionally, mtruders can sift through reams of user-
and configuration-related information if they gain access
to the Registry. With patience, some tidbit of data that
grants access can usually be found among its
labyrinthine hives. Fortunately, Window’s default
configuration is to allow only admmnistrators access to
the Registry. Therefore, the techniques described next
will not typically work over anonymous null sessions.
One exception to this is when the
HKIM\System\CurrentControlSet\Contro\SecurePipe!
key specifies other keys to be accessible via null
sessions. By defautt, it allows access to
HKIM\Software\Microsof\WindowsN T\Current



Version.

If you want to check whether a remote Registry is
locked down, the best tools are the reg (built into
Windows XP, 2003, and later) and SomarSoft’s
DunmpSec (once agamn). For pre-Windows 2003
systerms, regdmp can be used instead of reg
(regdmp was the original decommissioned tool; all of
its functionality was then built nto the reg utility).
reg/regdmp 18 a rather raw utility that simply dumps the
entire Regstry (or individual keys specified at the
command Iine) to the console. Although remote access
to the Registry is usually restricted to admnistrators,
nefarious do-nothings will probably try to enumerate
various keys anyway in hopes of a lucky break.
Hackers often plant pointers to backdoor utilities such
as NetBus (see Chapter 4). Here, we check to see
what applications start up with Windows:



C:\rreg query \\10.219.1.207\HKLM\SOFTWARE\MICROSOFT"
Windows\CurrentVersionRun

! REG.EXE VERSION 3.0

HEEY LOCAL MACHINE\SOFTWARE\MICROSOFT\

Windows\CurrentVersioniRun

VMware Tools REG_SEZ
C:\Program Files\VMware\VMware Tocls\VMwareTray.exe

VMware User Process REG_S5Z
C:\Program Files\VMware\VMware Tools\VMwarelUser.exe

Ldobe Reader Speed Launcher REG SZ
"C:\Program Files\Adobe\Reader 8.0\Reader\Reader sl.exe"

SunJavaUpdateSched REG 52
"C:\Program Files\Java‘jrel.6.0_03\bin\jusched.exe"

HEEY_ LOCAL_ MACHINE\SOFTWARE\MICROSOFT\
Windowsh\CurrentVersion\Run\OptionalComponents

DumpSec produces much nicer output but basically
achieves the same thing, as shown in Figure 3-6. The
“Dump Services” report enumerates every Win32
service and kernel driver on the remote system, whether
running or not (again, assuming proper access
permissions). This information could provide a wealth of
potential targets for attackers to choose from when



planning an exploit. Remember that a null session is
required for this activity.

3 Somarsoft DumpAcl - \W192.168.202 33

Fle E@t Seach Resct View Heb

Fri Hame Status Type Account

Inport Inport Stopped Kernel B
Jazzgann Jazzgann Stopped Kernel

Jazzq3sh Jazzql6h Stopped Kernel

JZUXLUES JzZux1ags Stopped Kernel

Keyboard Class Driver Kbdclass Running Kernel

KSechD KSecoD Running Kernel

Hessenger Hessenger Running #in32 LocalSystem

g nga Stopped Kernel

mga_nil nga_nil Stopped Kernel

Hicrosoft HDIS System Driver HDIS Running Kernel

mitsumi mitsuni Stopped Kernel

nkecr5xx mkecrSxx Stopped Kernel

House Class Driver Mouclass Running Kernel

HsFs HsFs Running Kernel

Hup Hup Running Kernel

Hersacox HerSdcdx Stopped Kernel -
ner?ic22 ncr?e22 Stopped Kernel

Here?7 00 Herc7on Stopped Kernel

Here710 Herc7 18 Stopped Kernel

Het Logon Hetlogon Stopped Win32 LocalSystem
HetBIOS Interface HetBIOS Running Kernel

HetDetect HetDetect Stopped Kernel

Hetwork DDE HetDDE Stopped Win32 LocalSystem
Hetwark DDE DSDM HetDDEdsdn Stopped Win32 LocalSystem

Hpfs Hpfs Running Kernel

HT LM Security Support Provider HELRSsp Stopped Win32 LocalSystem

HEFs HEFs Stopped Kernel

Hull Hull Running Kernel =

00050

Figure 3-6 DumpSec enunerates all services and
drives running on a remote system

Enumerating Trusted Domains Remember the
nltest tool, which we discussed earlier in the context
of NetBIOS Name Service Enumeration? Once a null
session is set up to one of the machines in the
enumerated domain, the nltest/server:



<server name>and /trusted domains syntax can
be used to learn about further Windows domains
related to the first. It’s amazing how much more
powerful these simple tools become when a null session
is available.

Enumerating Users At this point, giving up share
information probably seems pretty bad, but not the end
of the world—at least attackers haven’t been able to
get at user account nformation, right? Wrong.
Unfortunately, some Windows machines cough up user
mnformation over null sessions just about as easily as
they reveal shares.

One of the most powerful tools for mmning a null
session for user mformation is, once again, DumpSec. It
can pull a list of users, groups, and the NT system’s
policies and user rights. In the next example, we use
DumpSec from the command line to generate a file
containing user information from the remote computer
(remember that DumpSec requires a null session with
the target computer to operate):



:\>dumpsec /computer=\\192.168.202.33 /rpt=usersonly
/saveas=tsv [outfi le=c:\temp\users.txt
Civ>cat o:\temp\users.txt
2/15/08 10:07 Ab JEmey

account for administering the domain

Using the DumpSec GUI, you can include many
more information fields in the report, but the format just
shown usually ferrets out troublemakers. For example,
we once came across a server that stored the password
for the renamed Admnistrator account in the
Comments field!

Two other extremely powerful Windows
enumeration tools are sid2user and user2sid by
Evgenii Rudnyi (see evgenii.rudnyi.rw/soft/sid/sid. txt).
These are command-Iine tools that look up NT Family
SIDs from username input and vice versa. SID is the
security identifier, a variable-length numeric value
issued to an NT Family system at nstallation. For a
good explanation of the structure and function of SIDs,
read the excellent article at
en.wikipedia.org/wiki/Security Identifier. Once an



intruder has learned a domam’s SID through
user2sid, that intruder can use known SID numbers
to enumerate the corresponding usernames. Here’s an
example:

C:h\>user2sid \\192.168.202.33 "domain users"
§-1-5-21-8915387-1645822062-1819828000-513

Mumber of subauthorities is 5
Domain is ACME
Length of SID in memory is 2B bytes

Type cf SID is SidTypeGroup

Now we know the SID for the machine—the string
of numbers beginning with s-1, separated by hyphens.
The numeric string following the last hyphen is called the
relative identifier (RID), and i is predefined for built-
in Windows users and groups such as Admmnistrator
and Guest. For example, the Admnistrator user’s RID
is always 500, and the Guest user’s is 501. Armed with
this tidbit, a hacker can use sid2user and the known
SID string appended with an RID of 500 to find the
name of the administrator’s account (even if it has been



renamed). Here’s an example:
C:\>sid2user \\192.168.2.33 5 21 8915387 1645822062 18198280005 500
Name is

Domain

I'ype of &

Note that s-1 and the hyphens are omitted. Another
interesting factoid is that the first account created on any
NT-based local system or domain is assigned an RID
of 1000, and each subsequent object gets the next
sequential number after that (1001, 1002, 1003, and so
on—RIDs are not reused on the current installation).
Therefore, once the SID is known, a hacker can
basically enumerate every user and group on an NT
Family system, past and present.

NOTE sid2user/user2sid even works if
RestrictAnonymous is set to 1 (defined
shortly), as long as port 139 or 445 is
accessible.

Here’s a simple exanple of how to script
user2sid/sid2user to loop through all the available
user accounts on a system. Before running this script,



we first determme the SID for the target system using
user2sid over a null session, as shown previously.
Recalling that the NT Family assigns new accounts an
RID beginning with 1000, we then execute the followng
loop using the NT Family shell command ror and the
sid2user tool (see earlier) to enumerate up to 50
accounts on a target:

C:\>for /L %i IN (1000,1,1050) DO sid2user \\acmepdcl 5 21 1915163094
1258472701648912389 %I >> users.txt
C:\>cat users.txt

This raw output could be sanitized by piping it
through a filter to leave just a list of usernames. Of
course, the scripting environment is not limited to the
NT shell—Perl, VBScript, or whatever is handy will
do. As one last reminder before we move on, realize
that this example will successfully dump users as long as
TCP port 139 or 445 is open on the target,



RestrictAnonymous = 1 notwithstanding.

NOTE Ore of the myriad features of the all-
encompassing Windows hacking suite, Cain
and Abel (oxid.it/cain.html) is user
enumeration. It even automates the process of
first attempting the null session method
described previously and then falls back to the
sid2user method just described if the
target’s RestrictAnonymous is set to 1.

All-in-One Null Session Enumeration Tools
Various developers have created a number of all-m-one
null session enumeration tools so you can get the most
bang for your buck with SMB enumeration. The tool
that currently tops the list is Winfingerprint
(sourceforge.net/projects/winfingerprint). As suggested
by all of the checkboxes viewable in Figure 3-7,
Winfingerprint wins for overall functionality, as it has
nearly everything you could hope for in a Windows
enumeration tool, capable of enumerating everything
mentioned previously and more. It can target a single



host, lists or ranges of hosts, or just all visible hosts on a
segment, and i addition to its null session functionality,
Winfingerprint is also capable of enumerating Windows
systens via Active Directory and WMI, making it a
truly versatile Windows enurmeration utility.

% Winfingerprint 0.6.2 [S[E
— =

YO P

1§ Acoessible vith current crodentisls.

Aczeasivle with current credentials.

Figure 3-7 Winfingerprint has an easy-to-use GUI and
provides a wealth of information.

Another useful all-in-one tool is NBTEnum by Reed



Arvin, although it can be more difficult to locate now
that its website is no longer online (PacketStorm
currently has it at
packetstornmsecurity.org/files/download/52547/NBTEm
NBTEnum shines due to its extensive yet easy-to-read
HTML output, intelligent brute-forcing capabilities, and
its ability to enumerate a multitude of mformation using
null sessions or under a particular user account